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5.4A
Procedures between Content Provider and BM-SC
5.4A.1 General
The interface between content provider and the BM-SC allows control plane procedures, user plane procedures and reporting providers. The control plane procedures enable the content provider to provision and configure MBMS User Services. The user plane procedure allows the content provider to send content for a specific MBMS session to the BM-SC so that the BM-SC can deliver the content over the previously defined MBMS User Service. The reporting procedures enable the content provider to query information from the BM-SC and / or to get asynchronous notification from the BM-SC.
All control plane, user plane and reporting procedures are confidentially protected. 
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Figure 5.4A.1-1: Interface between Content Provider, BM-SC and UE

The user plane interface supports forwarding of secured HTTP based content (using HTTPS) and secured (RTP)/UDP based content. 
5.4A.2 Content Provider Authentication and Authorization

The content provider and the mobile network operator have a business agreement. The mobile network operator provided the content provider with the address and the interface procedures for the BM-SC. The mobile network operator has offered one or more authorizaiton credentials to the content provider. 
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Figure 5.4A.2-1: Authorization

1. The secure HTTP session (i.e. HTTPS) is established between the content provider and the BM-SC.

2. The content provider authorizes itself with the system e.g. using HTTP digest authentication. 
3. The BM-SC may provide a token back to the content provider, which should be appended to every procedure.
5.4A.3 Creation of Delivery Sessions

The content provider creates a new delivery session. This procedure triggers the BM-SC to allocate several parameters from an SDP file, including a TMGI, IP Multicast Address for the newly created delivery session. In case of MBMS File Download delivery, further a UDP port and the FLUTE TSI is alloctaed. A unique Delivery Session ID is responded, which identifies the created delivery session.
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Figure 5.4A.3-1: Delivery Session Creation

1. The content provider establishes a new communication session or re-uses an existing session.
2. The Content provider wishes to create a new delivery session and sends the Create Delivery Session command. The content provider may append an authorization token. The content provider indicates the delivery method type (i.e. MBMS Download or MBMS Streaming delivery) in the input.

3. The BM-SC allocates a TMGI and an IP Multicast address for the new delivery session. In case of MBMS File Download Delivery, the BM-SC further allocates a UDP Port, the FLUTE TSI. The BM-SC provides a unique delivery session id to the content provider. Note, use of Application Layer FEC is signalled with the FLUTE FDT Instances.
5.4A.4 Creation of MBMS Sessions

This method allows a content provider to create an MBMS Session. Each MBMS session has a start time and is associated to an intended broadcast area (describing the geographical target area). 
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Figure 5.4A.4-1: MBMS Session Creation

1. The content provider establishes a new communication session or re-uses an existing session

2. The Content provider wishes to create a new MBMS session and sends the Create MBMS Session command. The Content provider may append an authorization token. The content provider provides the delivery session id together with the start time, the end time and the intended broadcast area (describing the geopraphical target area) as input. When no end-time is provided, the BM-SC assumes the session duration as infinite. The BM-SC finds the corresponding TMGI for the MBMS bearer from the previously created delivery session (as identified by the delivery session id). Further, the content provider provides the media bitrate as input. The BM-SC uses the provided media bitrate in order to determine the Bitrate of the MBMS bearer (GBR). When additional FEC redundancy is provided and depending on the various protocol overheads, the BM-SC increases the bitrate of the bearer (GBR) accordingly. When the content provider wants to receive Quality of Experience Information (QoE), reception acknowledges or wants to enable file repair (i.e. use of any associated Delivery Procedure), the content provider sets corresponding flags in the command. 
Note: When another MBMS session for the same TMGI and the same start and stop time is defined, the BM-SC secures that the MBMS sessions are geographically not overlapping. When the new MBMS session is NOT overlapping with any existing MBMS sessions, then the BM-SC assings a different FlowId.

3. Upon success, the BM-SC provides an MBMS delivery session instance id to the content provider.

5.4A.5 Association of Content Ingestion
This procedure is used to define the user plane ingest for a defined delivery session instance. Continuous (Push) and On-Request (Pull) ingest is possible for HTTP based content. A Continuous (Push) ingest on UDP is possible for other content. 
In case of a Continuous (Push) ingest, the Add Content command is sent only once for a define delivery session instance. The BM-SC may provide credentials so that the content source can be authenticated for HTTP based push ingest. Security for UDP ingest is ffs. 
In case of On-Request (Pull) ingest, the Add Content command is used to provide the File URL(s) to the BM-SC, which should be sent on the defined delivery session instance. The content provider may use the Add Content command one or more times during a delivery session instance. Note, the content provider may trigger the BM-SC to download and cache the On-Request content before the transmission. The BM-SC uses a pull procedure to activate reception into the BM-SC.
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Figure 5.4A.5-1: Add Content

1. The content provider establishes a new communication session or re-uses an existing session.
2. The content provider wishes to define the ingest method for an already defined MBMS delivery session instance (as identified by the delivery session instance id) and sends the Add Content command. The content provider may append an authorization token. The content provider indicates the type of ingest procedure (Continuous or On-Request with HTTP or Continuous with UDP). 
3. In case of Continuous (Push) ingest with HTTP, the BM-SC may provide a WebDAV folder URL in response. Additionally, the authentication credentials for the user-plane are provided to authorize the content source during content ingestion. In case of Continuous (Push) ingest with UDP, the BM-SC may provide a UDP port. The BM-SC forwards the received UDP Packet Payload. User plane security for continuous UDP ingest is ffs. In case of On-Request (Pull), the BM-SC acknowledges the reception of the command. 

4. In case of On-Request (Pull) transactions, the BM-SC may provide a dedicated notification upon completion of the file delivery to the content provider, which initialted the On-Request (Pull) transaction.
5.4A.6 Instruct the BM-SC to cache a file for a later on-request transmission

This procedure is used to trigger the BM-SC to cache a file for later on-request transmission. In particular preparation of larger files may require additional lead time. 
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Figure 5.4A.6-1: Cache Content

1. The content provider establishes a new communication session or re-uses an existing session

2. The content provider wants to instruct the BM-SC to start the preparation of an on-request file. The Content provider may append an authorization token. The content provider provides the File URL and the delivery session instance id to the BM-SC. The BM-SC starts caching of the file and optionally also file partitioning and FEC redundancy generation.

3. The BM-SC acknowledges the reception of the cache command. Since the execution of the procedure may take undefined time, the BM-SC notifies the content provider later.
4. The BM-SC notifies the content provider upon success of the preparation.
5.4A.7 Approving a Delivery Session Instance for Service Announcement

This procedure allows the content provider to approve a defined delivery session for Service Announcement. With the commit command, the BM-SC starts the service announcement for the delivery session instance and MBMS clients become aware about the upcoming MBMS session. 
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Figure 5.4A.7-1: Approving a configured delivery Session 
1. The content provider establishes a new communication session or re-uses an existing session

2. The content provider wants to approve a delivery session instance so that the BM-SC creates the needed service announcement fragments and starts announcing the delivery session instance. The Content provider may append an authorization token. The content provider provides the delivery session instance id and optionally also MPD URL and one or more URLs to Initialization Segments.
3. The BM-SC acknowledges the reception of the command. The BM-SC creates the needed service announcement fragments for the approved delivery session instance.
4. For Live DASH Services, the BM-SC fetches the MPD and the Initialization Segments from the given locations and adds those into the Service Announcement.
5. The BM-SC creates and / or updates the service announcement fragments for the delivery session instance.

6. The BM-SC announces the service, e.g. using the Service Announcement Channel (SACH) as defined in Annex L.
5.4A.7 Modification of MBMS Sessions / Delivery Session Instance
<e.g. grow or shink the MBMS Service Area. Extend Session Duration, etc>
5.4A.8 Terminating (On-Going) MBMS Sessions

<as default, the BM-SC terminates MBMS sessions according to the timing information (as provided during Create MBMS Session Procedure>

5.4A.9 Deletion of Delivery Sessions

5.4A.10 Removal of files from cache

5.4A.11 Query Information

<query information around defined defined delivery sessions, MBMS sessions, etc of the content provider.> 
5.4A.12 Event notification interface

<the BM-SC may push event notifications to the content provider. This may be completion messages or error messages of asynchronous procedures. The BM-SC may also continuously update the content provider with current consumption or QoE information> 
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