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1 Introduction

Many operators and network vendors have trailed MBMS, made significant investment in the technology and drafted launch plans. Telstra and Ericsson have a strong desire for a successful commercial MBMS launch and significant user take up.
Telstra and Ericsson believe there are a few key barriers to the successful take up of MBMS by customers, operators and content providers. One of the barriers is a non-standard MBMS middleware layer. Without a standardized set of APIs between middleware and application proprietary APIs will be used. Proprietary solutions result in:

· higher application deployment costs as applications are required to be re-written for each middleware vendor

· increased device requirement definition resulting in higher deployment costs 
· higher device and application testing costs to cater for each middleware variant introduced
· fragmentation in the industry as operators define their own API sets or middleware vendors create their own API sets which operators and application developers need to work with
· increased ongoing application support costs

· reduced innovation as niche service offerings need to support a wide variety of APIs (e.g. Push to Talk (PTT) over MBMS)
One key intention of the TRAPI API (Transport Protocol and API) work item is to simplify the deployment of MBMS based applications in the market. Application developers are used to accessing lower layer functions through well-defined Interfaces.
The TRAPI API work is important for operators who want to leverage MBMS clients from multiple vendors. The result of the TRAPI API shall be a single API definition. If the TRAPI work item is not agreed in this release Telstra and Ericsson believe that this will significantly impact the launch of MBMS services globally. 
2 Proposed TRAPI Principles
The following are a list of proposed principles that this work item needs to address:
2.1) The TRAPI APIs shall abstract MBMS delivery and hide the complexity of accessing MBMS delivery content without restricting application use cases.
2.2) The TRAPI APIs can be implemented by any middleware vendor
2.3) The APIs shall include a minimum set of objects/functions to support a basic MBMS service which is proposed to include:

1. Allow reception of multiple video streams simultaneously, when the device supports simultaneous reception of multiple MBMS Bearers
2. Concurrent reception of video broadcast with other data streams
3. File download irrespective of content format (e.g. for video pre-positioning or a FOTA package update)

4. Broadcast availability, broadcast and API configuration, and error notification functions
5. Ideally TRAPI would hide the complexity of seamless transition between unicast and broadcast in a player transparent manner and MooD, but this could be for a future release.
2.4) The API must provide for concurrent access to each service by multiple applications, and manage this concurrency in a clearly defined manner. 
2.5) The API should consider an interface to allow the application to adjust the API configuration at run time to meet the performance requirements of the application.

2.6) The API shall integrate with the native device permissions model to provide basic access control to the MBMS services

2.7) The API / MBMS Middleware shall run in background and its operation shall not interfere with the foreground operations i.e. UI.
2.8) The TRAPI API shall allow for operating system, device vendor and operator specific extensions to facilitate innovation.
2.9) The device vendor specific elements of the API should be deployable independently and defined independently to the core application facing API to reduce device integration effort and interoperability issues in order to avoid exhaustively test a complex API as part of the device integration and acceptance work.
2.10) The minimum set of APIs can be expanded with each 3GPP release, however, backward compatibility must be maintained.
2.11) Device vendors are encouraged to support all the APIs where appropriate (e.g. an IoT meter would only need to support file download and not video streaming)
2.12) The device can identify the release they are compliant to and the standardized APIs supported.
3 Proposal
It is proposed to agree the requirements and principles from Section 2 as baseline for the TRAPI API work.[image: image1.png]
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