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START OF CHANGE: Modifications to clause 9.3.6.2
9.3.6.2
Byte-Range-Based File Repair Request Message Format

In this message format, the MBMS UE uses the conventional HTTP/1.1 GET or partial GET requests as defined in RFC 2616 [18] to request all or a subset of source symbols of the referenced resource, respectively.  The UE shall support these message requests formats to allow the file repair requests to be serviced by a standard HTTP/1.1 server.  These message formats shall be used if the MBMS UE is requesting symbols from a file repair server that supports byte range requests, i.e, the server is listed in the "Alternate-Content-Location-1" or "Alternate-Content-Location-2" elements in the FDT. 

The MBMS UE uses the HTTP GET request when it requires all the source symbols of the resource to be transmitted.  

If the the MBMS UE only requests transmission of a subset of the source symbols or sub-symbols the UE uses the HTTP partial GET request with the Range request header  as defined in 14.35.2 of RFC 2616 [18].  The MBMS UE shall indicate the specific source symbols or sub-symbols as a byte-range-spec as defined in 14.35.1 of RFC 2616 [18].  

For messaging efficiency, the HTTP GET method allows the UE to include multiple byte range requests within a single partial GET request.  If the UE includes multiple byte ranges in a single request the HTTP GET request should not exceed 2048 bytes in length to avoid truncation by the HTTP server.
If the MBMS UE determines that it can select among multiple subsets of the source symbols or sub-symbols, the MBMS UE should request the subset with the lowest ESI values, i.e., choose the missing source symbols or sub-symbols from the beginning of the source block or source sub-block, respectively.  This improves the caching efficiency of the HTTP file repair servers.

If more than one file were downloaded in a particular MBMS download session, and, if the MBMS client needs repair data for more than one file received in that session, the MBMS client shall send separate HTTP GET requests for each file. 
If the BM-SC offers byte-range-based file repair, it shall not use content encoding during file transmission.  

Note: If the “Content-Encoding” element is included in the FDT Instance and is set to “gzip”, then the MBMS UE should only request complete files and not make byte range requests for missing byte ranges of the received transport object. 
For example, assume that the "Alternate-Content-Location-1" element in the FDT of the file indicates that byte range repair requests are supported by the HTTP server at URI www.example.com/service1/news_service/latest_news.mp4. The UE determines that it requires the byte ranges 5018640-5042399 and 19037040-19050239. 
GET
/service1/news_service /latest_news.mp4  HTTP/1.1
Range: bytes=5018640-5042399,19037040-19050239
Host: www.example.com

The following is an example of a response from the repair server:

HTTP/1.1 412 Precondition Failed
Content-Range: bytes=5018640-5042399,19037040-19050239 
Content-Length: 0 
END OF CHANGE
