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Introduction
This contribution aims to compare merits of the Codec Mode Request (CMR) encoding within AMR RTP payload according to RFC 4867, and the RTCP APP codec control based CMR encoding.

A related CR is S4-110284, and the considerations are also important for ECN for speech.

Compatibility with IETF RFC 4867
Sending CMR

The main argument brought forward in favour of the RTCP APP codec control based CMR encoding at SA6#62 was that it would be against a recommendations in RFC 4867 (and its predecessor RFC 3267) to send AMR RTP payload based CMR. The related quotation is below:
RFC 4867         RTP Payload Format for AMR and AMR-WB        April 2007
4.3.1.  The Payload Header

…
   An IP end-point SHOULD NOT set the codec mode request based on packet

   losses or other congestion indications, for several reasons:

      -  The other end of the IP path may be a gateway to a non-IP

         network (such as a radio link) that needs to set the CMR field

         to optimize performance on that network.

      -  Congestion on the IP network is managed by the IP sender, in

         this case, at the other end of the IP path.  Feedback about

         congestion SHOULD be provided to that IP sender through RTCP or

         other means, and then the sender can choose to avoid congestion

         using the most appropriate mechanism.  That may include

         adjusting the codec mode, but also includes adjusting the level

         of redundancy or number of frames per packet.

This text was written when only the RTP payload based CMR encoding was defined. However, the arguments brought forward in the RFC apply equally well for the alternative RTCP APP codec control based CMR encoding:

· The first bullet applies for both encodings, as the MTSI-MGW would convert both encodings to CMR in the non-IP network according to TS 26.114 procedures.
However, the argument is not correct as TrFO procedures allow the receiving network to downgrade a received CMR based on local radio conditions.
· The second bullet contains two aspects:

· Other adjustment mechanisms such as adjusting redundancy and frames per packet should be used instead or in addition to CMR.
This recommendation is reasonable as CMR is not the most effective mechanism to react upon congestion in normal IP networks (due to the IP header overhead the effect is quite limited).
Again, this is true for any encoding of CMR.
However, for a 3GPP network where ECN marking is based on congestion in the radio network and IP header compression is available in the radio network this consideration does not really apply, and CMR is preferable as it does not increase delay.
· Sender driven congestion control is preferred.
As only signalling to request CMR, and generic RTCP sender and receiver reports indicating lost packages, but no dedicated signalling to request an adjustment of redundancy or framing, were available when this text was written, only the sender was able to do such adjustments.
This consideration again applies for any CMR encoding.
However, for MTSI is does not fully apply as RTCP APP codec control signalling allows the receiver to request an adjustment of redundancy and framing.

To sum up, the considerations motivating the recommendation in RFC 4867 not to use CMR apply irrespective of the encoding of CMR.
However, those considerations do not really apply for ECN used in the manner envisioned by 3GPP, where ECN marking is based on congestion in the radio network and IP header compression is available in the radio network.

Receiving  CMR

RFC 4867         RTP Payload Format for AMR and AMR-WB        April 2007
4.3.1.  The Payload Header

…
   The encoder SHOULD follow a received codec mode request, but MAY

   change to a lower-numbered mode if it so chooses, for example, to

   control congestion.

 It is clear from the quotation that any AMR RTP payload implementation should follow received CMR within the AMR RTP payload. In contrast, non-MTSI AMR implementations are very unlikely to support RTCP APP codec control based CMR. Support seems to be optional even for MTSI terminals and thus there is a huge risk that RTCP APP codec control based CMR will be ignored by the receiver.
Compatibility with ITF RFC 3550

RFC 3550                          RTP                          July 2003

6.7 APP: Application-Defined RTCP Packet

…
   The APP packet is intended for experimental use as new applications

   and new features are developed, without requiring packet type value

   registration.  APP packets with unrecognized names SHOULD be ignored.

   After testing and if wider use is justified, it is RECOMMENDED that

   each APP packet be redefined without the subtype and name fields and

   registered with IANA using an RTCP packet type.

It is clearly violating recommendations in RFC 3550 to use the RTCP APP packet in standards, as done in TS 26.114. There is a risk of name collisions as IANA does not perform any registration.
Non-MTSI clients are very likely to ignore received RTCP APP codec control messages.

An endorsement of RTCP APP codec control messages by IETF (e.g. by publishing them in an RFC) is also very unlikely due to the violation of basic RTP principles.

Reliability of transport
The AMR RTP payload based CMR is repeated in every AMR PDU and thus much less vulnerable to packet loss.
Speed of Transmission
The AMR RTP payload based CMR is can be sent in every AMR payload PDU and thus every 20msec (unless several frames are combined). 

The RTCP APP codec control CMR is subject to RTCP timing rules. With AVP, delays of about 5sec are typical, and even with AVPF early feedback a longer delay than 20msec is typical.

Note that support of AVPF is only mandated from Rel-9 onwards for speech and CMRs sent to MTSI clients not supporting AVPF RTCP APP codec control CMR would be therefore be severly delayed

Bandwidth Requirements

The AMR RTP payload based CMR does not require any extra bandwidth.

Interference between RTCP and speech

RTCP packets may have several times the size of RTP packets and on a fixed bandwidth radio bearer RTP packets may therefore be deferred for several framing periods while an RTCP packet is transmitted. For this reason, SA4 allows that RTCP is disabled while speech is transmitted. (Reduced-size RTCP improves this situation)
Support of Unidirectional Media
Only RTCP APP codec control CMR is able to support unidirectional media streams.

Note that this does not apply for speech pauses, where comfort noise is transmitted in AMR.

This also does not apply for calls on hold, as no media are then transmitted in any direction and consequently no congestion triggering a codec mode request will be encountered.

Status in GSMA OneVoice

A compliant terminal will follow a received AMR RTP payload based CMR. 

As RTCP is disabled during speech, an RTCP APP codec control CMR is not possible.
Furthermore, as AVP is used, an RTCP APP codec control CMR would be very slow even if RTCP was enabled.

Relevance for ECN

ECN requires a quick and reliable feedback, as provided by the AMR RTP payload based CMR
It is desirable to allow an implementation of ECN with no unnecessary effort, and only AMR RTP payload based CMR is supported by all MTSI terminals.

For a call between an ECN MTSI terminal and an non-ECN IP terminal, only AMR RTP payload based CMR will work:
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Summary
The considerations motivating the recommendation in RFC 4867 not to use CMR apply irrespective of the encoding of CMR. However, those considerations do not really apply for ECN used in the manner envisioned by 3GPP, where ECN marking is based on congestion in the radio network and IP header compression is available in the radio network.

Quite to the contrary, sending the RTP payload based encoding of CMR in case of congestion is more compliant with IETF than sending the RTCP APP codec control CMR, as that encoding uses the RTCP APP packet in a proprietary manner not recommended by IETF.

Further, a non-MTSI client will only observe a CMR received in the RTP payload based encoding.

As additional advantages, the RTP payload based encoding of CMR is transported more reliably, quicker, without additional bandwidth requirements, and works without a need for AVPF and even when RTCP is disabled (as in the GSMA OneVoice profile).
However, only the RTCP APP codec control CMR is able to support unidirectional media streams.

It is desirable that RTCP APP codec control CMR is only used when there is a guarantee that it is supported by the peer, as provided by a related signalling indication.

The RTP payload based encoding of CMR is also advantageous when used with ECN as response to congestion.
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