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1. Introduction
As stated in the work item description, one objective of the release 9 IMS based PSS and MBMS extensions is "to produce CR to 26.237 to address IMS based download services e.g. (…) progressive download".
2. Architecture for IMS based download service
Figure 1 shows the enhanced IMS based PSS and MBMS functional architecture supporting PSS progressive download. 
Compared to the current version of 26.237, the HTTP server is included. This is the "legacy" HTTP server delivering non-IMS based PSS progressive download. 
To avoid impact on the existing HTTP server, we propose to include a kind of "adapter" between the SCF and the HTTP server. This adapter would be SIP and HTTP-enabled. It plays the role of an HTTP proxy. It would have a SIP interface with the SCF, an HTTP interface with the existing HTTP server, and a direct HTTP interface with the UE.
This architecture would allow minimizing the impacts on the existing non-IMS architecture, in particular the HTTP server, used in the non IMS based architecture for PSS progressive download. Moreover, the global architecture stays consistent with OITF and TIPSAN architectures, even if slightly different (since TISPAN does not have the backward-compatibility requirement to respect).
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Figure 1: IMS based PSS and MBMS functional architecture
3. Procedure for IMS based PSS progressive download
Session set-up for PSS progressive download needs to be described in 26.237, based on the IMS-based architecture previously described.
The following is a proposal for the session set-up.
3.1. General description

Alternative 1
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Figure 2: IMS based session set-up for progressive download
It is assumed that before initiating the procedure for content download/progressive session, the UE has retrieved the content identifier and other information necessary to initiate the session from SSF in service selection phase.
1. The UE initiates the progressive download session by sending SIP INVITE to the IM CN subsystem, including an SDP offer.
2. The IM CN subsystem requests initial reservation of resources to the PCRF and forwards the SIP INVITE message to the SCF.
3. The SCF verifies the user rights for the requested content and forwards the SIP INVITE message to the adapter/HTTP proxy.

4. The adapter/HTTP proxy maps the content identifier to a file located in the HTTP server. The URL pointing on this file should be sent to the UE through the SIP 200 OK answer. The mapping between the SIP session and the future HTTP progressive download request should be kept by the adapter/HTTP proxy, using a special token. The adapter/HTTP proxy return the SIP 200 OK, including the SDP answer describing HTTP progressive download session and the token, to the SCF.
5. The SCF forwards the SIP 200 OK to the IM CN subsystem.

6. The IM CN subsystem contacts the PCRF to commit the reserved resources and configure the policy enforcement mechanisms and forwards the SIP 200 OK to the UE.
7. The UE sends HTTP GET request to the URL obtained from the SCF in the SIP 200 OK message. The HTTP GET request contains the value of the token, obtained in the SIP 200 OK, as a parameter. 
8. The adapter/HTTP proxy compares the token with stored tokens of on-going SIP sessions. If a corresponding SIP session is found, the adapter/HTTP proxy forwards the HTTP GET to the HTTP server.
9. The HTTP server delivers the content to the UE in an HTTP response. The traffic goes through the adapter/HTTP proxy.
Note that redirections are possible as described in the figure 3. The adapter/HTTP proxy first forwards the HTPP GET request to the HTTP server, which sends back a redirection response. Then the adapter/HTTP proxy sends the HTTP GET request to the HTTP server 2, which responds with the requested content file. The traffic still goes trough the adapter/HTTP proxy, which forwards it to the UE.
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Figure 3: IMS based session set-up for progressive download with redirections
Note: a drawback of alternative 1 is that all the data traffic transits thought the adapter/HTTP proxy. Alternative 2 fixes this issue.
Note: security issues are FFS. In this alternative, the HTTP server needs to be configured in a way that it only accepts and delivers the content file for IP addresses of proxies, not UE.
Alternative 2
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/* mettre un echange entre proxy et server HTTP avec la relation @IP et token, pour que le proxy dise au server d'accepter le future GET */

/* possibilité de mettre dans le SDP answer l'@ IP de http server, et non celle de http proxy, pour ensuite éviter la re-direction */
1. The UE initiates the progressive download session by sending SIP INVITE to the IM CN subsystem, including an SDP offer.

2. The IM CN subsystem requests initial reservation of resources to the PCRF and forwards the SIP INVITE message to the SCF.

3. The SCF verifies the user rights for the requested content and forwards the SIP INVITE message to the adapter/HTTP proxy.

4. The adapter/HTTP proxy sends an HTTP message to the HTTP server, including the IP address of the UE and the a token. This message is to indicate to the HTTP server that it is going to receive an HTTP GET request from the UE and will have to deliver the content file to this UE.
5. The HTTP server answers to the HTTP proxy.
Note: HTTP message in step 4 and 5 need to be precised.

6. The adapter/HTTP proxy sends the SIP 200 OK answer to the SCF, including the token and the IP address of the HTTP server in the SDP answer.
7. The SCF forward the SIP 200 OK to the IM CN subsystem.

8. The IM CN subsystem contacts the PCRF to commit the reserved resources and configure the policy enforcement mechanisms and forwards the SIP 200 OK to the UE.
Note: resources are reserved based on the IP address of the HTTP server, not the adapter/HTTP proxy.
9. The UE sends HTTP request to the URL obtained from the SCF in the SIP 200 OK message. The HTTP request contains the token obtained in the SIP 200 OK, as a parameter. 
10. Based on the token and the IP address included in the request, the HTTP server knows it can deliver the content file in the HTTP response to the UE. The traffic does not go through the adapter/HTTP proxy anymore.
Note: an advantage of alternative 2 is the data traffic does not go through the adapter/HTTP proxy anymore.

A drawback is that the IP address of the HTTP server (not adapter) is included in the response during the SIP session set-up, and so can be visible to the UE.s Security issues are FFS.
Note: the description of the behaviour of the different entities is for alternative 1.
3.2. Procedures at the UE

The UE initiates the download/progressive download session by sending SIP INVITE to the IM CN subsystem. The content of the SIP INVITE shall be as follows:
· The Request URI is related to the session the user wants to activate. For on-demand service, it shall be composed of :

· A user part containing the content identifier,
· A domain part containing the content provider domain name, obtained from the SSF.
· The To header shall contain the same URI as in the Request URI.

· The From header shall contain the public user identity of the requesting user.

The other headers shall be set according to 24.229 [7].
An SDP Offer shall be included in the initial INVITE request, in accordance with media capabilities and policies available for the PSS session and with the parameters received from the SSF during service selection procedure or during the procedure for retrieving missing parameters by SIP OPTIONS.
The SDP media parameters should describe the HTTP progressive download session. The differences with the SDP offer defined for streaming is the absence of media line corresponding to the control protocol (RTSP), and the indication of TCP transport and HTTP progressive download method instead of video streaming in "m" line.
An example of the SDP offer for IMS-based PSS progressive download is:
v=0

o=bob 2890844527 2890844527 IN IP4 b.biloxi.example.com

s=Download Session

i=A download session declared within the session description protocol

c=IN IP4 b.biloxi.example.com

t=0 0

m=application 8080 TCP 3gpp_http_download  // indication of the http download

a=connection:new

a=setup:active

c= IN IP4 ……………….

b=AS:15000  // bandwidth reserved by UE for CoD service (received from SSF or preconfigured)

Once the UE has received the SIP 200 OK, it can generate the HTTP message to the adapter/HTTP proxy. The UE send the HTTP GET request to the URL obtained in the received SIP 200 OK. The HTTP request shall contain the value of the token obtained in the SIP 200 OK.
An example of the HTTP GET request sent by the UE is:
HTTP GET http://123.23.23.23/file_to_donwload?3gpp_http_token=342355
3.3. Procedures at the IM CN subsystem

The IM CN subsystem (in particular the P-CSCF) requests initial reservation of resources by the PCRF, in accordance with the "b" value included in the SDP offer of the SIP INVITE. Then the IM CN subsystem shall forward the SIP INVITE to the SCF.
Upon reception of the SIP 200 OK from the SCF, the IM CN subsystem contacts the PCRF to commit the reserved resources and configure the policy enforcement mechanisms. The IM CN subsystem forwards the SIP 200 OK to the UE.
The IM CN Subsystem handles the SIP dialog as defined in 3GPP TS 23.228 [6].
3.4. Procedures at the SCF

Upon reception of the SIP INVITE from the UE, the SCF checks the user rights for the requested content and forwards the SIP INVITE to the adapter/HTTP proxy.

3.5. Procedures at the adapter/HTTP proxy

The adapter/HTTP proxy maps the content identifier to a file located in the HTTP server. The URL pointing to this file shall be sent to the UE in the SIP 200 OK answer.
Upon reception of the SIP INVITE, the adapter/HTTP proxy generates a token which will be associated with the on-going SIP session. The value of the token is stored in the adapter/HTTP proxy and sent to the UE in the SIP 200 OK.
The adapter/HTTP proxy does not implicitly create a session state with the HTTP server for the HTTP delivery process, contrary to the case of streaming where the PSS adapter establishes an RTSP session with the PSS server. However the use of a token allows a mapping between the SIP session and the HTTP request for progressive download.
The adapter/HTTP proxy returns the SIP 200 OK message to the SCF, including the SDP answer with the token. The SDP answer should describe the HTTP download session. The differences with the SDP answer defined for streaming is the absence of media line corresponding to the control protocol (RTSP), the indication of TCP transport and HTTP progressive download method instead of video streaming in "m" line, the indication of HTTP URL instead of RTSP URI and the indication of the HTTP token value instead of RTSP session id.

An example of the SDP answer in the SIP 200 OK response is:

v=0

o=bob 2890844527 2890844527 IN IP4 b.biloxi.example.com

s=Download Session

i=A download session declared within the session description protocol

c=IN IP4 b.biloxi.example.com

t=0 0

m=application 8080 TCP 3gpp_http_download
a=connection:new

a=setup:passive

a=fmtp 3gpp_http h-url http://orange.com/movie1.mpeg  

a=fmtp 3gpp_http token=342355    // server adds the token value

b=AS:0

Upon reception of the HTTP GET received from the UE, the adapter/HTTP proxy compares the value of the token included in the request with the stored tokens of the on-going SIP session, to check that the HTTP request has really been preceded by a SIP session set-up procedure. If a corresponding SIP session is found, the adapter/HTTP proxy forwards the HTTP GET request to the HTTP server
3.6. Procedures at the HTTP server

The HTTP server delivers the content file in the HTTP response.
Note that due to inherent request-response nature of the HTTP protocol, the adapter/HTTP proxy will stay in the path of the HTTP response.
4. Proposal
Based on the above discussion, we propose:
· to modify the IMS-based architecture in 3GPP TS 26.237, clause 4.2.2, according to the proposal of this document

· to specify the IMS-based session set-up for PSS progressive download according to the proposal of this document
SA WG2 may need to be informed about the changes in IMS based architecture of 26.237.
SA WG3 may need to be consulted for security issues.
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