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[22]
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[23]
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[24]
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[25]
IETF RFC 2326: "Real Time Streaming Protocol (RTSP)".
[26]
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[27]
OMA-TS-BCAST_Service_Guide-V1_0: "Method and Apparatus for Broadcast Signaling in a Wireless Communication System".

[28]
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[30]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access”.
NOTE:
IETF drafts references need to be updated/confirmed when published.

**** END FIRST CHANGE ****

**** NEXT CHANGE ****

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

BM-SC
Broadcast-Multicast - Service Centre

ESG
Electronic Service Guide

GGSN
Gateway GPRS Serving Node

IMPI
IMS Private Identity

IMPU
IMS Public Identity

IMS
IP Multimedia Subsystem
IP
Internet Protocol
MBMS
Multimedia Broadcast/Multicast Service
PSS
Packet Switch Streaming

PSI
Public Service Identity

RTP
Real-Time transport Protocol

RTSP
Real-Time Streaming Protocol
SCF
Service Control Function
SDF
Service Discovery Function
SDP
Session Description Protocol

SSF
Service Selection Function
UE
User Equipment

URI
Uniform Resource Identifier
USD
User Service Description

**** END NEXT CHANGE ****

**** NEXT CHANGE ****

4.2.2
IMS based PSS and MBMS User Service architecture
Figure 2 describes the IMS based PSS and MBMS User Service functional architecture. In addition to PSS and MBMS User Service functions, the IMS core and various functions are added.
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Figure 2: IMS based PSS and MBMS functional architecture
In figure 2:

· Solid lines are standard interfaces. E.g. interface between PSS server and UE.
· Dotted lines are for interfaces for which the protocols in use is out of the scope of the present document. E.g interface between SSF and BMSC.UPF..
Description of functional entities:

· IM CN Subsystem: IMS Core Network Subsystem as defined in 3GPP TS 23.228 [6].The IM CN Subsystem supports, user registration and authentication, mobility and roaming, control of multimedia sessions, QoS control, Policy control, charging and interworking with circuit switched.

· EPC/PS Core/RAN: Evolved Packet Core, Packet Switch Core Network and Radio Access Network. See 3GPP TS 23.060 [16] and TS 23.401 [30].
Note: the various packet core networks may offer different levels of support (e.g. the EPC does not support MBMS in 3GPP Release 8).
· UE: The UE contains an GBA/IMS/PSS/MBMS client, which performs service discovery and selection,, handles service initiation, modification and termination, receives and present the content to the user. In addition to the procedures specified in this document, the UE shall support the procedures specified in 3GPP TS 24.229 [7] for the UE functional entity.

· SDF: Service Discovery Function (SDF): this function provides an entry point to SSF for the client to attach to the service provided by the service provider. In addition to the procedures specified in this document, the SDF shall support the procedures specified in 3GPP TS 24.229 [7] for the terminating UA functional entity.

· SSF: Service Selection Function (SSF): this function provides a list of available PSS and MBMS User Services and relevant User Service Description information. It can be personalized to the client's identity. The SSF shall support Service Announcement functions according to the Xa interface in TISPAN. The PSS portal is for formatting and delivery of PSS Service Description information. The BMSC.IAF and BMSC.USD/A functions are according to 3GPP TS 26.346 [11]. The interface between BMSC.IAF and UE is according to 3GPP TS 26.346 [11] and out of the scope of the present specification. If the User Service Description information exists in a BMSC.USD/A of a "Non-IMS" BM-SC, or in a PSS portal, the SSF takes USD information from them. The SSF may then reformat the USD information before delivery to the UE. The reformat may include information for the IMS UE to build a SIP URI to initiate PSS and MBMS user service.
· SCF: Service Control Function (SCF): it provides service logic and functions required to support execution of such logic. It does service authorization during session initiation and session modification, which includes checking PSS and MBMS user's service subscription in order to allow or deny access to the service. It selects the relevant PSS and MBMS media functions. In addition to the procedures specified in this document, the SCF shall support the procedures specified in 3GPP TS 24.229 [7]:

· For PSS, the SCF acts as a proxy or B2BUA.
· For MBMS, the SCF acts as a terminating UA.
· BSF: Bootstrapping Server Function (BSF) as defined in 3GPP TS 33.220 [26] to perform GBA/GAA procedures with the UE. 

· HSS: Home Subscriber Server as defined in 3GPP TS 23.002. Contains the IMS User Profile. It also may contain PSS and MBMS User Service specific User and UE data.

· PSS Adapter: this function performs bi-directional protocol translation between SIP and RTSP to offer control of PSS servers as defined in clause 8.2.3.5. It proxies RTSP messaging from the UE and SIP/RTSP translation towards the PSS server. Note that these functions can be incorporated into the SCF, the PSS Server or a new stand-alone entity. In addition to the procedures specified in this document, the PSS Adapter shall support the procedures specified in 3GPP TS 24.229 [7] for the terminating UA functional entity.

· PCRF: Policy and Charging Rules Function (3GPP TS 23.203 [12]). This function controls the charging and the establishment of resources in the RAN and PS core network.

· PSS Server: Packet Switch Streaming server function as described in 3GPP TS 26.234 [8]. It functionally contains media control and media delivery functions.

· BMSC.UPF: it contains all BMSC User Plane sub-functions.

NOTE:
The BM-SC Membership function and Proxy and Transport function are defined in 3GPP TS 23.246 [4]. These functions are not described on the architecture in figure 2. The BM-SC Membership function is invoked for the establishment and release of Multicast bearers.

Description of interfaces:

The interface between the UE and the SSF is used to retrieve service selection information. It is part of the SGi/Gi interface and  based on HTTP protocol.
Gm: This is a SIP based interface between the UE (IMS Client) and the P-CSCF. It is used to forward the SIP service request and response between UE and network.
The interface between the UE (PSS Client) and the PSS Adapter allows media flow control. It is part of the SGi/Gi interface and based on RTSP protocol.
The interface between the PSS Server and the UE is for delivery of streaming data. It is part of the SGi/Gi interface and based on RTP and RTCP protocols.

The interface between the BMSC.UPF and the UE is for delivery of streaming data and traffic keys. It is part of the SGi/Gi interface and based on (S)RTP, FLUTE and MIKEY protocols.

Gmb: This interface is between the BMSC.UPF and the GGSN. The Gmb interface is defined in 3GPP TS 23.246 [4].

The interface between the PSS Adapter and the PSS Server allows control of the PSS Server. This interface is based on RTSP protocol.
NOTE:
This interface needs to be named. 
The interface between the IM CN subsystem and the SCF is an ISC (IMS Service Control) interface based on SIP. 
The interface between the IM CN subsystem and the PSS adapter is an interface based on SIP protocol.. Both interfaces  are used to setup, modify and teardown PSS sessions.

NOTE:
Under certain conditions this interface between the SCF and the PSS adapter can be implemented as a direct interface (i.e. not going via the IM CN subsystem).
NOTE:
The interface between the IM CN subsystem and the PSS adapter  needs to be named. 
This interface between the SSF and the BMSC.UPF is according to 3GPP TS 26.346 [11]. It may be used to carry USD over MBMS bearers.

The interface between the SDF and the IM CN subsystem is an ISC (IMS Service Control) interface based on SIP protocol.

The interface between the UE and SCF is used for PSS and MBMS User Service and User Profile configuration. It is equivalent to the Ut interface in TISPAN IPTV.

The interface between the SCF and the BMSC.UPF is used for security related functions and is FFS.

The interface between the SCF and the PSS Server is FFS. 

The interface between the UE to the BMSC.SnTF is used for MBMS Associated Delivery procedures as defined in 3GPP TS 26.346 [11]. It is part of the SGi/Gi interface.
The interface between the UE and the BMSC.KF is used for delivery of the MSK as defined in 3GPP TS 26.346 [11]. It is part of the SGi/Gi interface and based on MIKEY/UDP protocols.
The interface between the UE and the BMSC.KF is used for Key Request Functions and is FFS.
NOTE:
This interface will be clarified based on agreed security procedures.
**** END NEXT CHANGE ****

****  NEXT CHANGE ****

5.2
DNS

In this case, the SDFs are discovered using the DNS SRV mechanism in accordance with RFC 2782 [17], with the following input parameters:

· Service: Defined as "pss-mbms-user-service".

NOTE: to be registered with IANA.

· Protocol: Can take values "http" or "sip". Specifies the protocol to contain the particular service.

· Domain name: the domain for which the returned records are valid. The value can be derived from the ISIM. Without ISIM it can be derived from USIM together with MCC (Mobile Country Code) and MNC (Mobile Network Code) according to TS 23.003 [29]. If not possible, the domain name can be derived from network attachment phase (DHCP server). Manual configuration overrides these possibilities. 
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Figure 5: Service Provider Discovery with DNS

The output of the DNS SRV lookup is an ordered list of domain name, each pointing to a SDF server available within the specified Domain name.
**** END NEXT CHANGE ****
****  NEXT CHANGE ****
8.2.2
Procedure for providing missing parameters before session initiation

8.2.2.1
Procedures at the UE 

If the UE does not have all the information it needs to form an SDP offer, the UE shall send a SIP OPTIONS message:
•
The "Request-URI" is related to the PSS session that the user wants to activate. The Request-URI shall be composed of a user and domain part as defined as follows:

· The user part contains the content identifier, retrieved from user service description information from SSF.

· The domain part is the Service Provider domain name, obtained from SSF.

•
The TO header shall contain the same URI as in the "Request-URI" parameter.


The other headers shall be set according to TS 24.229 [7].

Upon reception of the 200 OK including SDP, the UE shall initiate PSS session as described in clause 8.2.3.

8.2.2.2
Procedures at the SCF 

When receiving the SIP OPTIONS message, the SCF shall select the appropriate PSS Adapter and forward the SIP request to the appropriate PSS Adapter by changing the "Request-URI" accordingly.

The SCF shall not change the user-part of the TO header in order to keep the content-id in the OPTIONS request.

8.2.2.3
Procedures at the PSS Adapter 

When receiving SIP OPTIONS request, the PSS Adapter shall examine the On Demand content identifier present in the user-part of the TO header.
If the PSS adapter does not have the user service description information, it shall send an RTSP DESCRIBE message to the PSS server to retrieve the user service description information
Then, the PSS Adapter shall answer with the user service description information of the content delivery channel in SDP as requested by the request URI.
**** END NEXT CHANGE ****

****  NEXT CHANGE ****
8.2.3.2
Procedures at the UE 
The UE shall generate an initial INVITE request according to TS 24.229 [7] with the following additions:

· The Request-URI is related to the PSS session that the user wants to activate. 

· For an On Demand service, it shall be composed of a user part and a domain part, as follows:

· A user part containing the content identifier in a free string format.

· A domain part containing the content provider domain name, obtained from the SSF.

· For Live content, it shall contain the PSI (Public Service Identity) of the " Live  stream".
· The To header shall contain the same URI as in the Request-URI.
· 
The other headers shall be set according to TS 24.229 [7].

An SDP Offer shall be included in the initial INVITE request, in accordance with media capabilities and policies available for the PSS session and with the parameters received from the SSF during service selection procedure.

The SDP offer shall contain a media description for the RTSP content control channel and one for the content delivery channel. The RTSP content control media description shall be carried by TCP.

The SDP parameters for the RTSP content control channel shall be set as follows:

· a 'm' line for an RTSP stream of format: m=<media> <port> <transport> <fmt>

-
The media field shall have a value of "application".

-
The port field shall be set to a value of 9, which is the discard port. See RFC 4145 [13] and RFC 4572 [14].

-
The transport field shall be set to TCP or TCP/TLS. The former is used when RTSP runs directly on top of TCP and the latter is used when RTSP runs on top of TLS, which in turn runs on top of TCP.
-
The <fmt> parameter shall be included and shall be set to 3gpp_rtsp.
NOTE: the 3gpp_rtsp application format should have a new MIME subtype registered in IANA.

-
An "a=setup" attribute shall be present and set to "active" indicating that the UE will initiate an outgoing TCP connection to the PSS Adapter [7] and [13].

-
An "a= connection" attribute shall be present and set as "new" " indicating that the UE will establish a new outgoing TCP connection towards the PSS Adapter [7] and [13].

-
A "c" line shall include the network type with the value set to IN, the address type set to IP4 or IP6 and IP address of the flow of the related RTSP content control (ex. c=IN IP4 <IP_ADDRESS>).

Example of RTSP ‘m' line offer from the UE:

           m=application 9 TCP 3gpp_rtsp

           c=IN IP4 192.0.2.2

           a=setup:active

           a=connection:new

For each media stream controlled by the RTSP content control channel, the SDP offer shall include a "receiver only" content delivery channel media description set as defined in 3GPP TS 26.234 [8], clause 5.3.3:

· the "m=" line indicates the type of the media, the transport protocol and the port of the related content delivery channel. It may also include a fmt parameter  which shall indicate the format given by the SSF or by executing the procedure for providing missing parameters before session initiation described in clauses 8.2.2, a subset of them or the format offered by the UE if none is given by the SSF;

· the "c=" line shall include the network type with the value set to IN, the address type set to IP4  or IP6 and unicast address of the flow of the related content delivery channel;
(ex. c=IN IP4 <IP_ADDRESS>)

· optionally a "b=" line may contain the proposed bandwidth. If the user has fetched the bandwidth required for this particular content delivery channel during service selection retrieval, the bandwidth attribute at media level shall be set to this value. Otherwise, this attribute shall be set to a pre-configured value;
(ex. b=AS:15000)

· A "a=" line with a "recvonly".

The UE should receive a SIP 200 OK back containing the final SDP.
**** END NEXT CHANGE ****

**** NEXT CHANGE ****
8.2.3.5
Procedures at the PSS Adapter
The PSS Adapter shall be statefully aware of any sessions between the PSS Adapter and a UE, and the PSS Adapter and the PSS Server related to the same streaming session . This means that the RTSP session between the PSS Adapter and the PSS Server and the SIP & RTSP sessions between the PSS Adapter and the UE are associated at the PSS Adapter in order to keep session structure and alignment. This includes, but is not limited to, RTSP parameters such as sessionId, IP version, CSeq, etc.
The PSS Adapter shall support the following RTSP methods for PSS Server session establishment and teardown control:

· DESCRIBE (PSS Adapter to PSS Server).

· SETUP (PSS Adapter to PSS Server).

· TEARDOWN (PSS Adapter to PSS Server).

The PSS Adapter should support the "3gpp-pipelined" feature so as to be able to pipeline SETUP messages.

Upon receipt of a SIP INVITE message, the PSS Adapter performs the following actions:

· It shall resolve the RTSP URI based on the R-URI, the SDP parameters and the selected PSS Server.

· It may send a DESCRIBE message to the PSS Server to fetch the SDP file.

· It shall construct and send the RTSP SETUP message(s) to setup the relevant media streams.

· Return the final SDP to the UE in the SIP 200 OK.

The PSS Adapter shall construct the RTSP SETUP message according to the SIP Invite as follows:

· The Request-Line shall be present of format: Request-Line = Method SP Request-URI SP RTSP-Version CRLF:
· Method field is set to SETUP; 

· RTSP-Version field to be set of RTSP/1.0.

· The CSeq header field is set to a value allocated by PSS Adapter according to RFC 2326 [25]

· The transport header field:

· the protocol and profile sub-fields together are set to a value of the protocol sub-field of the corresponding "m=" line in the SDP offer, 

· the unicast | multicast parameter is set to unicast.

· The destination parameter is set to a value of  the "c=" line of the corresponding media delivery channel in the SDP offer,

· The RTP port value of client_port parameter is set to the value of the port sub-field of the corresponding "m=" line in the SDP offer, and the RTCP port value of client_port parameter is set to a value of the RTP port value plus 1.

An example of the RTSP SETUP message is:

PSS Adapter->PSS Server: SETUP rtsp://media.example.com/movie001/audiotrack RTSP/1.0

  CSeq: 1

       Transport: RTP/AVP/UDP; unicast; destination=<IP ADDRESS>; client_port=3400-3401
The PSS Adapter may send multiple RTSP SETUP messages if multiple media delivery channels are carried within the SDP offer. In this case, the pipeline of multiple RTSP SETUP messages may be supported.

When receiving a RTSP 200 OK response from the PSS Server, the PSS Adapter parses the response, constructs a SIP 200 OK response with the final SDP, and sends the SIP 200 OK response to the SCF. The final SDP shall describe the RTSP session established by the PSS Adapter and the TCP connection to be established by the UE.

The PSS Adapter shall construct the SIP 200 OK message according to RTSP 200 OK as follows:

· an 'm' line for an RTSP stream of format: m=<media> <port> <transport> <fmt>

· The media field shall have a value of "application".

· The port field shall be set to the value allocated by PSS Adapter for the UE to establish RTSP session, such as 554. 
· The transport field shall be set to TCP or TCP/TLS. The former is used when RTSP runs directly on top of TCP and the latter is used when RTSP runs on top of TLS, which in turn runs on top of TCP.
· a "c" line shall include the network type with the value set to IN, the address type set to IP4 or IP6 and IP address of PSS Adapter for the flow of the related RTSP content control (e.g. c=IN IP4 <IP_ADDRESS>).
· The "setup" attribute is set to 'passive' indicating that connection shall be initiated by the other endpoint (UE).

· An "a= connection" attribute shall be present and set as "new" indicating that the UE will establish a new outgoing TCP connection towards the PSS Adapter [7][13].
· An "a=control" attribute shall be present in the format of an absolute URI to be used for the UE in the subsequent RTSP requests.
· One or more a=fmtp lines representing RTSP specific attributes set as follows:


· a "fmtp:3gpp_rtsp h-session" attribute representing the session identifier for the RTSP session to be established with the UE.

The PSS Adapter may include "fmtp: 3gpp_rtsp h-offset" attribute that indicates where the playback is to start from.
Example of RTSP ‘m' line answer from the PSS Adapter:

           m=application 554 TCP 3gpp_rtsp

           c=IN IP4 192.0.2.1

           a=setup:passive

           a=connection:new

           a=control:rtsp://example.com/channel/content1.sdp

           
a=fmtp 3gpp_rtsp h-session=12345

           a=fmtp 3gpp_rtsp h-offset=30

For each media stream controlled by the RTSP content control channel, the SDP answer shall include a content delivery channel media description set as follows:

· the "m=" line indicates the type of the media, the transport protocol and the port of the related content delivery channel. 
· The port value shall be set to the RTP port value retrieved from the server_port parameter in the RTSP 200 OK message. 

· If an fmt parameter is in the SDP offer it shall be completed with the supported format by the PSS Server;

· the "c=" line shall include the network type with the value set to IN, the address type set to IP4 or IP6 and the unicast address of the PSS Server for the flow related to the content delivery channel, 
(ex. c=IN IP4 <IP_ADDRESS>);

· the "b=" line shall contain the proposed bandwidth. Since the PSS media stream is unidirectional the bandwidth shall be set to 0, except for the case that the transport is RTP and RTCP is allowed.
(ex. b=AS:0);
· an "a=" line with a value of "sendonly". (ex. a=sendonly).
**** END NEXT CHANGE ****

**** NEXT CHANGE ****
8.2.4.2
Procedures at the PSS Adapter

If the PSS Adapter supports the proxying of RTSP towards the PSS Server then the following methods shall be supported:

· PLAY;

· PAUSE;

· GET_PARAMETER;

· SET_PARAMETER;
· OPTIONS.

Upon receipt of a RTSP message from an UE, the PSS Adapter shall match the RTSP session with the RTSP sessions once established with PSS Server according to the Session ID carried in the received RTSP message.  If there is a session match, PSS Adapter shall send the RTSP message to PSS Server on the matched RTSP session. If no session matches, PSS Adapter shall response with a RTSP error code 454 (Session Not Found).
When receiving a RTSP response message from a PSS Server, the PSS Adapter shall match the RTSP session with the RTSP sessions once established with UEs according to the Session ID carried in the received RTSP response message, and send the RTSP response message to UE on the matched RTSP session. 
The PSS Adapter should send a SIP INFO message to the SCF indicating that playback has started. This SIP INFO message should be equal to the SIP INFO messages for PSS content switching defined in clause 8.2.5.

**** END NEXT CHANGE ****
****  NEXT CHANGE ****
8.2.5.1.4
Procedures at the SCF

Upon receipt of a Re-INVITE request or an UPDATE request, the SCF shall follow the procedures defined in TS 24.229 [7] concerning the AS acting as a proxy or a B2BUA.

When receiving an SDP offer, the SCF may modify the SDP offer in accordance to the user subscription. If the SCF finds a media line not compatible with the user's subscription, it shall set the port of this media line to 0. If none of the media lines are acceptable, it shall reply with a 403 error response.

Then the SCF forwards the Re-INVITE message to the PSS adapter.
**** END NEXT CHANGE ****
****  NEXT CHANGE ****
8.2.5.3.1
 General Description

Fast Content Switching as defined in 26.234 [8] Clause 5.5.4 allows also changing content when the new content channel requires a different number of media components as the old content channel, or when the bandwidth needs to be modified. 

For instance, the old content stream consists out of an audio and a video stream and the new content channel offers an audio, video and 3GPP Timed Text media component. Addition a media component to an ongoing stream is defined in 26.234 [8] clause 5.5.4.6 and removing a media component in 26.234 [8] clause 5.5.4.7.
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Figure 11: IMS PSS Content switching

NOTE 1:
This sequence is simplified and does not e.g. show session progress messages and the ACK message from in response to the reception of 200 OK.

NOTE 2:
The number of required RTSP SETUP interactions between the PSS Adapter and the PSS Server depend on the number of new media components in the SDP.

The UE determines that the new SDP file contains a different number of media components as the old SDP. The UE updates the streaming session by sending a Re-INVITE with the new SDP file, as described in clause 8.2.4.2 . The Re-INVITE is sent either before, during or after the RTSP PLAY switch.  As soon as the UE receives the 200 OK for the Re-INVITE, the UE initiates a PLAY to get the new synchronization information.
**** END NEXT CHANGE ****
**** NEXT CHANGE ****
8.2.5.4.1
General description

In this case, the UE does not have the SDP for the streams it intends to switch to. The new content has same media and bandwidth characteristics.
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Figure 12: IMS PSS Content switching without available SDP, no change of media component and/or bandwidth

NOTE:
This sequence is simplified and does not e.g. show session progress messages and the ACK message from in response to the reception of 200 OK.
The UE sends a PLAY request to the PSS adapter indicating that it needs the SDP for the new streams. The PSS Adapter sends the RTSP PLAY message to the PSS Server.

The PSS Server responses a RTSP 200 OK message to the PSS Adapter, PSS Adapter sends the RTSP 200 OK message to UE containing the SDP for the new streams.

The PSS server starts streaming the switched content streams to the UE.

The PSS Adapter should send a SIP INFO message to the SCF with content switching information according to 
clause 8.2.4.2.1. 
**** END NEXT CHANGE ****
**** NEXT CHANGE ****
8.3.3.4
Procedures at the SCF

The SCF shall support the procedures specified in TS 24.229 [7] applicable to an AS acting as a terminating UA.
Upon receipt of SIP INVITE request, the SCF shall perform service authorization procedures to check the service rights of requested MBMS service according to the user subscription information, See clause 10.4.
The SCF shall examine the SDP parameters in the SDP offer.

· It shall examine the a=mbms_service parameter. This parameter contains the channel the UE intends to join. If the mbms_service parameter does not point to a channel that the UE is allowed to join the SCF shall not accept the offer and shall answer with a 403 error code. 

· It shall examine the c-line(s) to determine that it is a multicast session. It may also check that it corresponds to the mbms_service parameter. If not, the SCF shall answer with an 403 error code.

If the SDP parameters are examined successfully, the SCF shall answer with a SIP 200 OK, indicating the SDP answer as follows:

· the c-lines and m-lines shall be identical to ones indicated in the SDP offer. 
· it shall include an a=recvonly attribute.
**** END NEXT CHANGE ****
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