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**************** First Modification ****************

7.4
OMA Push usage for MBMS Download

7.4.1
Introduction

OMA Push may be used for MBMS download reception when MBMS Bearers are not available. The MBMS UE registers its MSISDN with the BM-SC to receive the Download Sessions using OMA Push. The BM-SC distributes FLUTE FDT instance which allows the MBMS UE to fetch files of interest. 
If the MBMS UE is out of its home network and if a unicastAccessURI attribute is available in the deliver method description, the MBMS UE should register its MBMS Download Services with the BM-SC. 

7.4.2
HTTP registration and deregistration procedure

The MBMS UE may register and deregister for unicast service delivery, if the MBMS User Service Description for this service includes at leaste one unicastAccessURI  element in the deliveryMethod element. 
The HTTP (RFC 2616 [18])  GET method is used for this purpose. If more than one unicastAccessURI is provided in the deliveryMethod element, the UE shall randomly select one. 



In the following, we give the details of the syntax used for the above request method in ABNF [23].

· unicast_access_request_http_URL = unicast_access_URI "?" query

· unicast_access_URI = <unicastAccessURI from the User Service Description; URI-reference is as defined in [19].>

· query = action “&” serviceId "&" msisdn

· action = “action=” (“register” | “Register” | “deregister” | “Deregister”)

· serviceId = "serviceId=" <value of the serviceId attribute of the User Service Description>

· msisdn = “msisdn=” 1*DIGIT <format as defined in [77]
The BM-SC responds with an “200 OK” status code in case of successful registration or deregistration. With the response to a successful registration request, an associated delivery procedure fragment as defined in clause 9.5 shall be delivered to the MBMS UE. The MBMS UE uses the File Repair procedure as described in the received associated delivery procedure description fragment. The file repair procedure is defined in clause 9.3. Note, the file repair procedure allows also to fetch complete files.

An HTTP GET request with “action” value set to “register” or “Register” shall be sent to register the MBMS UE for unicast file delivery service. The request shall also include the serviceId and the MSISDN of the MBMS UE. The format for the MSISDN is defined in [77]. The following is an exmaple for a registration request:
GET
/unicasDelivery?action=Register&serviceId=urn:3gpp:0010120123hotdog&MSISDN=436642012345 HTTP/1.1
       Host: bmsc.example.com
An HTTP GET  request with “action” value set to “deregister” or “Deregister”  shall be sent to deregister the MBMS UE from the unicast file delivery service. The request also includes the service ID and the MSISDN number of the MBMS UE as shown in the following example:
GET
/unicasDelivery?action=Deregister&serviceId=urn:3gpp:0010120123hotdog&MSISDN=436642012345 HTTP/1.1
       Host: bmsc.example.com

7.4.3 MBMS Download Delivery Method over OMA push bearers
MBMS Download over OMA Push bearers are formatted according to the OMA Push OTA specification [79].

OTA-WSP shall be used over unicast bearers. Application port addressing shall be used as specified in [79]. The application ID to be used is 0x????  as allocated by OMNA [85].

OTA-HTTP may be used over the HTTP push bearer. Application port addressing shall be used as specified in [79]. The application ID to be used is 0x????  as allocated by OMNA [85].

The Content-Encoding header shall be included if GZip is used. 
The MBMS UE receives the FLUTE FDT instance and the Download Header instance via OMA Push OTA protocol [79]. Both documents are encapsulated in a multipart MIME document. Optionally an associated delivery description fragment as defined in clause 9.5 is part of the pushed document. The FLUTE FDT instance is identified by the MIME type “application/fdt+xml” and the associated delivery description fragment by the mimetype as defined in Annex C.7. The download header instance should use a default mime type “application/xml”.
The XML schema for the download header fragment is defined below. The serviceId element contains the unique identifier of the MBMS service. The MBMS UE uses the Service Id to select the target application and has received the serviceId with the User Service Annoucement fragment. The format of the serviceId element is defined in clasue 11.2.1.1.

The fdtInstanceId element shall contain the FDT instance Identifier for the sent FDT instance. Note, the FDT instance id is transferred using the FDT Instance Header as defined in clause 3.4.1 of [9]
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:3GPP:metadata:2007:MBMS:downloadHeader" xmlns:xs="http://www.w3.org/2001/XMLSchema" 
targetNamespace="urn urn:3GPP:metadata:2007:MBMS:downloadHeader" 
elementFormDefault="qualified" attributeFormDefault="unqualified">


<xs:element name="mbmsDownloadHeader">



<xs:complexType>




<xs:sequence>





<xs:element name="serviceId" type="xs:anyURI" use="required"/>





<xs:element name="fdtInstanceId" type="xs:unsignedInt" use="required"/>





<xs:any namespace="##other" processContents="lax" minOccurs="0"/>




</xs:sequence>



</xs:complexType>


</xs:element>

</xs:schema>
The UE will then have necessary information about all files in the FLUTE session including their fileURIs, content encodings, content lengths etc. 

**** Next Modification ****

9.3.6.1
File Repair Request Message Format

After the MBMS download session, the receiver identifies a set of encoding symbols which allows recovery of the missing file data and requests for their transmission in a file repair session.  Specific encoding symbols are uniquely identified by the combination (URI, SBN, ESI).
The file repair request shall either include the URI of the file for which it is requesting the repair data or an identifier of a set of files. URI is required to uniquely identify the file (resource) and is found from the download delivery method (the FLUTE FDT Instances describe file URIs). Additionally, the repair request for single files shall contain an indication of the MD5 hash value of the file, if present in the FDT instance declaring the file from which data is being requested. The MD5 hash value is used to identify a specific version of the file. The (SBN, ESI) pair uniquely identifies an encoding symbol. For completely missed files, a Repair Request may give only the URI of the file and optionally the MD5 hash value of the file.

A set of files may be fetched using the File Repair server. A client may request all files from a specific FDT instance or a specific logical group of a particular MBMS User Services. 
The client makes a file repair request using the HTTP (RFC 2616 [18]) request method GET. Further arguments are encoded into the URI query part (RFC 3986 [19]) as defined below and included in the HTTP GET request. If a number of previously unreceived symbols are requested for a specific Source Block, then the SBN is provided along with the ESI of the symbol, which is subsequent in the symbol sequence to the latest received symbol for that source block and the number of symbols requested. If a number of previously  unreceived  source blocks are requested for a specific file, the URI should be provided along with an SBN range starting from the first missing source block and ending with the SBN of the last missing source block of the contiguous  set of  source block. Examples for requesting contiguous and non-contiguous ranges of symbols and source blocks or even entire files or group of files are given below.
For example, assume that in a MBMS download session a 3gp file with URI = www.example.com/news/latest.3gp was delivered to an MBMS client.  After the MBMS download session, the MBMS client recognized that it did not receive two packets with SBN = 5, ESI = 12 and SBN=20, ESI = 27. If the repair service URI (from the associated delivery procedure meta data fragment) is http://mbmsrepair1.example.com/path/repair_script and the MD5 value of that file is “ODZiYTU1OTFkZGY2NWY5ODh==”, then the HTTP GET request is as follows:

GET
/path/repair_script?fileURI=www.example.com/news/latest.3gp&Content-MD5= ODZiYTU1OTFkZGY2NWY5ODh== &SBN=5;ESI=12&SBN=20;ESI=27
HTTP/1.1

Host: mbmsrepair1.example.com

A file repair session shall be used to recover the missing file data from a single MBMS download session only. If more than one file were downloaded in a particular MBMS download session, and, if the MBMS client needs repair data for more than one file received in that session, the MBMS client shall send separate HTTP GET requests for each file.
An HTTP client implementation might limit the length of the URL to a finite value, for example 256 bytes. In the case that the length of the URL-encoded (SBN, ESI) data exceeds this limit, the MBMS client shall distribute the URL‑encoded data into multiple HTTP GET requests.

In any case, all the HTTP GETs of a single file repair session shall be performed within a single TCP session and they shall be performed immediately one after the other.

In the following, we give the details of the syntax used for the above request method in ABNF.

In this case an HTTP GET with a normal query shall be used to request the missing data, according to HTTP1.1 [RFC2616 [18]] 

· repair_request_http_URL = repair_service_URI "?" query

· repair_service_URI = <selected serviceURI from the Associated Delivery Procedure Description>

Where, for MBMS File Repair Request:

· query =  std_query | alt_query
· std_query = file_uri ["&" content_md5] *( "&" sbn_info)

· file_uri = "fileURI=" URI-reference; URI-reference is as defined in [19].

· content_md5 = "Content-MD5=" 1*(ALPHA / DIGIT / "+" / "/" / "=")
· sbn_info = "SBN=" sbn_range

· sbn_range = ( sbnA [ "-" sbnZ ] ) / ( sbnA [ ";" esi_info] )

· esi_info = "ESI=" ((esi_range *( "," esi_range ) ) ) / (esiA “+” number_symbols)
· esi_range = esiA [ "-" esiZ ]

· sbnA = 1*DIGIT; the SBN, or the first of a range of SBNs

· sbnZ = 1*DIGIT; the last SBN of a range of SBNs

· esiA = 1*DIGIT; the ESI, or the first of a range of ESIs

· esiZ = 1*DIGIT; the last ESI of a range of ESIs
· number_symbols = 1*DIGIT; the number of additional symbols required

· alt_query = service_id “&” ( fdt_inst_id | fdt_group_id )
· service_id = "serviceId=" <value of the serviceId attribute of the User Service Description>
· fdt_inst_id = “fdtInstanceId=” <as defined in clause 3.4.1 of [9] or in clause 7.3>
· fdt_group_id = “fdtGroupId=” <as defined in clasue 7.2.9>
Thus, the following symbols adopt a special meaning for MBMS download URI: ? - + , ; & =

One example of a query on encoding symbol 34 of source block 12 of a music file “www.example.comm/greatmusic/number1.aac" using the provided repair service URI "http://mbmsrepair1.example.com/path/repair_script" is:

· http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac&SBN=12;ESI=34
An example of requesting an entire file is

· http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac
An example of requesting a specific source block from a specific file version is

· http://mbmsrepair1.example.com/path/repair_script?fileURI= www.example.com/greatmusic/number1.aac&Content-MD5=ODZiYTU1OTFkZGY2NWY5ODh==
For messaging efficiency, the formal definition enables several contiguous and non-contiguous ranges to be expressed, as well as a number of symbols with ESIs of a given value or above in a single query:
· An entire file (like in the above example).
· A symbol of a source block (e.g. ...&SBN=12;ESI=23).
· A range of symbols for a certain source block (e.g. ...&SBN=12;ESI=23-28).

· A number of symbols with ESIs of a given value or above (e.g. …&SBN=12;ESI=120+10).
· A list of symbols for a certain source block (e.g. ...&SBN=12;ESI=23,26,28).
· All symbols of a source block (e.g. ...&SBN=12).
· All symbols of a range of source blocks (e.g. ...&SBN=12-19).
· non-contiguous ranges (e.g.1. ...&SBN=12;ESI=34&SBN=20;ESI=23 also, e.g. 2. ...&SBN=12‑19&SBN=28;ESI=23-59&SBN=30;ESI=101).

An example to request all file of a particular FDT instance is given below:
· http://mbmsrepair1.example.com/path/repair_script?serviceId=urn:3gpp:0010120123hotdog&fdtInstanceId=12
**** Next Modification ****

9.3.7
File Repair Response Message

Once the MBMS file repair server has assembled a set of encoding symbols that contain sufficient data to allow the UE to reconstruct the file data from a particular file repair request, the MBMS file repair server sends one message to the UE. Each file repair response occurs in the same TCP and HTTP session as the repair request that initiated it.

An MBMS client shall be prepared for any of these 5 response scenarios:

· The server returns a repair response message where a set of encoding symbols forms an HTTP payload as specified below.
· The server returns the requested file or file groups
· The server redirects the client to a broadcast/multicast delivery (an MBMS download session).
· The server redirects the client to another file repair server (if a server is functioning correctly but is temporarily overloaded).

· An HTTP error code is returned (note that sub-clause 9.3.8 describes the case of no server response).

In case the server responds with multiple files, the server shall encapsulate the requested files into a multipart mime container. Each part of the multipart mime shall contain the Content-Location of the embedded file.
For (reasonably) uniformly distributed random data losses, immediate point-to-point HTTP delivery of the repair data will generally be suitable for all clients. However, broadcast/multicast delivery of the requested data may be desirable in some cases:

· A repeat MBMS download (all or part of the files from a download session) is already scheduled and the BM-SC prefers to handle repairs after that repeat MBMS download.
· Many UEs request download data (over a short period of time) indicating that broadcast/multicast delivery of the repaired data would be desirable.

In this case a redirect to the broadcast/multicast repair session for UEs that have made a repair request would be advantageous.
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