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1 Introduction

Previous contribution on the link between update and scene were proposing the “a” element in conjunction with the new scene indicator.

The update element was proposed as an alternative choice to the “a” element.

This contribution only focuses on the “a” element. We show that the “a” element is a better solution, more compatible with SVG than the update solution.

2 Update element
The update element allows to receive both a (new) scene or a set of updates.

The benefit of the update element is that a content provider could allow some “trusted” sources to modify the content of the current scene, while that right could be denied to other “untrusted” or unknown sources. For unknown sources, the content author will only provide the ability to use the “a” element for a replacement of its service by another one, potentially in another window.
3 A element

The “a” element is already defined into the SVG specification.

In order to link initial scenes with update sequences, the SVG a element may be used despite of the apparent incompatibility with the SVG restrictions on the use of a. The SVG specification of the target attribute of “a” says:

“The current SVG image is replaced by the linked content in the same frame as the current SVG image. This is the default value, if the target attribute is not specified.”  
In the DIMS/RME framework we propose to define the “linked content” as follows:

· if the data received by the terminal in response to the request starts is a “replace scene” update, the “linked content” is defined to be the new scene contained in the “replace scene” update.

· if the data received by the terminal in response to the request starts with another update than “replace scene”, then the “linked content” is semantically defined as the current scene complemented by the execution of the received updates.

The advantage of this policy is that it reuses existing elements from existing standards with no modification (but a clarification). It is also compatible with CDF without extension.
For security reasons, it may be required to define a new attribute on the “a” element, such as the lsr:security attribute defined in the LASeR AMD1:

· lsr:security: this attribute controls the type of allowed LASeR linked content. LASeR linked content may be a complete scene (starting with a NewScene command) or a scene segment (starting with any other command than NewScene or RefreshScene). Allowed values for the security attribute are any, complete or segment. The value any does not restrict the type of LASeR linked content: this is the default value. The value complete restricts the LASeR linked content to be a complete scene: the current scene may be discarded upon activation of the hyperlink. The value segment restricts the LASeR linked content to be a scene segment: any NewScene/RefreshScene command in the linked content shall be ignored. Note: This attribute does not apply to non LASeR content and is orthogonal to the target attribute.
The benefits of using a new attribute on the a element compare to defining a complete new element is the backward compatibility.

An existing SVG player can ignore the attribute and render content according to their capability. Content designed with the update element are not backward compatible.

4 Text for section 5.4.2
In order to link initial scenes with update sequences, potentially coming from various sources the following mechanisms shall be used:

The SVG a element with the target attribute shall be used as per the SVG specification. The linked content is clarified as follows:
· if the data received by the terminal in response to the request starts is a “replace scene” update, the “linked content” is defined to be the new scene contained in the “replace scene” update.

· if the data received by the terminal in response to the request starts with another update than “replace scene”, then the “linked content” is semantically defined as the current scene complemented by the execution of the received updates.

The lsr:security attribute shall be used to provide optional restrictions on the type of allowed linked content.

Its description is defined in the  MPEG4-part20 amd1 Specification [x].
