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1 Introduction
SA4 has sent a LS to GERAN (S4-050384) on SA4 FEC simulation assumptions for  GERAN including some discussion in the PLR (Permeable Layer Receiver). In GP-(05)2310 (S4-050567) GERAN has replied and has noted the highlighted gains achievable with this type of receiver in conjunction with Raptor codes. GERAN WG2 has already endorsed (but not yet approved) changes in the specifications in a sense, that missing RLC-PDUs are indicated to the upper layer by a sequence of ‘0’ bytes of the appropriate length. This document provides information on how this provided syntax and semantics can be exploited to realize the PLR. A detailed specification text in form of a CR for TR26.946 Release 6 in combination with appropriate simulation results will be made available latest for SA4#37. It is proposed to send a reply LS to GERAN that SA4 confirms the usefulness of the proposed changes for Release 6.  Due to the meeting schedule of SA4 and GERAN, it is proposed to send a reply LS within SA4#36 to complete the work within Release 6.
2 Sketch of Technical Proposal
The algorithm should allow that with a modified receiver strategy the receiver can obtain additional Raptor symbols without violating any common protocol rules and without having any performance sacrifice in comparison to the conventional receiver. The proposed algorithm is just one way of implementing the PLR, different implementation might handle details differently.
GERAN proposal

TSG GERAN proposes the insertion of fill bytes with value ‘0’ in case of erroneous RLC data blocks (in combination with the usage of LLC unacknowledged unprotected mode). This is currently possible for GPRS, so that no modifications are needed in such a case. For EGPRS, the possibility of inserting fill bytes with value ‘0’ in case of erroneous RLC data blocks in RLC non-persistent mode (i.e. the RLC mode used for MBMS in the GERAN) needs to be added and is proposed in the mentioned CR. Currently, in EGPRS TBF mode the wrong decoded bits are delivered to the upper layers as long as the header information is correct. Assuming these changes being approved, the protocol stack as sketched in Figure 1 would be used. Specifically, in LLC unacknowledged unprotected mode the FCS is of length 0 bytes. It should be noted that an RLC-PDU contains at least 20 bytes of data such that in general 20 consecutive 0 bytes are inserted in case of an RLC-PDU loss.
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Figure 1 Proposed GERAN protocol for MBMS with 0 byte insertion.

Proposed action on and above IP layer

With this syntax and semantics available to the IP layer, the following actions are proposed to for a possible implementation of the PLR for MBMS over GERAN:
1. The IP layer receives an IP packet from the LLC/SNDCP layer. If the IP header checksum fails, the packet should be dropped. Otherwise the packet shall be processed as follows.

2. If the UDP checksum is correct, the packet shall be forwarded to the upper layers to apply appropriate action in the FEC decoding procedure. Otherwise the packet should be processed as follows. 
3. The packet is checked for any sequence of 20 or more consecutive 0 bytes and all 0 bytes at the end of the packet. All parts of the UDP payload, for which any of these properties hold, are declared as erased. If any part of the headers for UDP, UDP FEC, ALC, LCT, FLUTE, etc. is in the erased part, the packet is dropped. Otherwise, the partly erased FLUTE or UDP FEC payload is processed as follows.
4. The headers are appropriately interpreted and correct symbols for the FEC decoding are extracted and used in the FEC decoding process, e.g., to extract entirely correct symbols of non-correct UDP packets.
The performance of this procedure is basically as good as the previously provided results in S4-050089, S4-AHP219, and S4-050370 for the simple PLR. The only performance reduction comes from the fact that as the zero sequences cannot be located exactly such that for i.i.d. data with probability 1/256 a data byte 0 is declared as an erasure.
Open Issues 
A more formal description of this algorithm is currently produced and simulations are performed with the proposed syntax, but were not available for SA4#36 due to the late LS from GERAN to SA4. Both things will be made available at latest for SA4#37.
Another open issue is the abuse of the UDP checksum to detect corrupted UDP payloads, but process them afterwards. This procedure might result in a case that corrupted payloads are forwarded to the higher layers. The corruption might have happened before encapsulation in RLC-PDU or as the block check sequence of RLC-PDUs has failed. Corrupted UDP payloads are usually not acceptable for upper layers. To avoid this, it is proposed that the UDP header is stored and after successful FEC decoding, a sanity check for the recovered UDP packet is performed. This avoids that erroneous data is passed to the applications and. In the case of a checksum fail, the corresponding UDP packet should be discarded and appropriate actions should be performed. 
3 Suggestion for Further Procedure

Based on the provided information we propose
· to continue the discussion on the PLR until SA4#37 within Release 6 as a feature to added to TR 26.946, and

· to reply to GERAN immediately that SA4 confirms the usefulness of the proposed changes for Release 6.
� Contact: Thomas Stockhammer (� HYPERLINK "mailto:stockhammer@nomor.de" ��stockhammer@nomor.de�), Siemens AG, Mobile Devices, Munich, Germany.





