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************************************* NEXT AMENDMENT **************************************’

4.5
MBMS Transmission Session Identity Usage

The identity of the MBMS session is provided with the MBMS session start procedure from the BM-SC to the GGSN via the Gmb protocol in the MBMS Session Identity field. The MBMS Session Identity field is specified in [77]. The MBMS Session Identity is forwarded with the MBMS SESSION START REQUEST message through the system and received by the MBMS UE with the notification message.

The usage of the MBMS Session Identity is optional. The MBMS Session Identity is only applicable to MBMS download delivery sessions. The MBMS UE determines, based on the MBMS Session Identity value whether the content of the upcoming transmission session is needed for files that have not yet been received completely correctly. If the MBMS Session Identity field is not used (i.e. not present in the notification message), the UE shall not use paging to assess whether the transmission contains relevant content.

In case of transmission of data of the same content, the BM-SC shall use the same MBMS Session Identity value as for the previous transmissions. 
In case the MBMS Session Identity is used for file repair operations using the same MBMS bearer, the BM-SC shall set the value for the MBMS Session Identity of the file repair session to the same value as used for the initial MBMS data transmission. The file repair procedure using MBMS bearers is described in clause 9.3. The MBMS bearer may  be released using the MBMS session stop procedure (as described in clause 5.4) before establishing the MBMS bearer for file repair operations.
The BM-SC shall make sure that the full content of the initial MBMS transmission can be reconstructed by the UE. In the case the UE is not able to reconstruct all files of the transmission session, the UE may use the file repair service to fetch missing data to reconstruct the content. 
If the BM-SC starts using the MBMS Session Identity for one MBMS bearer service, the BM-SC may sill decide not to use the MBMS session identity for a later MBMS transmission on that MBMS bearer service and the UE shall not assume that the content is a repetition.
The size of the Session Identity field is 1 octet. Ed. Note: This needs verification. 
Upon joining the MBMS download session, the UE is interested in all values of the Session Identity field. Several files or file groups may be associated to the same MBMS session identity field. In that case, the UE will reply to all session notifications, as long as one of the associated files/file groups is not completely received. 
FDT instances provide the information necessary to map the files to the transmission sessions identity values. The FDT instance may contain the following mappings:

· A file group element in the FDT instance may have an indication of the corresponding Session Identity field. The Session Identity field is signaled as part of the group name as follows: Group=”groupname:”%x0-255. All files that belong to that file group may be transmitted over a transmission session with  the corresponding Session Identity value.
· If a file does not belong to a file group, i.e. it has no group element, or if the group element does not indicate the value of the Session Identity field, the UE shall assume that the corresponding Session Identity value is the least significant byte of the Transport Object Identifier TOI of the file. 

There are 3 events by which a UE will normally release its context data for a Session Identity value:

· All related files or file groups of a specified Session Identity value are completely (correctly) received

· the end of file transmission of files related to a specified Session Identity value is detected by receiving a packet with B-flag set
· the end of download session is detected/determined (i.e. SDP end time is reached or end-of-session flag is received)

After determining that the context data for a Session Identity value is released, the UE download application  indicates to the UE MBMS bearer not to respond (so that it will not be counted) to MBMS notifications for MBMS bearer transmission sessions of the download session (identified by the TMGI) with that Session Identity value.
The UE shall recover its interest in a given Session Identity value when the last FDT Instance with files mapping to that Session Identity value has expired. The BM-SC shall not use the Session Identity if it detects a new file to be transmitted over an already used Session Identity value, until the latest corresponding FDT instance has expired. 

The BM-SC may send FDT instances on a separate transmission session or interleaved with other data packets of the same transmission session. An FDT instance may describe more files than the files to be transmitted over the same transmission session as that FDT instance. 
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