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 The contribution is an update of tdoc S4-050099. Difference to previous version marked with revision marks.
This contribution describes the encapsulation of a number of metadata fragments into one aggregated document. This document can then be transmitted via, e.g., the Interactive announcement function using HTTP retrieval or SMS push. 

The following figure illustrates the aggregation of metadata fragments into a multipart/related structure. Multipart/related is specified in RFC2557 “MIME Encapsulation of Aggregate Documents, such as HTML (MHTML)”. The intention of RFC2557 is allow the transmission of entire Web-pages, including referenced objects in a single message as an email message. aggregate a root object. Therefore RFC2557 allows to: a) aggregate a text/html root resource and all of the subsidiary resources it references into a single composite message structure, and b) define a means by which URIs in the text/html root can reference subsidiary resources within that composite message structure. The use of XML objects as root resources is explicitly mentioned in the introduction chapter of RFC2557.

Proposal 

As stated in TS 26.346v1.5.0 multipart MIME shall be used if service configuration metadata fragments shall be delivered in one single file. In context of MBMS service discovery /announcement, the root resource shall be an XML object. The XML object shall be a metadata fragment as described in clause 5.2.2 of TS 26.346. Therefore it is necessary to allocate to all metadata fragments a MIME-type.

The following figure illustrates the use of the multipart/related structure. In this example, a user service description metadata fragment is used as root resource of the multipart/related structure. All succeeding metadata fragments are identified by the MIME type and by the Content-Location header field of the multipart/related structure.
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Figure 1: Example using a User Service Description (USD) fragment as root resource
It is recommended to include all metadata fragments, which are referenced by the root-resource in the aggregated document. However, the multipart/related structure allows the usage of URI specified protocols. 

1.1 Additions to TS 26.346

It is proposed to update the metadata envelope xml-scheme to allow multiple envelope instances in one (Index) XML file. The metadata envelope is defined in clause 5.2.3.3 of TS 26.346 v1.5.0. Note, a referencing envelope has one instance of the envelope element in exactly the same way as already specified – the new entity is a referencing index which contains more than one envelope element but is able to use the same XML schema for validation of both.
It is proposed to include the following paragraph in clause 5.2.2.4 “XML-Schema for MBMS User Service Description” of TS 26.346

The MIME application type ”application/mbms-user-service-description-parameter” identifies the document, which contains the MBMS User Service Description instances (configuration files).
It is proposed to add the following text as chapter 5.2.4 “Metadata fragment encapsulation to aggregate documents” in TS 26.346 v1.5.0

***** first change to TS 26.346 *****
5.2.3.3
Metadata Envelope Definition

The essential attributes for a meaningful metadata envelope and their description is as follows. These attributes shall be supported:

· metadataURI: A URI providing a unique identifier for the metadata fragment.

version: The version number of the associated instance of the metadata fragment.  The version number should be initialised to one.  The version number shall be increased by one whenever the metadata fragment is updated.

· validFrom: The date and time from which the metadata fragment file is valid. May be used. If not used, the UEshould assume the metadata fragment version is effective immediately.

· validUntil: The date and time when the metadata fragment file expires. Should be used. If not used the UE should assume the associated metadata fragment is effective for all time, or until it receives a newer metadata envelope for the same metadata fragment describing a validUntil value.

· contentType: The MIME type of the metadata fragment which shall be used as defined for "Content-Type" in [HTTP RFC 2616 REFERENCE]. For embedding metadata envelopes this attribute is mandatory.  For referencing metadata envelopes this field is optional.

The metadata envelope is instantiated using an XML structure. This XML contains a URI referencing the associated metadata fragment. The formal schema for the metadata envelope is defined as an XML Schema as follows.

   <?xml version="1.0" encoding="UTF-8"?>

   <xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

     elementFormDefault="qualified"

     attributeFormDefault="unqualified">

     <xs:element name="metadataEnvelope" type="metadataEnvelopeType" minOccurs="1"

                                maxOccurs="unbounded"/>


















   <xs:complexType name="metadataEnvelopeType">

         <xs:sequence>

           <xs:element name="metadataFragment"

                       type="xs:string"

                       minOccurs="0"

                       maxOccurs="1">

           </xs:element>

         </xs:sequence>

         <xs:attribute name="metadataURI"

                       type="xs:anyURI"

                       use="required"/>

         <xs:attribute name="version"

                       type="xs:positiveInteger"

                       use="required"/>

         <xs:attribute name="validFrom"

                       type="xs:dateTime"

                       use="optional"/>

         <xs:attribute name="validUntil"

                       type="xs:dateTime"

                       use="optional"/>

         <xs:attribute name="contentType"

                       type="xs:string"

                       use="optional"/>

         <xs:anyAttribute processContents="skip"/>

       </xs:complexType>

   </xs:schema>

The element "metadataFragment" shall be encapsulated in the metadata envelope for embedded metadata fragments, and shall not be encapsulated where the metadata fragment is not embedded. In the embedded case, "metadataFragment" shall contain exactly one an embedded metadata fragment as specified by the metadata envelope syntax and only one instance of the envelope element shall be used for encapsulating envelopes.

An embedded metadata fragment shall be escaped. Generally, an embedded metadata fragment should be escaped by placing inside a CDATA section [REF: Bray, T., Paoli, J., Sperberg-McQueen, C., Maler, E., Yergeau, F. and J. Cowan, "Extensible Markup Language (XML) 1.1"", W3C Recommendation, February 2004]. Everything starting after "<![CDATA[" string and ending at the "]]>" string would be ignored by the XML envelope parser (quotes not included).  Thus, the embedded parts would appear as "<![CDATA[" + metadata_fragment + "]]>". In this case, the complete metadata envelope with embedded metadata fragment shall not violate the rules of CDATA section sage [REF: same “Bray, T. et al.” as previous].

In the case of an metadata fragment including the XML for a CDATA section, the embedded metadata fragment may be escaped by replacing illegal characters with their ampersand-escaped equivalents [REF: same “Bray, T. et al.” as previous] (instead of encapsulating the whole fragment in a CDATA section).  For instance "<" is an illegal character that would be replaced by "&lt;".  This method is useful to avoid nesting CDATA sections (which is not allowed).

An metadata fragment which does not adhere to either of these two methods shall not be embedded in a metadata envelope, thus it may only be referenced from an referencing metadata envelope.

***** next change to TS 26.346 *****
5.2.4
Metadata fragment encapsulation to aggregate Service Announcement documents

This specification defines a number of metadata fragments to describe MBMS user services. A metadata fragment is a single uniquely identifiable block of metadata. Generally, more than one metadata fragment is necessary to provide all necessary parameters to initiate an MBMS User Service. Typically, metadata fragments are provided in separate documents. Each metadata fragment is labelled with its MIME type. 

Multipart MIME may be used to encapsulate metadata fragments into an aggregate service announcement document. The aggregate document may contain metadata fragments of several MBMS user services. It is recommended, that any such aggregate service announcement document contains all the referenced metadata fragments of each MBMS user service description it contains(i.e. in the same multipart MIME structure).

An aggregate service announcement document shall encapsulate metadata fragments according to [RFC 2557]. The first encapsulated file of an aggregate service announcement document is the root resource. The root resource shall be either an MBMS user service description or a metadata envelope (as a referencing index). The service description metadata is defined in clause 5.2.2.4. The metadata envelope is defined in clause 5.2.3.3.

The type field of the multipart/related header shall be set to application/mbms-user-service-description-parameter in case the root resource is a user service description instance. The type field of the multipart/related header shall be set to application/mbms-envelope in case the root resource is a metadata envelope.
1.2 Additions to TR 26.946

The following example of a multipart/related message shall be included in TR 29.946.

Example for a multipart MIME file

This contribution is based on Multipart/related (rfc2557)

MIME-Version: 1.0

Content-Type: multipart/related; boundary=D8119DDD2D264D4480E57277; type=” application/mbms-user-service-description”

Content-Length: <length of the stream>
--D8119DDD2D264D4480E57277

Content-Type: application/mbms-user-service-description

<?xml version="1.0" encoding="UTF-8"?>

<userServiceDescription

  xmlns="www.example.com/3gppUserServiceDescription"

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

  serviceId="urn:3gpp:1234567890coolcat">

      <name lang="EN">something in english</name>

      <serviceLanguage>EN</serviceLanguage>

      <deliveryMethod 

            sessionDescriptionURI="fragmentdir/session1.sdp"/>

      <deliveryMethod 

            sessionDescriptionURI=”fragmentdir/session2.sdp”

            associatedProcedureDescriptionURI="fragmentdir/procedureX.xml"/>

</userServiceDescription>

--D8119DDD2D264D4480E57277

Content-Type: application/sdp

Content-Location: fragmentdir/session1.sdp
v=0

o=ghost 2890844526 2890842807 IN IP4 192.168.10.10

s=3GPP MBMS Streaming SDP Example

i=Example of MBMS streaming SDP file

u=http://www.infoserver.example.com/ae600

e=ghost@mailserver.example.com

c=IN IP4 224.1.2.3

t=3034423619 3042462419

b=AS:77

m=video 4002 RTP/AVP 97 96 100

b=AS:62

b=RR:0

b=RS:600

a=rtpmap:96 H263-2000/90000

a=fmtp:96 profile=3;level=10

a=framesize:96 176-144

a=rtpmap: 97 rtp-mbms-fec-tag/90000

a=fmtp:97 opt=96; FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="

a=rtpmap: 100 rtp-mbms-fec-symbols/10000

a=fmtp:100 FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="; min-buffer-time=2600

m=audio 4004 RTP/AVP 99 98 101

b=AS:15

b=RR:0

b=RS:600

a=rtpmap:98 AMR/8000

a=fmtp:98 octet-align=1

a=rtpmap: 99 rtp-mbms-fec-tag/8000

a=fmtp: 99 opt=98;FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="

a=rtpmap: 101 rtp-mbms-fec-symbols/10000

a=fmtp:101 FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="; min-buffer-time=2600
[Editor’s note: this SDP example needs updating according to the latest SDP definition]
--D8119DDD2D264D4480E57277

Content-Type: application/sdp

Content-Location: fragmentdir/session2.sdp
v=0

o=user123 2890844526 2890842807 IN IP6 2201:056D::112E:144A:1E24

s=File delivery session example

i=More information

t=2873397496 2873404696

a=mbms-mode:broadcast 1234

a=FEC-declaration:0 encoding-id=128; instance-id=0

a=source-filter: incl IN IP6 * 2001:210:1:2:240:96FF:FE25:8EC9

a=flute-tsi:3

m=application 12345 FLUTE/UDP 0

c=IN IP6 FF1E:03AD::7F2E:172A:1E24/1

a=lang:EN

a=FEC:0
[Editor’s note: this SDP example needs updating according to the latest SDP definition]
--D8119DDD2D264D4480E57277—

Content-Type: application/mbms-associated-procedure-parameter

Content-Location: fragmentdir/procedureX.xml
<?xml version="1.0" encoding="UTF-8"?> 

<associatedProcedureDescription

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

  xsi:schemaLocation="http://www.example.com/mbms-associated-descrition.xsd">

  <postFileRepair

    offsetTime="5"

    randomTimePeriod="10">

    <baseURI server="http://mbmsrepair.operator.umts/"/>

    <baseURI server="http://mbmsrepair1.operator.umts/"/>

    <baseURI server="http://mbmsrepair2.operator.umts/"/>

  </postFileRepair>

  <postReceptionReport

    offsetTime="5"

    randomtimePeriod="10"

    reportType="StR-all"

    samplePercentage="100"

    forceTimingIndependence="0">

    <baseURI server="http://mbmsrepair.operator.umts/"/>

  </postReceptionReport>

</associatedProcedureDescription>

--D8119DDD2D264D4480E57277--
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Multipart/related structure
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