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The contribution is an update of tdoc S4-050098. Difference to previous version marked with revision marks.
The intention of this contribution is to discuss and proposes the identification of end-of-files and end of MBMS download sessions. The identification of the end-of-MBMS download session identifies also the start of the File repair procedure over point-to-point bearers. 

An FDT Instance contains one or more file description entries of the FDT. The "FDT-Instance" element MUST contain "Expires" attribute, which tells the expiry time of the FDT Instance. It is proposed, that the File Repair operation as defined in clause 9.3 shall immediately after the expiration of an FDT instance. 

It is proposed to update clause 9.3 and to include the following paragraph as clause 9.3.1 “Identification of end-of-file and end-of-MBMS-download-session” into TS 26.346 v1.5.0.
9.3
File Repair Procedure

Editor's note : it was agreed in SA4 PSM SWG#6 that ptm repair will be specified. Tdoc S4-AHP156 gives an agreed basis for the specification text."
The purpose of the File Repair Procedure is to repair lost or corrupted file fragments from the MBMS download data transmission. When in multicast/broadcast environment, scalability becomes an important issue as the number of MBMS clients grows. Three problems must generally be avoided:

Feedback implosion due to a large number of MBMS clients requesting simultaneous file repairs. This would congest the uplink network channel;

· Downlink network channel congestion to transport the repair data, as a consequence of the simultaneous clients requests.

· Repair server overload, caused again by the incoming and outgoing traffic due to the clients’ requests arriving at the server, and the server responses to serve these repair requests.

The three problems are interrelated and must be addressed at the same time, in order to guarantee a scalable and efficient solution for MBMS file repair.

The principle to protect network resources is to spread the file repair request load in time and across multiple servers. 

The MBMS client 

1. Identifies the end of transmission of files or sessions

2. Identifies the missing data from an MBMS download

3. Calculates a random back-off time and selects a server randomly out of a list

4. Sends a repair request  message to the selected server at the calculated time.

Then the server 

1. Responds with a repair response message either containing the requested data, or alternatively, describing an error case.

The random distribution, in time, of repair request messages enhances system scalability to the total number of such messages the system can handle without failure.

9.3.1
Identification of End of Transmission for MBMS Download Delivery

FLUTE File Delivery Table (FDT) Instances include an “expires” attribute, which defines the expiration time of the FDT instance. The sender must use an expiry time relative to its sender current time. The Sender Current Time header field shall be present in all FLUTE packets containing data of an FDT Instance. According to FLUTE [FLUTE REF], “the receiver SHOULD NOT use a received FDT Instance to interpret packets received beyond the expiration time of the FDT Instance.”

The MBMS UE determines the end-of-transmission for the MBMS download delivery based on the expiration time of the FDT instance and any end-of-object (B-flag) and end-of-session (A-flag, and SDP end time) information available. 

When a particular file (URI) is present in several FDT Instances with different TOI values, then the expiration time of the FDT Instances, which contain the highest TOI value of that file determines the end of transmission time for that file. A UE shall only determine transmission completeness for a file for the most up-to-date instance of the file (the file instance/version with the highest/most-up-to-date TOI) – and shall not use FDT Instance expiry time to determine transmission completeness for any other (TOI) instances of a file (fileURI). Note, the intention of this clause is to just start the Associated Delivery Procedure back-off timer for the latest version of a file.
When a particular file (URI) is present in more than one FDT Instance with the same TOI value, then the end of transmission time is defined by the expiration time of the last FDT Instance to expire. 

If an FDT Instance is received describing the file after this time (giving an FDT Instance expiry time in the future and the same or a higher TOI value) the UE shall determine that the transmission of the file is incomplete - i.e. that more packets may arrive by the MBMS download session for that file, 'forgetting' its previous file transmission complete determination. Note, this effectively resets and stops any running timers already initiated for an associated delivery procedure for that file. 

If the MBMS UE receives an end-of-object packet (with FLUTE header B flag set true) the MBMS UE shall determine that the transmission of that object is complete, and shall interpret that as file transmission complete if no, more recent, TOIs are described for the same file (URI) in any received and unexpired FDT Instance(s). 

If the MBMS UE determines that the download session is complete (as specified in clause 9.4.2) then it shall interpret this also that all the transmissions of all files (and TOIs) described by all FDT Instances, received from that session, are complete.








































