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Discussion

In delivering MBMS-based services, MBMS-based delivery is coupled with additional procedures used for security, download repair and delivery confirmation.

The point-to-point repair procedure is used by receiving UEs after MBMS reception and in case more data is required in order to reconstruct the content being delivered. The point-to-point procedure allows UEs to request missing blocks of data through point-to-point bearers (e.g. using HTTP). Randomisation of these point-to-point interactions is required so that network overload is spread over time. Parameters relating to this procedure are signalled from the BM-SC. The question of whether these parameters are passed with delivered content or with service parameters is left for further discussion.

The delivery confirmation procedure might be used to by the UE to confirm successful reception of content. The procedure can be used to charge for content reception or collect statistical data on reception rates and transmission performance. Randomisation of these point-to-point interactions is required so that network overload is spread over time. Parameters relating to this procedure are signalled from the BM-SC. The question of whether these parameters are passed with delivered content or with service parameters is left for further discussion.

Security procedures are being specified by SA3 in TS 33.246. It may be beneficial to reference this specification and to mention issues which have significance in terms of system design.

Proposal

Below (next page) a proposal for text relating to download repair, delivery confirmation and security is offered. 
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6.3 Post delivery procedures

Following an MBMS content delivery the MBMS client on the UE can use point-to-point bearers in requesting missing data blocks and confirming delivery.
Authentication of users during post-delivery procedures is specified in [18].
6.3.1

Point-to-point Repair
As part of a download delivery session, the UE may have failed to receive the complete download and may therefore need to supplement the downloaded data with missing data. This point-to-point repair procedure allows the UE to request missing blocks of data so that it is able to reconstruct the MBMS delivered content. The missing blocks requested by the UE may be used to complete missing data for forward error correction decoders if forward error correction codes were employed.
When using a download delivery session to deliver download content both the UE and the BM-SC shall support point-to-point repair.
Using the parameters provide by the BM-SC, the UE randomises the time at which the point-to-point repair procedure is initiated. This can be used to spread the load of numerous confirmations from multiple MBMS receiving UEs.
6.3.2.1
Signalling Point-to-Point Repair Parameters

6.3.2.1
The Point-to-Point Procedure
6.3.2

Delivery Confirmation
Following successful reception of content whether through MBMS-bearers only or using both MBMS and point-to-point bearers, a delivery confirmation procedure can be initiated by the UE to the BM-SC.
The UE shall be able to confirm the reception and successful delivery of content. If the BM-SC provided parameters require delivery confirmation then the UE must confirm the content reception. The delivery confirmation procedure may be used for reception-based charging.
Using the parameters provide by the BM-SC, the UE randomises the time at which the delivery confirmation procedure is initiated. This can be used to spread the load of numerous confirmations from multiple MBMS receiving UEs.
If delivery confirmation is requested for statistical purposes the BM-SC may provide confirmation probability parameters setting the probability at which a UE would confirm reception. The BM-SC provides the probability range parameter and a confirmation probability parameter. The UE generates a random number within the probability range. If the generated random number is smaller than the confirmation probability than the UE confirms delivery. If the randomly generated number is larger than or equal to the confirmation probability than the UE does not confirm reception.
6.3.2.1
Signalling Delivery Confirmation Parameters

6.3.2.1
The Delivery Confirmation Procedure
6.4 Security Procedures

Security procedures for MBMS are defined in [18]. These procedures use the HTTP protocols for authentication and authorization and the MIKEY protocol over UDP for MBMS key distribution.
Key distribution procedures must occur prior to content reception for MBMS streaming sessions. For MBMS download sessions it is possible to distribute the keys after content is received and confirmed.




























