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Abstract: This pCR proposes the registration procedure to   Security Area #1 “Architectural aspects of NextGen security“ 
1
Introduction

The registration procedure used in the current SAE/LTE specification is not directly applicable for NextGen system because of the following features of NextGen networks:
· Security implications will vary due to introduction of network slice
· Multiple levels of Security handling function introduced in NextGen system like 
· Authentication Credential Repository and Processing Function (ARPF) – Co-located with UDM
· Authentication Server Function (AUSF) 

· Security Anchor Function (SEAF) – Co-located with AMF
· Security Context Management Function (SCMF) – Co-located with AMF
· The RAN routes the initial access to a CCNF using the NSSAI (TR 23.799 v 2.0.0 clause 8.1 Agreements on Key Issue #1: Network slicing).
This pCR proposes the registration procedure for NextGen systems in non-roaming scenario.

2
Proposal

**************BEGIN OF CHANGES************

5.1.4.zz
Solution #1.xx Registration Procedure for NextGen network 

5.1.4.zz.1
Introduction 

This solution explains the registration procedure for NextGen network.

5.1.4.zz.2
Solution details 

Figure 5.1.4.zz.2-1 shows the call flow for registration procedure of non-roaming scenario.  














Figure 5.1.4.zz.2-1 Call flow for Registration procedure of non-roaming scenario 
1. UE sends the Registration Request ( Network Capabilities, NSSAI, UE Security Capabilities) to the NG (R)AN.
2. The NG (R)AN selects the appropriate AMF based on the NSSAI provided by the UE (ref. TR 23.799 v 2.0.0 clause 8.1 Agreements on Network Slicing).

3. The NG (R)AN then forwards the Registration Request to the appropriate AMF.
4. The AMF sends the Identity Request to the UE.

5. The UE sends the Identity Response(UE Identity) to the AMF. 

6. The AMF selects the appropriate AUSF.
7. The AMF sends the Authentication Data Request(UE Identity, SNID, Network Type, NSSAI) to the AUSF. The AUSF then forwards this to the UDM/ARPF.
8. The UDM/ARPF derives the KSEAF and generates the AV to be sent to the UE.
9. The UDM sends the Authentication Data Response(AV, NSSAI)  to the AMF via the AUSF.
10. The AMF then sends the Authetication Request(RAND, AUTN, NSSAI, KSISEAF) to the UE.

11. The UE derives the KSEAF and checks the authentication token derived to authenticate the network (AUTNSEAF = AUTNUE).
12. The UE then sends the Authentication Response (RES) to the AMF which checks the RES with the XRES to authenticate the UE.
13. The AMF then sends the Update Location Request(UE Identity) to the UDM.

14. The UDM/ARPF responds with the Update Location Response to the AMF.
Note: This registration procedure follows the existing AKA procedure  

Editor’s Note - Possibility of sending the device identity in the service request message instead in steps 4 and  5 is for FFS
5.1.4.zz.3
Evaluation 

FFS

***************END OF CHANGES*************
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