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Abstract of the contribution: Proposal for Interim Agreement for KI 2.1 Authentication Framework.
1. Introduction
In this pCR we propose to add an Interim Agreement for KI2.1
2. Analysis

The questions to be answered are:
-
Shall the 5G system support the EAP framework for primary authentication?

-
Shall the 5G system support other authentication with other credentials than the ones used for AKA?

There are many number of solutions (#2.7, #2.8, #2.9, #2.12, #2.13, #2.19, #2.24, #2.25) in the TR that deal with this issue. A few observations are:

-
The usage of the EAP framework is proposed in quite a few of them
-
Most leverage on AKA in one form or another
The advantage of supporting the EAP framework for authentication is that it is well supported and that many authentication methods are available. In that sense will the EAP framework be a future proof solution that allows 3GPP to support many use cases, including the ‘factory use cases’. At the same time, AKA has its merits amongst which backwards compatibility and widespread adoption in the mobile networks. However, the two are not mutually exclusive and so we propose to support the EAP framework for primary authentication.

The second question is unequivocally answered with a ‘no’. At this point in time there we see no reason to support alternative credentials for access to the public network. The use cases that require this seem mostly to be about private networks and at this point in time, SA3 should focus on getting the security of the public network access right.
3. Proposal

**** Beginning of change **** 

X.2 Questions and Interim Agreements for security area #2

[…]
X.2.1 Questions and Interim Agreements for Key Issue #2.1

X.2.1.0 Questions in other clauses affecting this key issue

t.b.a.
X.2.1.x Support of more EAP methods for authentication than just AKA (variants)

X.2.1.x.1 Description of Question

The question to be addressed is whether the 5G system should support other methods than EPS (or NextGen) AKA for access to the mobile network. The answer to this question should address whether:

-
The 5G system should support the EAP framework for primary authentication;

-
The 5G system should support other authentication with other credentials than the ones used for AKA.

X.2.1.x.2 Interim Agreement
The following is agreed for phase-1 normative work:

-
The 5G system shall support the EAP framework for primary authentication;
-
Access to private networks is out of scope;

-
There is no need to support alternative credentials.
**** End of Change ****
�Replace with text as agreed in S3-170094.





