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1. Introduction
This document contains information about the TSG SA#73 outcome on SA3 submissions and information on SA as well as RAN discussions on issues relevant to SA3 activity.
The SA#73 documents and report can be found at the following URL: 
http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_73/
The RAN#73 documents and report can be found at the following URL 

http://www.3gpp.org/ftp/tsg_ran/TSG_RAN/TSGR_73/
The SA3 status report to SA #73 (SP-160565) is attached. 
2. SA #73 Outcome of SA3 and SA3-LI Submissions

All SA3 and SA3-LI documents were approved; following changes were done during the meeting:
1. TR 33.916: GSMA NESAS references were removed because they are not public documents (SP-160745).
2. TS 33.117: Fourth reference was removed because it was a URL to a website (SP-160735).
3. NextGen and NR
NextGen / NSA SID change in target date was approved in SP-160727.
LS from IEEE 802.11 was received in SP-160691 regarding collaboration for NextGen. PCG is requested to take a decision based on SA position given in SP-160737.

RAN report is available in SP-160742, see slide 9 onwards for NR related progress, few points are given below:
· RAN closed the NR study on requirements & deployment scenarios
· Endorsement regarding timeline is available in RP‑161915
· Prioritization, specifically items put on hold are given in slide 11
4. Dependencies and Related
SA2 is waiting for response from SA3 regarding FS_SeDoC, see SP-160666 TR 23.719 “Feasibility Study on Service Domain Centralization”.

SP-160711 has SA6 guidance / prioritization. Re-evaluation to take place in December based on which SA3 deadline can be impacted.

RAN approved the work item in RP‑161848 “Enhanced LTE WLAN Radio Level Integration with IPsec Tunnel (LWIP) WI (RAN3)” related to SA3 request.
SP-160739 “Work Item Completion Summary Guidance from TSG SA#73” was endorsed. Example by SA Chairman is expected during SA#74.
A new WID template was presented in SP-160687.

SP-160692 CR to 21.801presents how to void redundant clauses.

5. Approved WIDs and SIDs with Security Aspects
This is a list of WIDs / SIDs that either indicates or could have security implications and thus future SA3 activity might be expected.

SA1:

· SP-160729 New WID on User Controlled Spoofed Call Treatment (SPECTRE)

· SP-160548 New WID on Enhanced Calling Name Service (eCNAM)

· SP-160733 New SID on Study on enhancements of Public Warning System (FS_ePWS) 

· SP-160556 New SID on Study on Maritime Communication Services over 3GPP system (FS_MARCOM)
SA2:

· SP-160675 New Work Item Description on Service Domain Centralization 

· SP-160677 New work item on extended architecture support for Cellular Internet of Things 

SA4:

· SP-160605 New Work Item on "Mobile Network Interface for MBMS Delivery of Media and TV services" (SA_enTV-MI_MTV)[image: image1.jpg]Y





