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Abstract of the contribution
An Editor's Note in clause 5.2.3.1.1
 (for the Key Issue "Authentication framework") asks for moving some text out of the key issue details. This contribution deletes text from the key issue details. Companion contributions include some of this text into requirements and solutions, respectively. 
1. Pseudo Change Request

***********START OF CHANGES******************
5.2.3.1.1
Key issue details

The next generation system is expected to accommodate various services defined in the 3GPP TRs 22.861, 22.891, 22.862. 22.863. In order to guarantee better support operator or 3rd party services, the 3GPP network should support a flexible authentication framework for network and service access.

The purpose of this key issue is to identify how the authentication framework could efficiently and adequately support different kinds of scenarios and applications.

This key issue would address the following general aspects:

-
establishment of mutual trust and security between 3GPP network operator and a 3rd party service

Editor's note: the inclusion of the word 'trust' is ffs

Editor’s note: It is ffs whether 3d parties are to be involved in the authentication between the UE and the network or services.

-
provide the authentication capability of the network to operator and 3rd party services 

Editor’s note: network uses the authentication capability of the service in order to enable service related or network access authentication

Since NexGen network is supposed to meet different service requirements such as broadband access, massive IoT, mission critical tasks, an authentication framework is highly desired to satisfy different authentication requirements in a fine-grained manner. 






The present key issue is assumed to start from the observations in TR 23.799 and TR 22.864. But it is meant to go further in defining methods how this support for a variety of access networks and authentication mechanisms can be achieved. 


 





The evaluation of solutions for the authentication framework should take into account the following criteria
•
Security 


 

•
Possibility of a common transport for a variety of authentication methods: 


•
Efficiency 



 

•
Interworking: 
Ease of handovers and idle mode mobility within NextGen and with other RATs
 

•
 

o
. 

•
Migration
Backward compatibility to LTE 

· 3GPP control over possible enhancements of authentication method used over 3GPP-defined access network
***********END OF CHANGES******************

�a solution is provided that gives support for EAP methods





