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1. Introduction

This pCR adds solution for data communication security between network entities to TR 33.885. 
2. pCR
**************************************************** Start of first change ************************************************
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 22.185: "Service requirements for V2X services".

[3]
3GPP TR 23.785: "Study on architecture enhancements for LTE support of V2X services".
[4]
3GPP TR 22.885: "Study on LTE support for Vehicle to Everything (V2X) services".

[5]
Angermeier, Daniel, Alexander Kiening and Frederic Stumpf. “PAL - Privacy Augmented LTE: A Privacy-Preserving Scheme for Vehicular LTE Communication”. The Tenth ACM International Workshop on VehiculAr Inter-NETworking, Systems, and Applications (ACM VANET), 2013. 
[6]
ETSI TS 102 940: "Intelligent Transport Systems (ITS); Security; ITS communications security architecture and security management".

[a]
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[b]
3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
**************************************************** End of first change *************************************************

**************************************************** Start of second change ********************************************
6.X
Data communication security between network entities 
6.X.1       Security requirements addressed
This solution addresses the security requirements given in subclause 5.Y.
6.X.2
 Solution details 
For all interfaces between network elements, 

TS 33.210 [a] shall be applied to secure signalling messages on the reference points unless specified otherwise, and 

TS 33.310 [b] may be applied regarding the use of certificates with the security mechanisms of TS 33.210 [a] unless specified otherwise in the present document.

NOTE:
For the case of an interface between two entities in the same security domain, TS 33.210 [a] does not mandate the protection of the interface by means of IPsec.

***************************************************** End of second change *******************************************
