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1. [bookmark: OLE_LINK1][bookmark: OLE_LINK2]
Introduction
GSMA SECAG wishes to thank 3GPP SA3 again for asking SECAG to take the role of the SECAM Accreditation Body. Based on this request, SECAG created the Network Equipment Security Assurance Scheme (NESAS) that covers all the processes and governance aspects SA3 was initially asking for. Over the past two years, while SA3 was developing the SCAS documents, SECAG defined and agreed on the various aspects of NESAS.
SECAG is now proud to inform SA3 that the Pilot Release of the NESAS documents is concluded.
It is now time to run the Pilot to use the Pilot for collecting feedback to improve the involved specifications. SECAG hopes for close collaboration with SA3 on that matter.

2. [bookmark: _Ref448752883]Readiness of NESAS Pilot Release
With its March 2016 meeting, SECAG has concluded on the NESAS documents and has declared them Pilot Release stage. The documents are agreed and declared public. They can now be used by any stakeholder for Pilot participation.
SECAG created the following documents:
	GSMA FS.13
	Network Equipment Security Assurance Scheme – Overview

	GSMA FS.14
	Network Equipment Security Assurance Scheme – Security Test Laboratory Accreditation Requirements and Process

	GSMA FS.15
	Network Equipment Security Assurance Scheme – Vendor Development and Product Lifecycle Requirements and Accreditation Process

	GSMA FS.16
	Network Equipment Security Assurance Scheme – Dispute Resolution Process

	GSMA WI 5 Doc
	Network Equipment Security Assurance Scheme Pilot Proposal


The first four documents FS.13 through FS.16 represent NESAS. They define the respective parts of the scheme, as indicated by their document titles. The Overview in FS.13 is descriptive and explains how the scheme works and how the various specifications come together.
The NESAS Pilot Proposal document is an informative document that describes the four streams of the Pilot which will be run through in the course of the next year. The purpose of this document is to provide orientation to stakeholders that wish to participate in the Pilot. Among others, the Pilot Proposal describes prerequisites and Pilot steps.
The above listed documents are finalised and agreed within SECAG. At the moment this LS was sent, the documents were undergoing quality review by GSMA headquarters. It is expected that the documents will be publicly available in May 2016.
SECAG invites SA3 to familiarise with these documents once available. Should there be any comments, SECAG is always happy to receive them.
3. Call for Pilot Participation
As all the NESAS documents have reached Pilot stage now, SECAG is now in the position of running the Pilot. SECAG invites SA3 member organisations to participate in the Pilot. Any interested stakeholder can participate in any number of streams of the Pilot.
As the pilot is meant for trying out the specifications in practice, SECAG wants to encourage as many volunteers as possible to participate. Both SECAM and NESAS will benefit from the Pilot as lessons learnt can be fed beck for improving the specifications. 
Any stakeholder who wishes to participate in the Pilot is kindly asked to read through the Pilot Proposal document (see Section 2 above).
Furthermore SECAG wishes to inform SA3 that one of the streams of the Pilot is vendor development and product lifecycle processes accreditation. The respective audit will be conducted by a GSMA appointed auditor. The selection process of this auditor has started in April 2016. It will go through an RfI, followed by an RfQ to select one auditor out of a list of candidates. Once the auditor is selected, SECAG will inform SA3 member organisations that the respective stream of the Pilot can be conducted. This is expected to be approximately September 2016.

4. Action for 3GPP SA3
SECAG kindly asks SA3 to: 
· Take the NESAS specifications and the Pilot Proposal into account once available, 
· Participate in the Pilot in the time frame of April 2016 to March 2017,
· Provide any kind of feedback that is deemed relevant while running the Pilot.
SA3 is further asked to be ready for receiving input/changes to the SCAS documents and to TR 33.916 during the course of the Pilot which is scheduled to conclude end of March 2017.

5. Next SECAG Meeting
SECAG#15	23 May 2016, face-to-face
SECAG#16	23 June 2016, conference call

6. Contact
In case of further questions and/or feedback to the attached document, these can be directed to James Moran, Head of Security, GSMA.
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