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Introduction
The GSMA’s Security Assurance Group (SECAG) wishes to thank the members of 3GPP SA3 for the work it has done to date on developing Security Assurance Methodology (SECAM) supporting documents and for affording SECAG the opportunity to review and comment on them. In particular, SECAG acknowledges the progress made on the development of the Security Assurance Specifications (SCASs) TS 33.116 and TS 33.117 and the SECAM definition in TR 33.916.
[bookmark: _GoBack]SECAG discussed the liaison statement received from SA3 in S3-152553 at its January 2016 and March 2016 meetings and discussed liaison statement S3-160332 at its March 2016 meeting and updates on the matters covered in both are recorded below.

2. SECAM Definition
SECAG discussed the draft TR 33.916 and the review highlighted the need for significant work to be done to ensure consistency between the TR and GSMA documentation that has evolved and over the past year has resulted in some inconsistencies of the scheme description, terminology, etc. across the outputs from SA3 and GSMA. The meeting noted the need to resolve these and concluded that a joint editorial group should be convened to discuss needed changes and to ensure alignment. This work has been done over a conference call and email exchanges in April 2016. 
GSMA has provided input on the scope of SECAM accreditation, vendor and third-party laboratory accreditation, and network product development process and network product lifecycle management. GSMA also has compiled a list of issues to be addressed with a view to ensuring the TR is the definitive document and information source that describes the scheme. All this is contained in the attached CR which proposes the changes that already were discussed at the conference call. SA3 is kindly asked to consider this input for further development of the document.
SECAG was tasked by SA3 to update clauses 4.3, 6, and 7.2.1. SECAG did that and modified the text directly in the most recent version of TR 33.916. 
In addition, SECAG replaced several terms in the entire document to be consistent with the usage of terminology through the document and with GSMA documents.
SECAG furthermore took the liberty to make minor changes to other clauses and to comment some of the clauses by proposing further modification for the sake of improving readability of the text.

3. SCAS Development
SECAG noted that the SCASs are now stable and adequate to support a pilot. SECAG has reviewed these in detail but does not have any further comments. This is due to the fact that the organisations that created the SCAS documents are also the active participants in SECAG. As a consequence, the organisations already addressed their requested changes directly to SA3.
Anyway, SECAG thanks SA3 for having given SECAG the opportunity to comment on the SCAS documents.
SECAG would be grateful if SA3 was open for further changes in the course of this year when the Pilot will be conducted. During that time any stakeholder may experience the need to change or add requirements. In order to allow the feedback from the pilot to be addressed by the SCAS documents, SECAG asks SA3 to be ready for receiving input until approximately March 2017 through communication either directly as CR by an SA3 member organisation or through GSMA.
SECAG will inform SA3 on the Pilot and the specifications issued by SECAG by separate LS.

4. Action for 3GPP SA3
SECAG kindly asks SA3 to consider the changes proposed in the attached document for further TR 33.916 development. In particular, SA3 should:
· Accept the modified text for the next 33.916 update,
· Check the comments in the clauses other than 4.3, 6, and 7.2.1 and consider rewriting, as proposed. 
SA3 is further asked to be ready for receiving input/changes to the SCAS documents during the course of the Pilot which is scheduled to conclude end of March 2017.

5. Next SECAG Meeting
SECAG#15	23 May 2016, face-to-face
SECAG#16	23 June 2016, conference call

6. Contact
In case of further questions and/or feedback to the attached document, these can be directed to James Moran, Head of Security, GSMA.
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