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Abstract of the contribution: address the problem that the storage of KASME in unattended NB-IoT MEs may lead to leaking of EPS keys.
Introduction 
[bookmark: OLE_LINK12][bookmark: OLE_LINK13]Some NB-IoT devices may be static, infrequent and unattended. The leaking risks of EPS keys may be increasing if KASME is stored in unattended MEs.
	Discussion
NB-IoT MEs are usually unattended, attackers may have more chances to access ME to retrieve KASME . The knowledge of KASME and associated values allows the attacker to compute AS and NAS keys derived from KASME [1]. 
[bookmark: OLE_LINK11]If KASME is stored in USIM, it will be deleted immediately from ME after computing KNASenc, KNASint and KeNB. Thus duration that KASME is resided in ME is much shorter in comparison with that KASME is stored in ME until next AKA. This makes attackers have more difficulties to access KASME.
	Conclusion
It is proposed that KASME should be stored in USIM rather than in unattended NB-IoT ME.
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