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1. Introduction
This document contains information about the TSG SA#71 outcome on SA3 submissions and information on SA as well as RAN discussions on issues relevant to SA3 activity.
The SA#71 documents and report can be found at the following URL: 
http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_71/
The RAN#71 documents and report can be found at the following URL 

http://www.3gpp.org/ftp/tsg_ran/TSG_RAN/TSGR_71/
The SA3 status report to SA #71 (SP-160041) is attached.
2. SA #71 Outcome of SA3 and SA3-LI Submissions

All SA3 and SA3-LI documents were approved including the WID SP-160203 on “New GPRS algorithms for EASE” submitted by Vodafone. Information regarding some of the documents are given below:
· “New Study on Architecture and Security for Next Generation System” SID was approved as SP-160227 with acronyms FS_NextGen (SA2), FS_NSA (SA3) and UID 700017 (SA2), 710045 (SA3).

· Note regarding MAC address randomization was removed from the LWA CR 0568 to TS 33.401, the approved CR is available as SP-160197.
· IOPS CR to TS 33.401 was approved as SP-160198.
Request for SA3-LI support for MCC in LS SP-160014 will be forwarded to PCG.

Note: CR number was in-correct in some of the TDocs. Delegates are requested to re-confirm the CR number in 3GU and on the cover sheet before document submission.
3. Dependencies and Related

Below is a list of items that could be relevant to SA3 activity:

· V2V/V2X and NB-IoT related decisions in RAN as given in RAN report SP-160206.
· SP-160118 “TR 22.891: Study on New Services and Markets Technology Enablers” was approved. While other SMARTER related TRs were sent for information; see SP-160119 - SP-160122.

· SP-160213 is a LS from RAN regarding security requirements.
4. Approved WIDs and SIDs with Security Aspects
This is a list of WIDs / SIDs that either indicates or could have security implications and thus future SA3 activity might be expected.

· SP-160115 SA1 WID on Enhancement to FMSS.

· SP-160231 SA1 WID on Remote UE access via relay UE.
· SP-160171 SA2 SID on Feasibility Study on architecture enhancements for Isolated E-UTRAN Operation for Public Safety in Limited Backhaul scenario.
· SP-160196 SA2 WID on New work item on Non-IP for Cellular Internet of Things for 2G/3G-GPRS (NonIP_GPRS).
· SP-160225 SA2 SID on System Architecture Enhancements to eMBMS for TV Video Service.
· SP-160201 SA6 SID on MBMS usage for mission critical communication services.
· RP-160540 RAN2/3 WID on Signalling reduction to enable light connection for LTE.
· RP-160600 RAN2 WID on Enhanced LWA.
· RP-160636 RAN2/3/4 SID on Further mobility enhancements in LTE.
· RP-160677 RAN2/1 SID on Further Enhancements to LTE Device to Device, UE to Network Relays for IoT and Wearables.[image: image1.jpg]Y





