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This contribution provides a brief summary of the progress in TCG Mobile Platform (MPWG) Trusted Mobility Solutions (TMS) WG as of January 25, 2015.
1. Mobile Platform (MPWG)
MPWG made available Multiple Stakeholder Model (MSM) document. It is presented as draft in public review through 15 February 2016:

http://www.trustedcomputinggroup.org/files/resource_files/B1659BFF-1A4B-B294-D0260AC720D305B4/Multiple-Stakeholder-Model-v3r36-reference%20document_public%20review.pdf
The Multiple Stakeholder Model (MSM) is an informative reference document that describes use cases, recommended capabilities, and various implementation alternatives for multiple stakeholders to coexist safely on a mobile platform. 
This document includes guidance on how to leverage Trusted Computing Group (TCG) specifications to realize each alternative. This guidance is applicable to all mobile devices (smartphones, feature phones, basic phones, etc.) and may be useful for other computing devices. The target audience for this document includes designers, developers, and implementers of Trusted Computing technologies in mobile platforms.
In particular, this document emphasizes the role of the Trusted Platform Module (TPM), the Mobile Common Profile, and the Mobile Reference Architecture specifications to support these capabilities for multiple stakeholders. The goal of the MSM is to provide trusted services, for example, TPM and Trusted Network Communications (TNC), in a secure and efficient manner to all interested stakeholders (both local and remote) for a given mobile device.
This document is coherent with the TPM 2.0 Mobile Reference Architecture, available at the following link:
http://www.trustedcomputinggroup.org/resources/tpm_20_mobile_reference_architecture_specification. 
TPM 2.0 Mobile Common Profile can be accessed here:
http://www.trustedcomputinggroup.org/resources/tcg_tpm_20_mobile_common_profile
2.  Trusted Mobility Solutions (TMS)
Current Work Items

· TMS Use Cases v2 - Enterprise, Financial, NFV

· Expand TMS UC v1 (BYOD) to all Enterprise mobiles (BYOD/CYOD/COPE)

· Add Financial (mobile banking/payments) – collaboration w/ Mobey Forum

· Add Network Functions Virtualization – collaboration w/ ETSI NFV ISG

· Schedule – Q1 2016 – Draft submitted for TCG Board review

· TMS Presentations – Technology Talks and Demos

· Demos of mobile devices and enterprise networks w/ TCG technologies

· Talks on ETSI, OMA, Mobey Forum, US NIAP profiles, US NIST specs, operating systems, device management, hardware architecture, network functions virtualization, etc.

Collaboration with other SDOs – formal liaisons or informal liaisons (via TMS WG members)

· Global Platform – formal – TEE Protected Environment

· Mobey Forum – formal – Biometrics & Security

· ETSI – formal – NFV, Lawful Intercept, Cybersecurity, Net Tech

· Open Mobile Alliance – formal – Device Management

· Small Cell Forum – informal – via TMS WG members

· IEEE-ISTO PWG – informal – via TMS WG members

· IETF SACM & TLS – informal – via TMS WG members 

· Linux Foundation – informal – via TMS WG members 

· US NIAP – informal – Common Criteria profiles

· US NIST – informal – security standards

· ITU – MoU is being reviewed by the TCG Board of Directors

3. Meetings
TCG Members Meeting, February 22-26, 2016 in San Francisco
MPWG meets every Tuesday and Thursday at 12-13 ET

TMS WG meets every Monday and Friday at 10-11 ET

4. Conclusion

It is proposed to add the contents of this contribution in the Section 6.7 (Reports and Liaisons from other Groups – TCG) of SA3#82 meeting report
