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Abstract of the contribution: This contribution proposes text for TR 33.879 on the Inter/Intra domain protection for MCPTT service.
1. Introduction

This contribution proposes to use NDS/IP for Inter/Intra domain protection for MCPTT service. 
2. pCR
***************First Change****************
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***************Second Change****************

7.X Solution #X: Inter/Intra domain protection for MCPTT service
For all interfaces between network elements between the trusted domains or within the trusted domain, NDS/IP as specified in TS 33.210 [zz] is used to secure signalling messages. TS 33.310 [xx] is applied regarding the use of certificates with the security mechanisms of TS 33.210 [zz]. SEG may be used in each trusted domain to terminate the IPsec tunnel. 
For the case of an interface between two network elements in the same trusted domain, TS 33.210 [zz] does not mandate the protection of the interface by means of IPsec. It is up to the domain administrator’s policy to protect interfaces within the same trusted domain. 
NOTE: In general, MCPTT domain should trust SIP core, as SIP core is the signaling plane for the MCPTT service.
***************End of Changes****************

3. Conclusion
SA3 is kindly requested to agree the pCR (section 2) for TR 33.879
