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	1) UE connectivity over WLAN AP is secured using a per UE secondary key derived from KeNB.
· Following are the current agreements: It is possible to secure the LTE-WiFi aggregation using 2C and 3C Dual connectivity architecture without WLAN-specific CN nodes and CN interfaces and without impacting 802.11i specifications.

· WLAN AP security need to be enabled and will not be skipped when the AP is used for LTE-WLAN aggregation.

· WLAN AP security will be using a specific key S-KAP derived by the eNB based on the Dual connectivity key derivation scheme.
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*****************************************Start of change*****************************************
Annex X (Normative)
LTE - WLAN aggregation

X.1
Introduction

Editor's Note: This clause is intended to capture introduction to LTE- WLAN aggregation.

X.2
      LTE-WLAN aggregation architecture
Editor's Note: This clause is intended to capture security procedures for LTE- WLAN aggregation without CN connectivity from WLAN.
X.2.1
Protection of the Xw reference point

X.2.2
Addition and modification of DRB in WLAN termination
X.2.3

Activation of WLAN termination security
X.2.4
Derivation of keys for the DRBs in the WLAN termination
X.2.4.1
WLAN aggregation counter maintenance

X.2.4.2 
Security key derivation
X.2.5
Security key update
X.2.5.1 Secuirty key update triggers

X.2.5.2 Security key update procedures
X.2.6
Handover procedures

X.2.7
Periodic local authentication procedure

Editor’s Note:  The MeNB terminates the PDCP for control plane and user plane. Hence, it only needs to be clarified that the periodic local authentication procedure can be performed between UE and eNB as described in clause 7.5 also for the case the PDCP packets are received via WiFi. 
X.2.8
WLAN radio link failure recovery

X.2.9
Avoiding key reuse over the WiFi radio link
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