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Abstract of the contribution:

Discussion:
Under the headline of Section 6 is the following Editor’s Note given:

Editor’s Note: It is FFS whether the potential security requirements identified for IOPS deviate from existing EPC security requirements.

This Editor’s Note refers to a similar issue as addressed by another Editor’s Note in Section 6.2.:

Editor’s Note: In macro EPC no requirement for security of user plane between two core network entities is given, except of S1-U between eNB and SGW. Due to exposed nature of IOPS elements it is FFS if this is needed for IOPS.

We believe that the second Editor’s Note cited here is addressing the issue of the first one already and therefore propose to delete the first one. If there would be a deviation of the existing EPC requirements, it would mean to have stronger requirements due to the exposed nature of IOPS, which is then addressed in the second Editor’s Note.
Further, it is proposed the change the first Editor’s Note 

Editor’s note: This clause will contain the key issues that need to be addressed by SA3. Specifically it will identify the threats to the assets in the system and identify the security requirements to ensure those assets are protected from the identified threats.

in introductionary text to the section.

SA3 is kindly asked to accept the proposed changes.
******START OF CHANGE 
6
Security analysis of IOPS
The section addresses key issues in which threats to the assets in an IOPS system have been identified. Security requirements to ensure those assets are protected from the identified threats are derived. 


Editor’s Note: Requirement to be separated into network only related requirements and UE to network related requirements.
******END OF CHANGE 
