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Abstract of the contribution: This contribution aims to solve the third editor’s note in clause 6.3.2.2 of 3GPP TR 33.872
1. Introduction
This contribution aims to solve the following Editor’s Note in clause 6.3.2 .2 of 3GPP TR 33.872.
Editor’s Note: Applicability of this solution in IMS_WebRTC registration scenario 1 is ffs
2. Analysis 

The solution in clause 6.3.2 describes a way to authenticate TURN clients (WIC) using OAuth access tokens whereas IMS_WebRTC registration scenario 1 describes the use of IMS credentials to authenticate the WIC during registration. 
At the outset it does seem like the OAuth access token based solution described in clause 6.3.2 would be more applicable with IMS_WebRTC registration scenarios 2 and 3 which also uses access tokens to authenticate the WIC. 
But OAuth access token based solution for TURN can also co-exist together with IMS_WebRTC registration scenario 1, especially SIP Digest based approach where WWSF would authenticate the WIC before providing IMS credentials to it for registration purposes. In such a scenario, user is first authenticated by the WWSF before WAF provides an access token for WIC for TURN authentication. This kind of deployment requires WAF to be present in the network for scenario 1, which though may not be practical most of the time.

 In summary, it is a deployment choice to be made by the operator on how user authentication is accomplished for TURN authentication. Using OAuth access tokens for TURN is a more practical option for scenarios 2 and 3 where WAF alreadyexists in the network.
Conclusion:

 The Editor’s Note is removed based on the explanation provided above. Instead, a NOTE is added to section 6.3.2 with the recommendation that access token is more applicable in scenarios 2 and 3 that already use WAF to generate access tokens to authenticate the WIC.
3. Conclusion
We kindly ask SA3 to agree with the above conclusion and approve corresponding pCR contribution S3-151165.
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