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1. Overall Description:

CT6 thanks ETSI SCP TEC for the LS on UICC Access Optimizations.
CT6 has discussed how such a mechanism would impact 3GPP specifications and has determined that there are four classes of EFs on a 3GPP UICC that could benefit from this mechanism:

· EFs that are not PIN protected: 3GPP has defined several EFs that are not PIN protected and many of those are record based and can potentially contain a large number of records. All these files would benefit from such a mechanism without any security concern.

· EFs that are PIN protected, but do not have sensitive data: there is a certain number of EFs that are PIN1 protected, but in a normal deployment their content may not be considered confidential because it is the same for all the USIMs of a certain group/operator. It would be desirable for an operator to control the presence of the Update Counter.
· EFs that are PIN protected, but controlled by the terminal: the USIM contains several EFs that are updated by the terminal to better support cases where UICC is moved from one terminal to another. Some of these EFs don’t necessarily contain sensitive data and their content might even be duplicated already on the terminal.

· EFs that are PIN protected, but controlled by the user: a UICC can contain a lot of EFs with data that belongs to the user and not to the operator (for example, phonebook or SMS). The analysis of the risk versus the benefit varies greatly for each market. For example, phonebook on the UICC is not used on some markets, while other operators deploy UICC cards with very large phonebooks. For this reason, there is not one rule that fits all situations and CT6 thinks that operators should take the decision, once the mechanism is available.

Moreover, CT6 notices that each new Release introduces new EFs in the USIM and so a mechanism to improve file access is welcome to avoid longer delays in the initialization with each subsequent release.

CT6 also discussed the advantage of having a standardized way to access the Update Counter of the EFs, as a way to easily find issues that might lead to UICC wear out, as it happened in the past.
CT6 agrees with the text in the proposed CR indicating that the list of eligible EFs is application dependent: CT6 would further assess the opportunity to have such a mechanism for each file defined in 3GPP Technical Specifications, based on its content, its size and its access conditions.

A few enhancements that might be considered in the text were also discussed:

· indicate more clearly how the Update Counter would be used by the terminal, so that consistent implementations are made

· add indication that terminal shall store content of EFs in "secure storage that is not accessible to the user"

· add requirement for the terminal to delete stored content for a given EF when SELECT is returned with a mismatching Update Counter
For these reasons, 3GPP CT6 would like to indicate that the proposed solution could be adopted to provide an improvement of file access performances.
2. Actions:

To ETSI SCP TEC.

ACTION: 
CT6 kindly asks ETSI SCP TEC to take the above information into account.
3. Date of Next TSG-CT WG1 Meetings:
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