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Abstract of the contribution: This contribution provides comments on the proposed merge of S3-142089 and S3-142227- Requirements for protecting sensitive functions
1 Introduction
This contribution provides comments on the proposed merge of S3-142089 and S3-142227- Requirements for protecting sensitive functions 

2 Analysis
The merge of S3-142089 and S3-142227 (into S3-142228) proposes that instead of using the term ‘personal privacy related’ the term ‘sensitive is used. ALU believes this makes sense. But TR33.806 already has threats and requirements that deal with sensitive data. i.e Threat T2 and Requirement R2 – “Sensitive information storage security”. Contribution S3-142149 also provides an update to this requirement to be considered in SA#76. ALU believes that requirement Rx-1 in clause 6.14 below already exist in TR33.806 or in S3-142149. Rx-2 below in its current form doesn’t make sense and cannot be implemented.  
3 Proposal
It is proposed that the content of 6.14 be deleted from TR33.806.
***********************************Start the First Change****************************************
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*********************************End of the First change****************************************

�Its not clear what threat this req is meant to mitigate? Isn’t the threat related to unauthorised access to sensitive/private data. Requirements R2 in clause 6.4 may already cover this.


�The requirement doesn’t make sense. What is supposed to be developed to comply with this req?





