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Introduction

This contribution is a working document to find a suitable phrasing for the LS to SA5 on UICC based charging, which SA5 should take into their account in their work. Two key issues needed to be catched:

· Source of charging data might be compromised and make the data itself unreliable.

· Public safety terminals might be specially secured, then the previous bullet needs reconsideration.

Text Proposal

Sentence 1:

While out of coverage, storage of charging-related data in the UICC provides better security benefits than being stored in the storage of the ME. However, if the terminal is compromised then false reporting charging related data may be reported to the UICCif ProSe charging uses data provided by the ME, regardless whether ProSe charging is computed in the UICC or ME.
Sentence 2:

Since the public safety ProSe enabled terminal is used for public safety it may have special security features that are out of the scope of 3GPP, which may make a compromise less likely than for commercial UEs but should not be considered as tamper resistant as the UICC.
SA3 would like to request information about the intended charging model. 
