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1, Introduction

This document solves one editor’s note in solution #6.2 in the ProSe security TR.
 It is proposed to delete the following editor’s note in section 6.1.2.5 of the ProSe security TR.

Editor’s note: For AKA solution, since for each authentication request a request to the HLR will be made, load on HSS is ffs
2, Discussion

For simplicity, we denote the AKA-based solution for PC3 interface by prose AKA-based solution.
For prose AKA-based solution, A UE needs to register with the network to receive the configuration data. Also, it assumes there is only one logical ProSe Function in each PLMN that supports Proximity Services in TS 23.303. Thus for AKA-based solution, it needs a request to the HLR for each authentication request.
For the GBA-based solution, the ProSe Function plays the NAF role. Moreover, it assumes there is only one logical ProSe Function in each PLMN that supports Proximity Services in TS 23.303, so a bootstrapping AKA procedure will happen anyhow for each authentication request. 
Therefore, both solutions need a request to HLR for each authentication request. 
The above issue is common for both prose AKA-based solution and GBA-based solution.
3, PCR

It is suggested that the following changes are agreed by SA3:
*****************Change 1 Begins********************

6.1.2.5
Solution Analysis 
Editor's note: For AKA solution, the impact of synchronization errors between UICC and HSS is FFS


Editor's note: For AKA solution, how will roaming be done, when the ProSe server is residing in another operator network, is FFS

The benefits of this solution are analyzed as the following:

1. No extra network entity is required for the AKA-based solution

Editor's note: For AKA solution, the security risks by adding an additional interface to HLR/HSS are FFS.

As shown in the Fig. 6.1.2.5-1, on the network side, for the AKA-based solution, the key distribution is from the HSS to the ProSe Function utilizing the PC4a interface, but for the GBA-based solution, the BSF is needed for the purpose of the key distribution. 

*****************Change 1 Ends********************

























































































































































































































































































































































































































































































































































































































































































































































































































