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1. Introduction
This document contains information about the TSG SA#64 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA#64 documents can be found at: 
http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_64/Docs/
The draft SA #64 meeting report can be found at:
http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_64/Report/
The SA3 status report to SA #64 (SP-140298) is attached. 

2. SA #64 Outcome on SA3 Submissions

All CRs were approved without modification. We are requested to have descriptive CR title that is related to the content.
SA3 TR 33.888 and TS 33.303 were approved while TR 33.871 and 33.833, sent for information, were noted. We are requested to send TR 33.833 to the next SA#65 for approval.
3. SA #62 Outcome on SA3-LI Submissions

All CRs were approved without modification. 
The revised WID proposal on “Lawful Interception Rel-13” was approved in SP-140400 where the WID is marked as feature under section 2.0. SA3-LI is requested to add MCPTT to the list of items in the justification section and send the modified WID for approval in SA#65 – Action for SA3-LI.
4. Maintenance of I-WLAN

Our proposed way forward is similar to the proposal from other groups. After deliberation, SA#64 agreed on sending LS to all WGs, see SP-140397. The LS informs working groups that I-WLAN specifications will not be maintained from Rel.-12 onwards and that each working group should evaluate which part of the specification should be maintained.
5. MCPTT

Mission Critical Push To Talk (MCPTT) related discussion took place in the plenary to find the way forward regarding standardization in different SDOs. SA1 is already working on requirements for MCPTT. As way forward, SA2 was asked to provide high-level architecture(s) for MCPTT in their July meeting based on which next step will be decided in SA#65.
6. NFV

Company proposals on way forward regarding NFV standardization was presented in the plenary. Finally it was agreed that input regarding NFV related input could be brought in SA2 under TEI13 Work Item.
7. Approved WIDs with Security Aspects
SP-140 386 New SA WG1WID on Proximity-based Services Maintenance (ProSeM) proposes to take remaining ProSe requirements in Rel-13.
SP-140228 New SA WG1WID on Service Requirements Maintenance for Group Communication System Enablers for LTE (SRM_GCSE_LTE) proposes to take remaining ProSe requirements in Rel-13.
SP-140232 Updated SA WG1WID on Isolated E-UTRAN Operation for Public Safety (IOPS): SA1 plans to develop a TS on the topic in Rel-13. SA3 would be expected to work on security aspects. Specific objectives related to security are: 
· Secure admission of Public Safety UEs to an Isolated E-UTRAN.

· Secure operation for Public Safety UEs in an Isolated E-UTRAN.
SP-140235 New SA WG1WID on Co-ordinated P-GW change for SIPTO (CSIPTO: The objective says that “The security of the network shall not be compromised by the introduction of such feature.”
SP-140402 New SA WG1WID on Study on Enhancements to User Location Reporting Support (FS_eULRS. The WID says that Location information needs to be provided in a secure and reliable manner. 
SP-140246 New SA WG1WID on Study on Control of Applications when Third party Servers encounter difficulties (FS_CATS). The WID says that Potentially need to check security aspects when issues occur with third party servers controlling applications in UEs.
SP-140276 SA WG2 Update to WID on Mission Critical Push to Talk over LTE (MCPTT). The WID says that Security aspects might be identified.
SP-140278 New SA WG2 WID on Dedicated Core Networks {Decor} SA WG2: Dedicated core is selected based on UE characteristics. The WID says that Security issues might arise.
SP-140296 New SA WG 2 WID on Extended Proximity-based Services {ProSe_Ext} regarding ProSe features not taken care of in Rel-12 thus security for these features would be expected.
SP-140286 Updated SA WG2 WID on Enhancements to WEBRTC interoperability {eWebRTCi} with SA WG2 work not completed in Rel-12 as well as other enhancements are considered. The WID says Support for end to end WebRTC security, subject to regulatory constraints, that avoids conversion between WebRTC and IMS security protocols. 
SP-140350 New GERAN SI on Cellular System Support for Ultra Low Complexity and Low Throughput Internet of Things. The study item says Outputs of the study may need to be reviewed by SA WG 3.
8. Release Planning and Other Aspects
Rel.-13 Stage 1 freeze date is confirmed to be September 2014 (see SP-140357).

SA#64 approved closure of Rel.-3 and 4 thus specs from these release cannot be modified.
