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1 Introduction
This is the approved version of the draft TR33.916. Attached are change marked and clean version of the TR. Open issues are the following:
2 List of Editor’s notes in TR33.916
3
Definitions and abbreviations
Editor's note: This section will initially contain the term definitions and abbreviations for SECAM. They will be derived from those relevant for "Methodology 2" contained in TR 33.805.
4
Overview

Editor’s Note: Terminology needs to be fixed, the fixed terminology then needs to be applied throughout the document.
4.2 Scope of SECAM evaluation

Editor’s Note: SECAM evaluation comprises Development Process Evaluation and Network Product Evaluation 
4.4 Ultimate Output of SECAM Evaluation

Editor’s Note: What is the difference between SECAM process and SECAM Evaluation? SECAM process could be renamed to SECAM Assurance Scheme” - includes SECAM Evaluation (= Development Evaluation + Network Product Evaluation) and also the Accreditation. What does the title refer to: SECAM evaluation or the SECAM Assurance Scheme or something in between?

Editor’s Note: if the certificate for accreditation is included, this is different from SECAM evaluation as used above. Maybe these two bullets together are referring to the whole scheme

4.5
Security assurance process

Editor’s Note: this would be the network product evaluation process according to figure 4.5.2.1-1 unless we need to define the process including operator security acceptance decision
4.6.1 SECAM Roles Overview

Editor’s Note: this section is mixing roles and instantiation of roles.

Editor’s Note: missing: evaluator doing network product evaluation

Editor’s Note: refer to processes in new terminology

4.8
SECAM Assurance level

Editor’s Note:
Many notions depend on the result of threat analysis on the considered network product classes. 
In particular, the difference between tests that are considered to be part of security compliance testing or part of vulnerability testing is left for the normative phase. The details on the type of documentation that should be provided to vulnerability testers, in cases of white box testing, depends on the attacker model and is also left for the normative phase.

5.2.2
Security Problem Definition (SPD)

Editor’s note (* linked to Editor’s note in 5.2.3): It is ffs whether the assumptions on the Operational Environment are part of the Security Problem Definition or whether they are part of Security Requirements. (i.e. next bullet point)

5.2.3.1
Introduction

Editor’s note (* linked to Editor’s note in 5.2.2): It is ffs whether the assumptions on the Operational Environment are part of the Security Problem Definition or whether they are part of Security Requirements(i.e. next bullet point).
5.2.3.3
Handling of security requirements 

Editor's note It is ffs whether it would useful to introduce in an SCAS the concept of conditional requirements. If a function that is optional for a given network product class is present, then security requirements, made conditional on the presence of this function, will apply, otherwise not. 

7.2.2.2.1.2
TOE

Editor's note: If SA3 decides to introduce in an SCAS the concept of conditional requirements the formulation in the above bullet will have to be adapted to ‘all APPLICABLE requirements' or similar

7.2.2.2.1.4
GSF/TSF adaptation for special circumstances

Editor's note: This section shall describe how to deal with cases where a Network Product needs to adapt the GSF described in an SCAS to its own circumstances. This could e.g. happen when the Network Product only partially implements a so far foreseen Network Product Class. In such cases where, where there is no fully fitting existing SCAS for a SECAM evaluation but only close matches the derivation of the TSF in the instantiated SCAS from the GSF in the SCAS might need some special adaptation.

Editor's note: Also this section will describe the solution for cases, where the existing SCAS by mistake has flaws which are discovered during, but cannot be resolved in time by 3GPP for, an ongoing SECAM evaluation. The possibility for GSF/TSF adaptation shall also avoid that SCAS creation and Network Product Class scoping gets too complex and spawns a multitude of parallel versions with very small differences.

7.2.2.2.1.5
Exclusion of components

Editor's note: Whether SECAM recognizes the results of other evaluation (for example FIPS) and requires re-testing is FFS 

7.2.2.2.4
Information needed to execute the required tests for SCT, BVT and EVA activities

Editor's note: The definition of "representative" is FFS.

Editor's note: The relation between the "Test Methodology and skill requirements "document and the bullet above has to be clarified.

7.2.2.3
Process

Editor's Note: it shall be decided which information can or cannot be modified without a new assessment and approval from all, SCT, BVT and EVA testers. The goal is to have an early validation from SCAS instantiation from all testers to avoid that compliance tests or basic vulnerability testing are nullified and must be redone before the Enhanced Vulnerability Analysis.

7.2.5.2
Outputs
Editor note: It is FFS which ones of these elements should be archived in tester premises (for confidentiality reasons); included in the evaluation report; included in the instantiated SCAS.
7.2.5.3
Activities

Editor's note: Clarification on what "Attack path" means, in which document this will be defined and by which entity (SA3 or SECAM Accreditation Body) is needed. This will be subject of a dedicated future Study Item on EVA.

7.3
Self-declaration

Editor's note: Further details could be provided.
Annex B:
Summary of actors involved in SECAM
Editor's note: Insert a cross-reference to the section derived from TR 33.805's 5.2.4.4 detailing the exected output documents for SCT.

Editor's note: Insert a cross-reference to the section derived from TR 33.805's 5.2.4.4 detailing the exected output documents for BVT.

Editor's note: Insert a cross-reference to the section derived from TR 33.805's 5.2.4.5.2 (note that it is by mistake "5.3.4.4.2" in version 12.0.0) detailing the exected output documents for BVT.

