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Abstract of the contribution:
One solution is missing in the general section of the solution section. Missing text added.
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7.0
General

The proposed solutions can be based in groups based on how they securely transfer - from the CBE to the UE - the public key that is needed for the signature verification of warning messages.

· Solution 3 and 5 use NAS for secure transfer, where solution 5 suggests a special mechanism for using NAS over GERAN. 

· Solution 4 uses GBA for secure transfer, where NAS based transport is one of several options.

· Solution 6 and 7 use certificate-based approach for secure transfer. 

· Solution 7 discusses general aspects while solution 6 discusses specific aspects of an implicit certificate- based approach. 

· Solution 8 uses UICC OTA for secure transfer to the UICC.
· Solution 9 uses a non-certificate based approach for secure transfer.
















































