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Abstract of the contribution: This contribution contains a proposed key issue on security between network entities for ProSe
Proposal 

It is proposed that SA3agree the inclusion of the below pCR in the TR.
Proposed pCR

5.X.Y
Key Issue #X.Y: Data communication security between ProSe network entities
5.X.Y.1
Key issue details

ProSe network entities will be required to communicate with eachother. 
5.X.Y.2
Security threats 

There are several threats to the communication between ProSe netwok entities including forged or replayed messages and eavesdropping on the contents of the messages.
5.X.Y.3
Security requirements

The ProSe network entities shall be able to authenticate the source of the received data communications.
The transmission of data between ProSe network entities shall be integrity protected. 

The transmission of data between ProSe network entities shall be confidentiality protected. 

The transmission of data between ProSe network entities shall be protected from replays.

Note: The requirements of this clause do not apply to ProSe UEs and ProSe UE-to-Network Relays.
