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1. Introduction
This P-CR discuss the firewall traversal issue for WebRTC signalling and media.
2. pCR
===========================Begin of Change============================
6.3
Other security aspects

Editor’s Note: If needed, this clause contains study of other security aspects such as privacy, NAT/firewall traversal, control plane security aspects, etc.
6.3.1 Firewall traversal
A Web RTC client may face the same firewall traversal scenario where a restrictive firewall blocks UDP and only allow TLS/443 (HTTPS) and TCP/80 (HTTP) to pass, as described in TR 33.830.   For signalling, because WIC always sends signalling over secure WebSocket, a restrictive firewall will not block signalling messages and there is no need for a firewall traversal solution.  However, a restrictive firewall will block WebRTC media if WIC sends media over UDP or over TCP but not on port 80 or 443.  Therefore a firewall traversal solution is needed for WebRTC media.

Editor’s note: firewall traversal including HTTP proxy case for WebRTC media is ffs.
============================End of Change============================
