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Abstract of the contribution: 
1. Introduction

This contribution discusses another way to list the threats, and proposes some specific security threats for the security assurance study.

For threats study, one way is to include the security threats/attacks based on ITU-T X.800 model which covers all aspects of the threats. The other way is to analyze security threats/attacks per node per interface.

The X.800 way can include complete dimensions of the vulnerabilities, but this way is not specific, which will lead to hard work of generating security assurance methodology and requirements.. 

The threats analysis per node and per interface of LTE can show the specific security threats, and generate security requirement easily. 

So we added the specific threats/attacks analysis in this way around of the sample nodes eNB and SGSN/MME. 

2. pCR

4.3 Threat and attacker model for the Security Assurance Study


Editor’s Note: This subsection will give an overview of the attacker model to be addressed by this study.  It will also describe threat analysis frameworks available, if needed for this phase of the study, or classify threats to help SA3 in identifying which SAS modules should be specified by SA3.
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