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1. Overall Description:

SA3 thanks SA3-LI for their LS SA3LI09_114r1/S3-092152 on IMS Media Security Lawful Interception issues. SA3 have reviewed the LS and would like to provide the following feedback to SA3-LI.
SA3 have discussed the concept of periodic re-keying of sessions in order to support the requirement for mid-session interception activation. SA3 confirm that a re-keying solution is preferable to SA3 compared to the requirement to store all keys and ROCs for all communications to support this scenario. However, SA3 were not able to identify a suitable mechanism during SA3#57, although possible solutions such a UICC/ISIM controlled timer were discussed.
On the issue of the requirement to provide a mechanism for immediate re-keying for scenarios such as life at risk, SA3 were unable to identify an existing mechanism or signalling which can support this requirement. SA3 will give further consideration to this issue at future SA3 meetings and advise SA3-LI accordingly. 
With regard to action 2 in the SA3-LI LS concerning guidance on appropriate mechanism to protect keying material stored or handled outside of the Media Security solution architecture, SA3 have noted this requirement and will provide a further LS on this issue from future SA3 meetings.
2. Actions:

To SA3-LI Group
ACTION: SA3 kindly asks SA3-LI to take the above information into account when progressing SA3-LI work on IMS Media Security Lawful Interception solutions.
3. Date of Next SA3 Meetings:

SA3#58


1 - 5 Feb 10 

TBD
SA3#59


26 – 30 Apr 10

Lisbon, Portugal
