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*******First modified Clause 8.2*******

8.2 ICE and outbound

8.2.1 Feasibility

Figure 5 shows the adaptation of 3GPP ICE and Outbound reference model to NGN R2 reference model.
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Figure 5: Reference model for ICE and Outbound model 

The TE Outbound client function handles the Outbound STUN client functions for signalling traversal of NAT devices.
The TE ICE function handles TE STUN client and Server functions, and allows the TE to discover, create, verify, and maintain media connectivity with the remote TE.
The STUN Server handle the STUN Server functions documented in [1] and [2]. The STUN Relay handles the TURN functions documented in [3]
The AF Outbound server function handles the Outbound STUN server functions for signalling traversal of NAT devices.
8.2.2 Applicability

ICE and Outbound meet the following requirements:
· Support the traversal of the following type of NATs: Endpoint Independent Mapping, Port Independent Mapping, Address and Port Dependent Mapping, and the following type of filtering behaviour: Endpoint Independent Filtering, Port Independent Filtering, Address and Port Dependent Filtering, between the TE and the IMS Core Network.

· Support both inbound and outbound requests to and from TEs through one or more NAT device(s):

· Support uni-directional and bi-directional RTP traffic: ICE establishes and maintain the media connectivity between the UE independantly of RTP transmission . It enable to receive unidirectional RTP traffic for every applications which generate unidiretional RTP traffic for a period of time (i.e. early media, push to talk, call on hold…).
· Support TCP connections initiated externally and internally: ICE [2] only defines UDP. However, extensibility is provided to allow for future transport protocols to be used with ICE, such as TCP.
· Support residential and corporate networks. 

· Support IP v4 and v6. ICE works with both IP v4 and v6.
· Support unicast. 

· Minimize SIP messages to maintain the NAT bindings. Outbound does not rely on SIP messages to maintain the NAT bindings.
· Support multiple TEs (on one or more devices) behind a single NAT. ICE and Outbound do not have dependency on the number of TEs behind a single NAT.
· Minimize additional session setup delay. ICE establishes the media connectivity between the UE independantly of RTP transmission. It avoid the media cut-through delay associated to TISPAN R1 media latching after the connection is established.
· Support the traversal for IMS and non IMS applications including IP-TV and PSTN/ISDN emulation. For non IMS applications, ICE avoids the implementation of an ALG inside the AF which controls the NAT in C-BGF through the SPDF. NAT traversal for Non IMS IPTV will be described in clause 9.
· Support SIP signalling encrypted with IPSEC. ICE and Outbound are independent of signalling encryption. Outbound enables the TE to know if the TE is located behind a NAT, and provides the public IP address and port number for SIP signalling received by P-CSCF. The support of outbound in the TE and in the P-CSCF simplifies the SIP signalling registration protocol when signalling is encrypted, and suppresses the need to transmit the first unprotected Register message and the corresponding response described in 33.203 [13]. It also avoids to define similar signalling extensions for non IMS signalling.
· 
· Take into account the scalability, complexity and compatibility with other relevant NGN requirements.
· Ability to avoid NAT  in C-BGF for the traversal of local NATs with Endpoint Independent Mapping, and Port Independent Mapping. Those NAT do not require a STUN Relay function C-BGF.
· Ability to force NAT in C-BGF for every sessions. P-CSCF suppresses all a=candidate attributes in the SDP, except the attribute which points to the C-BGF NAT. 

Editor’s note: the impact of this on the release 1 SPDF procedure should be studied.

Editor’s note: It should be ascertained that the P-CSCF does not require knowledge of network topology to perform this action
8.2.3 Limitations
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