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1. Introduction
The HSPA evolution activity is leading to a variety of system solutions, some of which have all radio related procedures terminating in the radio edge node—the so-called “Node B+”—which is seen as possibly bringing system performance enhancements.
2. Discussion
The aforementioned evolution direction creates new security-related requirements for the Node B+, so that an appropriate level of security can still be ensured—e.g., measures to prevent monitoring of user-plane traffic or signalling inside the security termination elements may need to be stronger at the edge of the network than they were in past UMTS releases, with security terminated in a higher node.  As one possible area of investigation, available secure platform solutions could be used in the Node B+, with associated costs that would require consideration. 
We suggest that SA3 should therefore begin studying the HSPA+ architectures to determine what security threats exist, what countermeasures are appropriate, and whether the solutions are properly in the scope of the 3GPP specifications (as opposed to matters of implementation).
3. Conclusion

Security termination would be a new requirement for a 3GPP edge node.  We propose that SA3 should start studying how this new security requirement could best be met in the 3GPP environment.
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