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1. Introduction 
SA3 #29 plenary has investigated under the work item Presence, the authentication of IMS-capable watcher by the presence server to request password from watcher, where password is issued by presentity to watcher. The security concern of the function is analysed in the attached Tdoc (S3-030400), which shows feasibility flaws in below:

· Password delivery is an open issue

· Password storage in watcher equipment may be problematic

· Password is weaker than IMS network security. In other words, if IMS authentication is broken, password request does not guarantee further secure

Moreover, it is questioned whether the requirement is needed at all to IMS watcher to be authenticated by password issued by presentity. SA3 bears the up-to-date understanding that IMS-capable watcher should be authenticated by security provided by IMS network, therefore the function mentioned above seems to be a new requirement.  

2. Actions

To SA1 and CN1: SA3 kindly asks SA1 and CN1 to evaluate the need and feasibility of the new requirement that IMS watcher should be authenticated by password.

To SA1, SA2 and CN1: SA3 kindly ask comments from groups in question, whether password is a feasible requirement and solution for  non-IMS watcher authentication

3. SA3 future meetings
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