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Attachments:
Latest versions of MBMS TS

Version 0.2.0 of the MBMS Security TS was presented at the Antwerp ad-hoc (S3z030028). This version included the changes proposed in SA3#29. Further updates to the TS were proposed at the ad-hoc. It was agreed that both sets of changes need to be confirmed by the whole of SA3 and changes proposed in the ad-hoc need to be clearly differentiated from those proposed at the SA3#29. To achieve this differentiation, version 0.2.0 has been attached to this contribution and needs to be reviewed as capturing the decisions made in SA3#29. Version 0.2.1 uses version 0.2.0 as its baseline and includes the changes proposed at the ad-hoc and editorial modifications.

The following changes are included in version 0.2.0:

· Added an Editor's note to capture the SA3 LS and the replies on double ciphering.
· Added the requirements from tdoc S3-030366 with some editorial modifications.

· Added some text to clauses 1, 4, 5.3 and 6.3 to capture the fact that many different protection methods may be needed depending on the type of application being transmitted. Re-arranged the requirements to put the ones relating to protection of content at the end, as this will enable moving the requirements more easily at a future date if necessary.

The following changes are included in version 0.2.1

· Deletion of editor’s note relating to decision about which network node generate MBMS key

· Addition of editor’s note capturing discussion of MIKEY

· Addition of editor’s note describing how SRTP could be linked to the proposed key management schemes

· Inclusion of some additional threats as proposed in S3z030007.

· Editorial modification of the security requirements numbering (not discussed at ad-hoc)


