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1. Scope and objectives

T groups, but T2 in particular have been lately looking into the security implications that several applications might have in terminals. These applications includes MExE, User Profiles, Device Management, Digital Rights Management, … and according to T2 the required security mechanisms implies the support for access control, privacy, PKI (certificate handling), etc… 

This is why these groups are talking about a so called “General Application Security Framework for Terminals”. The attached document includes a presentation to T2 where this concept is introduced and a way forward in order to accomplish this work is proposed.

The presentation of this concept at S3#20 is intended to be the starting point of discussions on this matter at S3. It should be also considered as the starting point of co-operation with T groups in order to agree on the best way to accomplish the related work.







3GPP


