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1. Overall Description:

SA1 thanks SA2 for their LS S2-011702r1 titled “LS on Usage of the Public User Identifier in the IMS” dated 29 June 2001.

SA1 has reviewed the scenarios described in the SA2 LS.  These scenarios were reviewed in conjunction with a separate discussion document (S1‑010668) that was submitted to SA1.  This discussion document has been attached to this response LS for informational purposes.

2. Responses to Questions:

The SA1 responses to the questions in the SA2 LS are given below:

Question #1: 
Which of the described scenarios should be supported in IMS Rel.5?

Response:
Scenario C with multiple profiles with one or more public user identifiers per profile is the scenario that should be supported by the IMS in Release 5.  

An example of Scenario C is a user with a business profile and personal profile with each profile having one or more public user identities.  See the attached discussion document S1‑010668 for additional information on this example.

Question #2: 
Is there a requirement that different Public Identifiers should enable different services for the subscriber?

Response: 
All public user identities that are associated with the same profile should have the same set of services.  Public user identities that are associated with a different profile could have a different set of services. 

An example is a user with both a personal and a business profile.  The user could have entertainment services such as games that are only available via the personal profile.  Also, the user could have business-related services such as VPN that are only available via the business profile.

3. Attachments:

S1-010805 [LS on Usage of the Public User Identifier in the IMS]

S1-010668 [Relationship of IMS Public User IDs to Subscriptions]
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Introduction


Regarding the services, which are assigned to an IMS subscription there is a need to identify the role of the Public User Identifier in more detail. Otherwise there is a risk of having some ambiguities in the meaning of this identifier.


Discussion


Currently TS23.228 describes the function of the Public User Identities in the following way (subsection 4.3.3.2)


-
Both telecom numbering and Internet naming schemes can be used to address users depending on the Public User identities that the users have. 


-
The public user identity/identities shall take the form of SIP URL (as defined in RFC2543 [12] and RFC2396 [13]) or E.164 numbers.


-
At least one Public User Identity shall be securely stored on the USIM (it shall not be possible for the UE to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the USIM.


-
Public User Identities are not authenticated by the network during registration. 


-
Public User Identities may be used to identify the user’s information within the HSS (for example during mobile terminated session set-up). 


This list is not exhaustive. One open issue is addressed in this LS regarding the service profile assignment:


1. Scenario A: Service Profiles assigned to each Public User Identifier
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Please note, the term “Service Profile” in this context does not only include the service relevant information, which can be assigned to an IMS subscription or a Public User Identity respectively. It also can be envisioned that other parts of the complete subscription profile could be Public ID dependent.


In this scenario a subscriber can assign different services to its Public User Identities. Furthermore it can be envisioned that for each Public User Identifier a different S-CSCF could be assigned. 


2. Scenario B: Service Profile assigned to the Private User Identifier
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In this scenario it can be envisioned, that all Public User Identities are assigned to the same Service Profile of the subscriber. They’re more or less synonyms for the same user profile. In this case it is sufficient to assign only one S-CSCF for all Public Identifiers belonging to the same Private Identifier.


3. Scenario C: Mixed solution of Scenario A and Scenario B
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Conclusion


The relationships presented above represent logic views, and the realisation of these are related to the implementation.  According the following question occurs:


1. Which of the described scenarios should be supported in IMS Rel.5 ?


2. 

3. Is there a requirement, that different Public Identifiers should enable different services for the subscriber?


Therefore SA2 is kindly asking SA1 to reply on these questions:
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INTRODUCTION


At the S2 Drafting Session in Dallas during the week of June 25th, there were discussions on the relationships between the public user IDs of IMS subscribers and their associated subscription profiles.  Even though I believe that S1 has discussed this topic in the past, the S1 documents did not provide sufficient guidance to S2.


An LS (S2-011702) is being issued by S2 with various proposal and questions on these relationships.  This contribution is the AWS commentary to this LS and these relationships.


USER VIEW


Today, users utilize their wireless devices for both business and personal purposes.  Frequently, another party such as the user’s employer pays the charges associated with business purposes.  When the detailed bill arrives at the end of the month, the user has to review this bill and allocate the device usage between business and personal usage.


Also under today environment, incoming personal calls can not be distinguished from incoming business calls.  Consequently, the user can not provide separate call handling instructions (e.g., call forwarding) for personal and business calls.  User originated calls can not be identified as either business calls or personal calls.


However, under the IMS environment, the user will be able to have multiple public user IDs.  Some of these public user IDs could be associated with business purposes and other public user IDs could be associated with personal usage.  Some of these public user IDs could be alias IDs for the same user profile.   


Separate user profiles would exist for the business and personal purposes.  These separate profiles could have separate and independent call handling instructions, alerting preferences, accounting information, unified messaging mailboxes, etc.  


The user profiles could be activated and deactivated separately. Activation of a specific user profile would automatically make all public user IDs associated with the activated profile available for incoming calls. Deactivation of a specific user profile would automatically make all public user IDs associated with the deactivated profile not available for incoming calls. Mobile device power-on or signaling registration events do not necessarily automatically activate all of the user’s profiles.


EXAMPLE


The following example should help clarify the above concepts. 


As a user of the existing wireless services and the future IMS services, I could have the following public user IDs:


· +1.206.790.7218


(My existing E.164 number for my business mobile phone)


· dewayne.sennett@attws.com
(My existing business email/URL address)


· dewayne@somenetwork.net
(A possible personal future email/URL address)


For calls initiated from the IMS compatible mobile device, I would indicate at call origination if this was a business call or a personal call so that the charges associated with this call could be applied to the correct account.


Incoming business calls to my mobile device could be directed to either my business E.164 number (e.g., +1.206.790.7218) or to my business URL address (e.g. dewayne.sennett@attws.com).  Incoming calls addressed to either of these public IDs would receive the same exact call handling as both of these public IDs are alias identifications to my user profile for business calls.


Incoming personal calls to my mobile device would be directed to my personal URL address (e.g., dewayne@somenetwork.net).  Since this incoming call is addressed to a different address then the business calls, these incoming personal calls could be distinguished from business calls.  Consequently, a completely separate user profile for personal calls could be applied.  


Based upon these separate user profiles the following capabilities would be available: 


· Business and personal calls charged to separate accounts


· Separate voice mail boxes for business and personal calls


· Different alerting for business and personal calls


· Different call forwarding handling


· Personal services (e.g., games) only associated with personal account


· Business services (e.g., VPN) only associated with business account


My business and personal profiles would be activated and deactivation independently. During some working hours, only the business profile would be activated to allow incoming business calls and any incoming personal calls would be diverted according to the instructions for “unavailable” in my user profile for personal services.  During commute time and possibly lunchtime, both the business and personal profiles would be activated to allow both business and personal calls.  During evenings, weekends, and holidays, only the personal profile would be activated to allow incoming personal calls and incoming business calls would be diverted according to the instructions for “unavailable” in my user profile for business services.  The activation and deactivation of my user profiles would be based upon my input from the mobile device (e.g., soft-keys) or based upon time of day based service.  A default user profile activation, which I would be able to configure, could be associated with the mobile power on event.


CONCLUSIONS


1. The above principles and examples are based logical views and not on any specific physical architecture.  Various physical implementations may be possible.


2. Scenario C of the LS S2-011702 should be the scenario endorsed by S1.  


3. The responses to the S2 questions should be based upon the concepts and examples described in this contribution.


4. The above concepts for the relationship between public user IDs and user profiles should be incorporated into the appropriate S1 documents.  (Which S1 TS documents?)



