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Protocol Architecture to support LCS in GPRS

1 Introduction

In Tdocs GAHL-000008, GAHL-000009, GAHL-000010, and GAHL-000013 various ideas for how to design the protocol architecture for LCS in GPRS should be done. This contribution further explores some possibilities for this architecture.
2 Issues with the Current Proposals

All the current proposals for suffer from some drawbacks. They are related to the fact that the SMLC is connected to the BSS. This means that the BSS has to communicate to two “upstream” entities instead of the one (SGSN) that the architecture was originally designed for.

2.1 Ciphering

One of those issues is the ciphering issue (as identified in GAHL-000009). In short, the problem is that in GPRS there is no ciphering on the BTS to MS interface, instead the ciphering is done end-to-end between the SGSN and the MS in the LLC layer. Therefore, for the current LCS architecture, a new ciphering method is needed somewhere along the link between the SMLC and the MS. With the SMLC connected to the BSS, this either impacts the SMLC new requiring the SMLC to support ciphering, or it impacts the PCU to support a new ciphering mechanism. Finally, whatever solution that may be found, there is an impact on the MS to support the new ciphering.

2.2 Ciphering Key Management

In the contribution GAHL-000009 it is suggested to use a new key, Kc(SGSN), for ciphering of LCS in GPRS.

The management of the Kc(SGSN) is not trivial. Consider the following cases:

· The Kc(AuC) might change during a GPRS attach session. The SGSN orders the MS to change Kc(AuC) (and implicitly Kc(SGSN)). The SMLC must also be informed about the new Kc(SGSN) via the SGSN-SMLC interface.

· Shall there be only one SMLC per PLMN? One SMLC per SGSN? One SMLC per BSS? If there are several SMLC per PLMN how shall "inter-SMLC-change be done", the new SMLC will not know the history of number of sent and received LLC-frames between MS and old-SMLC. The input vector to the algorithm is dependent of previous number of sent/received LLC frames. In other words a similar reset-mechanism (to inter-SGSN-RA-update) between MS and new-SMLC must be defined.

· The same problem exist if the MS is allowed to roam between PLMNs without performing a new GPRS attach.

2.3 Flow Control

Another issue with the current proposal is how to handle scheduling and flow control of the two streams of data coming from the SGSN and the SMLC towards the MS.

From the perspective of the BSSGP in the BSS, the current flow control mechanism is based on the following model:

· there is a downlink buffer for each BVC (cell), as identified by a BVCI, in a BSS;

· the transfer of BSSGP UNITDATA PDUs for an MS from the SGSN is controlled by the BSS;

The principle of the BSSGP flow control procedures is that the BSS sends flow control parameters to the SGSN, which allow the SGSN to locally control its transmission output in the SGSN to BSS direction. The SGSN shall perform flow control on each BVC and on each MS.

The BSS shall control the flow of BSSGP UNITDATA PDUs to its BVC buffers by indicating to the SGSN the maximum allowed throughput in total for each BVC. The BSS shall control the flow of BSSGP UNITDATA PDUs to the BVC buffer for an individual MS by indicating to the SGSN the maximum allowed throughput for a certain TLLI.

With the SMLC to BSS connection, a new stream of data from the SMLC to the BSS would now have to be flow controlled. This creates additional complexity in the BSS. This would have to be handled per cell and per MS.

2.4 Scheduling and Quality of Service

In the “pre-LCS” GPRS model, there is only one source for downstream packet-data towards the BSS, the SGSN.

The SGSN can provide a BSS with information related to ongoing user data transmission. The information related to one MS is stored in a BSS context. The BSS may contain BSS contexts for several MSs. A BSS context contains a number of BSS packet flow contexts. Each BSS packet flow context is identified by a packet flow identifier assigned by the SGSN. A BSS packet flow context is shared by one or more activated PDP contexts with identical or similar negotiated QoS profiles. The data transmission related to PDP contexts that share the same BSS packet flow context constitute one packet flow.

Three packet flows are pre-defined, and identified by three reserved packet flow identifier values. The BSS shall not negotiate BSS packet flow contexts for these pre-defined packet flows with the SGSN. One pre-defined packet flow is used for best-effort service, one is used for SMS, and one is used for signalling.

The combined BSS QoS profile for the PDP contexts that share the same packet flow is called the aggregate BSS QoS profile. The aggregate BSS QoS profile is considered to be a single parameter with multiple data transfer attributes as defined by the Quality of Service Profile. It defines the QoS that must be provided by the BSS for a given packet flow between the MS and the SGSN, i.e., for the Um and Gb interfaces combined. The aggregate BSS QoS profile is negotiated between the SGSN and the BSS.

With the introduction of the SMLC to BSS connection for LCS in GPRS, there is now another source for a data stream towards the MS and the scheduling and QoS handling of this new stream must be integrated with the existing mechanisms in BSS.

2.5 LLC Sniffing in BSS

In at least some earlier proposals (see GAHL-000009), it has been proposed to let the BSS look into the LLC frames. This is done in order to determine whether an uplink LLC frame is supposed to be sent to the SGSN or sent to the SMLC. This violates the current GPRS architecture where the LLC protocol layer is fully transparent for the BSS and only the MS and the SGSN needs to understand the LLC protocol.

2.6  SMLC Impacts

In at least some earlier proposals (see for example GAHL-000008 and GAHL-000009), it has been proposed to add the LLC protocol to the SMLC. This is a rather large and complicated protocol. This would mean a large impact to the SMLC. In addition to the protocol itself, the ciphering mechanism would have to be implemented in the SMLC. This is another big impact on the SMLC.

Architecture Proposal

To avoid all the problems described above that are a result of connecting the SMLC to the BSS for LCS in GPRS, an alternative solution should be chosen. This alternative is described in figure 1. The Lb interface is used for CS LCS signaling and the Ln interface for PS LCS signaling. This proposal significantly simplifies the development of LCS in GPRS.
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Figure 1: Network Reference Model for LCS in GPRS

This architecture would give allow us to define the following protocol models.

[image: image2.wmf]BSSAP-

LE

Relay

Network

Service

RRLP

TOM

LLC

RLC

MAC

GSM RF

TOM

LLC

BSSGP

L1bis

RLC

MAC

GSM RF

BSSGP

L1bis

Relay

SCCP

MTP

SCCP

MTP

BSSAP-LE

Um

Gb

Ln

MS

BSS

SGSN

SMLC

Network

Service

RRLP


Figure 2: Protocols for SMLC to MS communication

The BSSAP-LE and TOM protocols would need to be modified for this communication. Both would need to be updated to be able carry RRLP messages.
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Figure 3: Protocols for SMLC to BSS communication

The BSSGP protocol need to be modified to add messages that carries BSSLAP messages. The BSSLAP protocol would probably need to be modified to support packet data (FFS).
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Figure 4: Protocols for SMLC to Type A LMU communication

The TOM protocol would need to be modified to be able to carry the LLP protocol. Notice that BSSAP-LE is already able to carry the LLP protocol. 
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Figure 5: Protocols for SMLC to Type B LMU communication

No standards modifications would be needed for this, but a proprietary L1 and L2 protocol between the BSS and the LMU.

3 Conclusions

In light of the discussion in section 2, it is recommended that the architecture described in section 3 be adopted for the LCS in GPRS work item.
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