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1 Introduction

During the recent drafting sessions held at both Helsinki and London, considerable attention has been given to the service execution model for the IPMMCN subsystem.  The ongoing discussion has been focussed on two models: One where the serving CSCF is located in the “home” administrative domain; and the other where the serving CSCF is located in the “visited” administrative domain.  A third model, where there is a proxy located in the call/session path in the visited domain, however the serving CSCF for personalised services is still located in the home administrative domain.

This contribution provides further information to the ongoing debate by providing examples of information flows on the third model.  Further to this, it also illustrates the information flows which could be used for mobile subscribers which are roaming within the home administrative domain.

It is proposed that the third model is taken as a working assumption within 3GPP R´00.
2 Scope of Discussion

During a call made be a subscriber who will employ the services offered by the IPMMCN subsystem, there are a number of setup/call phases which must be considered.  This contribution focuses on the call/session establishment phase and assumes that the “bearer/access establishment”, “network element discovery” and “registration” phases have been completed, and discusses the information flows required to initiate a call/session.

The addressing examples used in the information flows follows the working assumption established in the drafting meeting held in London to optimise for IPv6 addressing (S2-000699), however the addressing used in the information flows is purely examples and not the focus of the discussion.

Note that, in these message flows, many superfluous details (such as alerting notification, via headers, ISUP ACM messages, SIP message bodies, etc.) are omitted for the sake of clarity. Further, DNS servers will be contacted whenever necessary to resolve a symbolic host name to an IP address; these queries are not shown.

3 Network Entities

The network entities referred to in this information flow are the same network entities included in the “Registration contribution” procedures (S2-000689) to the London drafting meeting.  In addition, the proxy is also introduced.  The roles of these entities are described below.

· INCOMING CALL GATEWAY
The Incoming Call Gateway is entrance to the home network for call/session purposes.  The registration entry point is agnostic to the call states.  The address of the Incoming Call Gateway is the address which would be resolved by e.g. DNS queries in the visiting networks. 

The Incoming Call Gateway may be considered as the “Interrogating CSCF” as proposed in the contribution “The role of the CSCF in the R00 architecture” (S2-000428).

This document makes a distinction between originating incoming call gateways (O-ICGs) and terminating incoming call gateways (T-ICGs), since their behaviour and purpose have subtle differences, as shown in the following sections. O-IGCs are found in the caller’s home domain; T-IGCs are found in the callee’s home domain. These are to be considered functionally different nodes, and are not meant to imply distinct platforms.

It is for further study whether there are multiple Incoming Call Gateways required per network.

· HSS
The HSS contains the information relating to the registration state of the subscriber, and the address of the call instance host.  The HSS is agnostic to call states.

· CALL INSTANCE HOST
The call instance host is the host for the execution of the call states.  The call instance host downloads the subscriber profile and tracks the users location during the call.

The Call Instance Host may be considered as the “Serving CSCF” as proposed in the contribution “The role of the CSCF in the R00 architecture” (S2000428).

· PROXY
The proxy maintains a registration and session state.  It is aware of the address of the CSCF (or the home network hosting the CSCF).  The proxy “proxies” the call/session information flows between the terminal and the serving entity, and does not execute user services itself.  In addition, the proxy can provide local services (such as emergency calls and local directory assistance), and the proxy can format the called party numbers into an international format based upon the local dialing plans.

4 Registration message flows

4.1 Initial Registation

This message flow describes the refreshing of registration of a mobile SIP terminal when roaming. The following assertions are made:

· The method of locating the local (i.e. visited) proxy is outside the scope of this document. Proposals have included using the DHCP extension being standardized in the SIP working group or using multicast REGISTER messages to reach the local proxy.

· The IP address of the handset is 5555::1234
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Figure 1 Initial Handset Registration

1) The handset performs a registration request to allow calls to be successfully routed to and from it. In this example, the handset is requesting a registration of four hours (14400 seconds).

REGISTER sip:home-domain.com SIP/2.0
To: <sip:user@home-domain.com>
From: <sip:user@home-domain.com>;tag=0000-1111
Call-ID: 8888@handset1234.visited-domain.com
CSeq: 99 REGISTER
Contact: sip:user@[5555::1234]
Expires: 14400
2) The visited CSCF proxy forms an association between the IP address of the phone as expressed in the Contact header (5555::1234) and the URI of the home proxy for that phone. It also is allowed to adjust the duration of the registration to be a shorter value. In this example, we are asserting that the visited network has a policy that registrations can be for no longer than 2 hours (7200 seconds). After adjusting the Contact header to point to himself and adjusting the Expires header to meet local policy, the visited CSCF proxies the registration message to the home Incoming Call Gateway node.

REGISTER sip:home-domain.com SIP/2.0
To: <sip:user@home-domain.com>
From: <sip:user@home-domain.com>;tag=0000-1111
Call-ID: 8888@handset1234.visited-domain.com
CSeq: 99 REGISTER
Contact: sip:user@proxy.visited-domain.com
Expires: 7200
3) The home Incoming Call Gateway proxies the registration to the HSS.

REGISTER sip:hss.home-domain.com SIP/2.0
To: <sip:user@home-domain.com>
From: <sip:user@home-domain.com>;tag=0000-1111
Call-ID: 8888@handset1234.visited-domain.com
CSeq: 99 REGISTER
Contact: sip:user@proxy.visited-domain.com
Expires: 7200
4) The HSS selects a call instance host for the user and redirects the incoming call gateway to the call instance host. 

SIP/2.0 302 Redirect
To: <sip:user@home-domain.com>;tag=5555-1212
From: <sip:user@home-domain.com>;tag=0000-1111
Call-ID: 8888@handset1234.visited-domain.com
Contact: sip:ci.home-domain.com
CSeq: 99 REGISTER
5) The incoming call gateway resends the REGISTER message to the machine indicated in the “Contact” header (the call instance host).

REGISTER sip:ci.home-domain.com SIP/2.0
To: <sip:user@home-domain.com>
From: <sip:user@home-domain.com>;tag=0000-1111
Call-ID: 8888@handset1234.visited-domain.com
CSeq: 99 REGISTER
Contact: sip:user@proxy.visited-domain.com
Expires: 7200
6) The CI will create a local record of where it should forward messages intended for the user, as taken from the Contact header. Since this is an initial registration (i.e. no call instance already exists), the CI host will also create a call instance record and, if appropriate, download subscriber information.

In this example, we’re asserting that the home network has a policy that registrations may be for no longer than 30 minutes (1800 seconds). The CI host adjusts the Expires header accordingly, and generates a response.

SIP/2.0 200 OK
To: <sip:user@home-domain.com>;tag=AAAA-5309
From: <sip:user@home-domain.com>;tag=0000-1111
Call-ID: 8888@handset1234.visited-domain.com
CSeq: 99 REGISTER
Expires: 1800
7) The home domain Incoming Call Gateway forwards the response per normal SIP response handling rules.

8) The visited domain CSCF proxy takes note of the final registration duration and updates its correlation record for this handset with the expiration time for this registration. This allows the visited domain to discard registrations once they have become stale. The response is then forwarded back to the handset per normal SIP response handling rules.


Note, then, that the only information required to be stored in the visited domain for any roaming user is about 320 bits (40 octets), plus the length of a unique local user identifier
.



Example Value
Size

Phone IP Address
5555::1234
128 bits

Service Entry Point
home-domain.com
~160 bits (typically)

Expires
May 28, 2001 12:14:17
32 bits (typically)

Local User Identifier
user
Implementation Specific

4.2 Registration Refreshing

As in normal SIP registration handling, the registrations will be repeated periodically to avoid registrations records being purged. The message flow is the same as in the previous example; the only difference is that the CI host doesn’t need to create a call instance or service environment for the user, since one has already been set up.

4.3 Home domain registration

This situation illustrates what happens when a user registers in his home domain. Note that the message flow is identical to that of a roaming user.
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Figure 2 Home Domain Registration

4.4 De-registration

As registrations time out naturally after a period of time, and the resources used in a visited network are rather small, it is not entirely clear that de-registration when roaming out of a visited network is necessary. However, in case it is determined that such an action is required, we outline a method of achieving that goal. Note that this is a simple application of the third-party registration method defined in SIP combined with the normal SIP method of cancelling registrations.
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Figure 3 De-registration

In this message flow, steps 1 through 8 are the same as those described in section 4.1.

9) Upon determining that the user has registered from a new location, the call instance host may inform the proxy in the previously visited domain that he is no longer required to keep registration state. The CI host creates a third-party registration message with an Expires header of 0. As described in RFC2543, this will result in a de-registration. The Contact header indicates which record to remove.

REGISTER sip:proxy.old-visited-domain.com SIP/2.0
To: <sip:user@home-domain.com>
From: <sip:ci.home-domain.com>;tag=1234-5678
Call-ID: 8848@ci.home-domain.com
Contact: sip:user@proxy.old-visited-domain.com
Expires: 0
CSeq: 888 REGISTER

10) The old visited proxy replies with a 200 message to confirm receipt of the de-registration.

SIP/2.0 200 OK
To: <sip:user@home-domain.com>;tag=9876-0000
From: <sip:ci.home-domain.com>;tag=1234-5678
Call-ID: 8848@ci.home-domain.com
Expires: 0
CSeq: 888 REGISTER

5 Call message flows

5.1 PSTN/ISDN – Mobile Terminating

This scenario describes the case where a PSTN/ISDN/PLMN caller is attempting to contact a mobile subscriber who has roamed out of his home network.

The following assertions are made for this call scenario:

· The IP address of the MGCF is ABCD::12.34.56.78. Its DNS name is mgcf.home-domain.com

· The IP address of the called handset is 1234::192.168.12.184.

· The calling party’s number is +19725837594

· The handset (called party)’s number is +19725551234.
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Figure 4 PSTN/ISDN - mobile Information flow

1) An IAM message is received from the PSTN/ISDN.

2) The MGCF generates an INVITE message based on the information available in the IAM; this message is sent to the Incoming Call Gateway
.

INVITE tel:+19725551234 SIP/2.0
To: <tel:+19725551234>
From: <tel:+19725837594>;tag=1234-6789
Call-ID: abcde@mgcf.home-domain.com
Contact: sip:+19725837594@[ABCD::12.34.56.78]
CSeq: 12345 INVITE
3) The Incoming Call Gateway sends the message to the HSS to determine the Call Instance Host to use as well as the user ID for the called subscriber.


4) The HSS replies to the MGCF with a “302 Redirection” message indicating the Call Instance Host to use as well as the user ID (in the “Contact” header).

SIP/2.0 302 Redirection
To: <tel:+19725551234>;tag=abcd-efgh
From: <tel:+19725837594>;tag=1234-6789
Contact: sip:user@cscf1.home-domain.com
Call-ID: abcde@mgcf.home-domain.com
CSeq: 12345 INVITE
5) Using the contact header provided in the 302 response, the ICG re-issues the INVITE with a re-written Request-URI. 

INVITE sip:user@cscf1.home-domain.com SIP/2.0
To: <tel:+19725551234>
From: <tel:+19725837594>;tag=1234-6789
Call-ID: abcde@mgcf.home-domain.com
Contact: sip:+19725837594@[ABCD::12.34.56.78]
CSeq: 12345 INVITE
6) Based on previously registered information, the Call Instance Host knows to proxy the message onward to the proxy in the visited domain. Since the Call Instance Host desires to be included in any subsequent call-related messages, it inserts a Record-Route header.

INVITE sip:user@cscf9.visited-domain.com SIP/2.0
To: <tel:+19725551234>
From: <tel:+19725837594>;tag=1234-6789 
Record-Route: <sip:user@cscf1.home-
  domain.com;maddr=cscf1.home-domain.com>
Call-ID: abcde@mgcf.home-domain.com
Contact: sip:+19725837594@[ABCD::12.34.56.78]
CSeq: 12345 INVITE
7) Once again, based on information taken from handset registration, the proxy forwards the INVITE request to its final destination: the SIP terminal.  The proxy is allowed to decide whether he wishes to remain in the call; whether this is done relies on the types of services provided and local policy. In this example, we assume that the visited proxy wishes to remain in the call. He amends the Record-Route header to include himself in any subsequent transactions for this call leg.

INVITE sip:user@handset184.visited-domain.com SIP/2.0
To: <tel:+19725551234>
From: <tel:+19725837594>;tag=1234-6789
Record-Route: <sip:user@cscf9.visited-
  domain.com;maddr=cscf9.visited-domain.com>, 
  <sip:user@cscf1.home-domain.com;maddr=cscf1.home-
  domain.com>
Call-ID: abcde@mgcf.home-domain.com
Contact: sip:+19725837594@[ABCD::12.34.56.78]
CSeq: 12345 INVITE
8) When the call is answered, the handset will send back a 200 response to the INVITE. 

SIP/2.0 200 OK
To: <tel:+19725551234>;tag=4444-5555
From: <tel:+19725837594>;tag=1234-6789
Record-Route: <sip:user@cscf9.visited-
  domain.com;maddr=cscf9.visited-domain.com>, 
  <sip:user@cscf1.home-domain.com;maddr=cscf1.home-
  domain.com>
Call-ID: abcde@mgcf.home-domain.com
Contact: sip:user@[1234::192.168.12.184]
CSeq: 12345 INVITE
9) Per normal SIP response routing rules, the 200 response will follow the same path along the chain of proxies to return to the sender. Outside of normal Via header handling, no action is taken by the nodes at this point.

10) As in step 9, the response is forwarded along the same path the request followed.

11) As in step 9, the response is forwarded along the same path the request followed.

12) The MGCF, upon receiving the 200 response, maps it to an appropriate ISUP message (ANM), and the call proceeds. The media stream is set up between the SIP terminal and the media gateway at this point.

5.2 Mobile – Mobile

5.2.1 Mobile – Mobile  when roaming

This scenario describes the case where a roaming mobile SIP terminal is placing a call to another roaming mobile SIP terminal; the home domains and visited domains of the SIP terminals are all distinct.

The following assertions are made for this call scenario:

· The IP address of the calling handset (user A) is FEED::AAAA Its DNS name is handsetAAAA.a-visited-domain.com.

· The IP address of the called handset is 1234::7654. Its DNS name is handset7654.b-visited-domain.com.
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Figure 5 Mobile-Mobile (roaming) information flow

1) To initiate a call, the caller’s terminal sends an INVITE message to the local (i.e. visited) Proxy. The Request-URI will indicate the user he is attempting to contact (sip:user-b@b-home-domain.com).

INVITE sip:user-b@b-home-domain.com SIP/2.0
To: <sip:user-b@b-home-domain.com>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

2) Based on information distributed at terminal registration (the home network O-ICG address), A’s visited Proxy will send the INVITE message on to A’s network originating incoming call gateway. This decision is based on the originating IP address of the request. As before, the originating Proxy may elect to include itself in future transactions relating to this call leg; if so, it inserts a Record-Route header. In this example, we assume that the visited proxy does not wish to remain in the call. Note that, outside of normal Via header handling, the message remains unchanged.

3) The O-ICG queries the HSS for the location of the caller’s call instance host

4) The HSS returns the location of the caller’s CI host in a “302 Redirect” response.

5) Based on the information in the “Contact” header of the 302 response, the O-ICG proxies the INVITE message to the call instance host.

6) The INVITE request is proxied to B’s home domain Incoming Call Gateway. As in the previous section, A’s home call instance host will insert itself in the call path with a Record-Route header.

7) User B’s home domain’s Incoming Call Gateway contacts the HSS to determine the current location of user B´s call instance host. 

INVITE sip:user-b@hss.b-home-domain.com SIP/2.0
To: <sip:user-b@b-home-domain.com>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@b-home-domain.com;maddr=
  cscf.a-home-domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

8) The location server returns the next-hop host for contacting user B; in this case, it is the Call instance host hosting B’s service call instance.

SIP/2.0 302 Redirect
To: <sip:user-b@b-home-domain.com>;tag=aaaa-dddd
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@b-home-domain.com;maddr=
  cscf.a-home-domain.com>
Contact: sip:user-b@ci-cscf.b-home-domain.com
CSeq: 8888 INVITE
9) Using the information provided in the “Contact” header of the 302 response, the Incoming Call Gateway proxies the INVITE request to the call instance host in B's home domain.

INVITE sip:user-b@ci-cscf.b-home-domain.com SIP/2.0
To: <sip:user-b@b-home-domain.com>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@b-home-domain.com;maddr=
  cscf.a-home-domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

10) The INVITE message is then proxied to the proxy in the domain that user B is visiting. Note that the information to contact this particular call instance host was extracted from information collected when user B’s handset registered. Also note that B’s home call instance host has inserted itself in the “Record-Route” header.

INVITE sip:user-b@ci-cscf.b-visited-domain.com SIP/2.0
To: <sip:user-b@b-home-domain.com>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@ci-cscf.b-home-
  domain.com;maddr=ci-cscf.b-home-domain.com>, 
  <sip:user-b@b-home-domain.com;maddr=cscf.a-home-
  domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

11) B’s visited Proxy, based on information learned during registration, will proxy the INVITE message to user B’s terminal. We are again asserting that the visited Proxy is not interested in remaining in the call for the purpose of this message.

INVITE sip:user-b@handset2.b-visited-domain.com SIP/2.0
To: <sip:user-b@b-home-domain.com>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@cscf.b-home-
  domain.com;maddr=cscf.b-home-domain.com>, <sip:user-
  b@cscf.b-home-domain.com;maddr=cscf.a-home-
  domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

12) As per normal SIP response routing, the 200 response to indicate that the call has been answered will be sent along the same path as the request. Except for normal Via handling, the response will remain unchanged.

SIP/2.0 200 OK
To: <sip:user-b@b-home-domain.com>;tag=abcd-1234
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@cscf.b-home-
  domain.com;maddr=cscf.b-home-domain.com>, <sip:user-
  b@cscf.b-home-domain.com;maddr=cscf.a-home-
  domain.com>
Contact: sip:user-b@[1234::7654]
CSeq: 8888 INVITE

13) See step 12)
14) See step 12)
15) See step 12)
16) See step 12)
17) See step 12)
18) See step 12)
5.2.2 Mobile – Mobile when home

This scenario describes the case where a non-roaming mobile SIP terminal is placing a call to another non-roaming mobile SIP terminal. The terminals have different home domains.

The following assertions are made for this call scenario:

· The IP address of the calling handset (user A) is FEED::AAAA Its DNS name is handsetAAAA.a-domain.com.

· The IP address of the called handset is 1234::7654. Its DNS name is handset7654.b-domain.com.
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Figure 6 Mobile-to-Mobile (home) information flow

1) To initiate a call, the caller’s terminal sends an INVITE message to the local (i.e. home) Proxy. The Request-URI will indicate the user he is attempting to contact (sip:user-b@b-home-domain.com).

INVITE sip:user-b@b-domain.com SIP/2.0
To: <sip:user-b@b-domain.com>
From: <sip:user-a@a-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-domain.com
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

2) Based on information distributed at terminal registration (the home network O-ICG address), A’s home Proxy will send the INVITE message on to A’s network O-ICG. This decision is based on the originating IP address of the request. As before, the originating Proxy may elect to include itself in future transactions relating to this call leg; if so, it inserts a Record-Route header. In this example, we assume that the visited proxy does not wish to remain in the call. Note that, outside of normal Via header handling, the message remains unchanged.

3) The O-ICG queries the HSS for the location of the caller’s call instance host

4) The HSS returns the location of the caller’s CI host in a “302 Redirect” response.

5) Based on the information in the “Contact” header of the 302 response, the O-ICG proxies the INVITE message to the call instance host.

6) The INVITE request is proxied to B’s home domain Incoming Call Gateway. As in section 5.2.1, A’s call instance host will insert itself in the call path with a Record-Route header.

7) User B’s home domain’s Incoming Call Gateway contacts the HSS to determine the current location of user B´s call instance host.

INVITE sip:user-b@hss.b-domain.com SIP/2.0
To: <sip:user-b@b-domain.com>
From: <sip:user-a@a-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-domain.com
Record-Route: <sip:user-b@b-domain.com;maddr=cscf.a-
  domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

8) The location server returns the next-hop host for contacting user B; in this case, it is the call instance host hosting B’s service call instance.

SIP/2.0 302 Redirect
To: <sip:user-b@b-domain.com>;tag=aaaa-dddd
From: <sip:user-a@a-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-domain.com
Record-Route: <sip:user-b@b-domain.com;maddr=cscf.a-
  domain.com>
Contact: sip:user-b@ci-cscf.b-domain.com
CSeq: 8888 INVITE
9) Using the information provided in the “Contact” header of the 302 response, the Incoming Call Gateway proxies the INVITE request to the call instance host in B's home domain.

INVITE sip:user-b@ci-cscf.b-domain.com SIP/2.0
To: <sip:user-b@b-domain.com>
From: <sip:user-a@a-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-domain.com
Record-Route: <sip:user-b@b-domain.com;maddr=cscf.a-
  domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

10) B’s call instance host, based on information learned during registration, will proxy the INVITE message to user B’s proxy. To remain in the call, this node includes itself in the Record-Route header.

INVITE sip:user-b@handset2.b-domain.com SIP/2.0
To: <sip:user-b@b-domain.com>
From: <sip:user-a@a-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-domain.com
Record-Route: <sip:user-b@cscf.b-domain.com;
  maddr=cscf.b-domain.com>, <sip:user-b@cscf.b-
  domain.com;maddr=cscf.a-domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

11) B’s Proxy, based on information learned during registration, will proxy the INVITE message to user B’s terminal. We are again asserting that the visited Proxy is not interested in remaining in the call for the purpose of this message.

12) As per normal SIP response routing, the 200 response to indicate that the call has been answered and will be sent along the same path as the request. 

SIP/2.0 200 OK
To: <sip:user-b@b-domain.com>;tag=abcd-1234
From: <sip:user-a@a-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-domain.com
Record-Route: <sip:user-b@cscf.b-domain.com;
  maddr=cscf.b-domain.com>, <sip:user-b@cscf.b-
  domain.com;maddr=cscf.a-domain.com>
Contact: sip:user-b@[1234::7654]
CSeq: 8888 INVITE
13) See step 12)
14) See step 12)
15) See step 12)
16) See step 12)
17) See step 12)
18) See step 12)
5.3 Mobile to Local PSTN/ISDN

For this message flow, the following assertions apply:

· The IP address of the phone is FFAF::89AB. Its DNS name is handset89AB.visited-domain.com
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Figure 7 Mobile (roaming) - Local PSTN/ISDN information flow

1) In response to the user dialling digits (instead of a sip: URI), the calling phone generates a SIP INVITE message with a tel: URL as its destination. The tel: URL is used because the SIP terminal cannot be reasonably expected to resolve the host to contact for PSTN/ISDN breakout. This INVITE message is sent to the local (e.g. visited) Proxy. Note that the tel: URL indicates dialled digits only, and is not necessarily in international format. 

INVITE tel:9725837594 SIP/2.0
To: <tel:9725837594>
From: <sip:user@home-domain.com>;tag=8765-4321
Call-Id: 9999@handset89AB.visited-domain.com
Contact: sip:user@[FFAF::89AB]
CSeq: 4 INVITE
2) The visited proxy will internationalise the number according to the dialling plans in the area the user is visiting (unless the request URI indicates a service domain other than the visited domain; see section 14)). It will then forward the INVITE to the home O-ICG, based on registration information.

INVITE tel:+19725837594 SIP/2.0
To: <tel:9725837594>
From: <sip:user@home-domain.com>;tag=8765-4321
Call-Id: 9999@handset89AB.visited-domain.com
Contact: sip:user@[FFAF::89AB]
CSeq: 4 INVITE
3) The O-ICG queries the HSS for the location of the caller’s call instance host

4) The HSS returns the location of the caller’s CI host in a “302 Redirect” response.

5) Based on the information in the “Contact” header of the 302 response, the O-ICG proxies the INVITE message to the call instance host.

6) The INVITE message is sent onwards to the ICG associated with the egress PSTN/ISDN gateway. The method by which the call instance function selects a PSTN gateay is outside the scope of this document; some viable methods are selection via customer profile (e.g. the user selects which network PSTN calls should be sent through), or by use of interexchange agreements (in which case TRIP would most likely  be used to locate egress gateways in partners’ networks)

INVITE sip:+19725837594@visited-domain.com SIP/2.0
To: <tel:9725837594>
From: <sip:user@home-domain.com>;tag=8765-4321
Call-Id: 9999@handset89AB.visited-domain.com
Contact: sip:user@[FFAF::89AB]
CSeq: 4 INVITE
7) The Incoming Call Gateway queries the HSS to determine the node to use to bridge out to the PSTN/ISDN.

INVITE sip:+19725837594@hss.visited-domain.com SIP/2.0
To: <tel:9725837594>
From: <sip:user@home-domain.com>;tag=8765-4321
Call-Id: 9999@handset89AB.visited-domain.com
Contact: sip:user@[FFAF::89AB]
CSeq: 4 INVITE
8) The HSS responds with the URI of the gateway to contact.

SIP/2.0 302 Redirect
To: <tel:9725837594>;tag=AAA0-BBB0
From: <sip:user@home-domain.com>;tag=8765-4321
Call-Id: 9999@handset89AB.visited-domain.com
Contact: sip:+19725837594@mgcf.visited-domain.com
CSeq: 4 INVITE
9) Based on the Contact field in the 302 response, the Incoming Call Gateway proxies the INVITE to the MGCF. 

INVITE sip:+19725837594@mgcf.visited-domain.com SIP/2.0
To: <tel:9725837594>
From: <sip:user@home-domain.com>;tag=8765-4321
Call-Id: 9999@handset89AB.visited-domain.com
Contact: sip:user@[FFAF::89AB]
CSeq: 4 INVITE
10) The egress PSTN/ISDN MGCF will create an IAM based on the information found in the INVITE message.

11) When the PSTN/ISDN user answers, an ANM/ACM is sent to the MGCF.

12) The MGCF maps the ANM/ACM to an INVITE 200 response and forwards the response according to normal SIP response routing. 

SIP/2.0 200 OK
To: <tel:9725837594>;tag=1234-1234
From: <sip:user@home-domain.com>;tag=8765-4321
Call-Id: 9999@handset89AB.visited-domain.com
Contact: sip:+19725837594@mgcf.visited-domain.com
CSeq: 4 INVITE
13) The 200 is forwarded according to normal SIP response handling.

14) See step 13)
15) See step 13)
16) See step 13)
5.4 Mobile to home PSTN
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Figure 8 Mobile (roaming) to home PSTN/ISDN information flow

This scenario follows the exact same steps as in the previous section. The diagram is included here to demonstrate that the user’s home domain may select PSTN/ISDN egress gateway in its own domain.

5.5 User Services

This scenario is very similar to the one described in section 5.2.1; the only difference is that user A has an originating service (speed dialing, executed in the user’s home domain), and user B has a terminating service (a “white list” service).

The following assertions apply:

· The IP address of the calling handset (user A) is FEED::AAAA Its DNS name is handsetAAAA.a-visited-domain.com.

·  The IP address of the called handset is 1234::7654. Its DNS name is handset7654.b-visited-domain.com.
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Figure 9 User Service Execution

1) To initiate a call, the caller’s terminal sends an INVITE message to the local (i.e. visited) Proxy. As the user is using an abbreviated dialing plan (speed dialing), he enters the digits “14.”

INVITE tel:14 SIP/2.0
To: <tel:14>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

2) Based on information distributed at terminal registration (the home network O-ICG address), A’s visited Proxy will send the INVITE message on to A’s network originating incoming call gateway. This decision is based on the originating IP address of the request. As before, the originating Proxy may elect to include itself in future transactions relating to this call leg; if so, it inserts a Record-Route header. In this example, we assume that the visited proxy does not wish to remain in the call. Note that, outside of normal Via header handling, the message remains unchanged.

3) The O-ICG queries the HSS for the location of the caller’s call instance host

4) The HSS returns the location of the caller’s CI host in a “302 Redirect” response.

5) Based on the information in the “Contact” header of the 302 response, the O-ICG proxies the INVITE message to the call instance host.

6) The call instance host, on realising that the calling party has an originating trigger for speed dialing, launches a query to the service centre. The protocol for this query is outside the scope of this document. Current proposals include ITU CSx, Parlay, and even SIP itself.

7) The service node returns a query response with the called number translated.

8) The INVITE request is proxied to B’s home domain Incoming Call Gateway. As in the previous section, A’s home call instance host will insert itself in the call path with a Record-Route header.

INVITE sip:user-b@hss.b-home-domain.com SIP/2.0
To: <tel:14>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <tel:14;maddr=ci-cscf.a-home-domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

9) User B’s home domain’s Incoming Call Gateway contacts the HSS to determine the current location of user B´s call instance host. 

INVITE sip:user-b@hss.b-home-domain.com SIP/2.0
To: <tel:14>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@b-home-domain.com;maddr=
  cscf.a-home-domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

10) The location server returns the next-hop host for contacting user B; in this case, it is the Call instance host hosting B’s service call instance.

SIP/2.0 302 Redirect
To: <tel:14>;tag=aaaa-dddd
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@b-home-domain.com;maddr=
  cscf.a-home-domain.com>
Contact: sip:user-b@ci-cscf.b-home-domain.com
CSeq: 8888 INVITE
11) Using the information provided in the “Contact” header of the 302 response, the Incoming Call Gateway proxies the INVITE request to the call instance host in B's home domain.

INVITE sip:user-b@ci-cscf.b-home-domain.com SIP/2.0
To: <tel:14>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@b-home-domain.com;maddr=
  cscf.a-home-domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

12) Upon discovering that user B has a termination attempt service trigger defined in his profile, the call instance CSCF contacts the service center. The protocol for this query is outside the scope of this document. Current proposals include ITU CSx, Parlay, and even SIP itself.

13) The service center checks the calling party information extracted from the SIP INVITE message against the list of calling parties user B has authorised to call him. Since user A is on this list, the service center indicates that the call may proceed.

14) The INVITE message is then proxied to the proxy in the domain that user B is visiting. Note that the information to contact this particular call instance host was extracted from information collected when user B’s handset registered. Also note that B’s home call instance host has inserted itself in the “Record-Route” header.

INVITE sip:user-b@ci-cscf.b-visited-domain.com SIP/2.0
To: <tel:14>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@ci-cscf.b-home-
  domain.com;maddr=ci-cscf.b-home-domain.com>, 
  <sip:user-b@b-home-domain.com;maddr=cscf.a-home-
  domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

15) B’s visited Proxy, based on information learned during registration, will proxy the INVITE message to user B’s terminal. We are again asserting that the visited Proxy is not interested in remaining in the call for the purpose of this message.

INVITE sip:user-b@handset2.b-visited-domain.com SIP/2.0
To: <tel:14>
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@cscf.b-home-
  domain.com;maddr=cscf.b-home-domain.com>, <sip:user-
  b@cscf.b-home-domain.com;maddr=cscf.a-home-
  domain.com>
Contact: sip:user-a@[FEED::AAAA]
CSeq: 8888 INVITE

16) As per normal SIP response routing, the 200 response to indicate that the call has been answered will be sent along the same path as the request. Except for normal Via handling, the response will remain unchanged.

SIP/2.0 200 OK
To: <tel:14>;tag=abcd-1234
From: <sip:user-a@a-home-domain.com>;tag=8888-7777
Call-ID: 87654@handsetAAAA.a-visited-domain.com
Record-Route: <sip:user-b@cscf.b-home-
  domain.com;maddr=cscf.b-home-domain.com>, <sip:user-
  b@cscf.b-home-domain.com;maddr=cscf.a-home-
  domain.com>
Contact: sip:user-b@[1234::7654]
CSeq: 8888 INVITE

17) See step 16)
18) See step 16)
19) See step 16)
20) See step 16)
21) See step 16)
22) See step 16)
5.6 Locally Provided services

This scenario describes the case where the visited proxy wishes to provide a non-emergency location sensitive service. An example of such a service is “local information” (e.g. 1-411 in the US).

The following assertions apply:

· The IP address of the handset is ::FF00:10.11.12.13.  Its DNS name is handset012013.visited-domain.com

· The user has roamed into the United States and is invoking the local directory information service by dialling the digits “1411.”
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Figure 10 Execution of local services (roaming) information flow

1) The user dials the information number (1411); the handsets generates an INVITE message.

INVITE tel:1411 SIP/2.0
To: <tel:1411>
From: <sip:user@home-domain.com>;tag=0000-0000
Call-ID: 0000@handset012013.visited-domain.com
Contact: sip:user@[::FF00:10.11.12.13]
CSeq: 55 INVITE
2) The visited proxy recognises the number as having local significance only (e.g. it cannot be fully internationalised or it invokes a service sensitive to the local area only). Instead of internationalising the number and forwarding it as a tel: URL (as in section 15)), it turns it into a SIP URI. By doing so, it can indicate a host in its own domain (the ICG, in this case) as the next hop along the SIP proxy chain. As before, the location of the home call instance host is known from information gathered during registration.

INVITE sip:1411@icg.visited-domain.com SIP/2.0
To: <tel:1411>
From: <sip:user@home-domain.com>;tag=0000-0000
Call-ID: 0000@handset012013.visited-domain.com
Contact: sip:user@[::FF00:10.11.12.13]
CSeq: 55 INVITE
3)  The O-ICG queries the HSS for the location of the caller’s call instance host

4) The HSS returns the location of the caller’s CI host in a “302 Redirect” response.

5) Based on the information in the “Contact” header of the 302 response, the O-ICG proxies the INVITE message to the call instance host.

6) The home call instance host, after checking whether the originating services are to be invoked, proxies the INVITE back to the visiting networks Incoming Call Gateway. 

INVITE sip:1411@icg.visited-domain.com SIP/2.0
To: <tel:1411>
From: <sip:user@home-domain.com>;tag=0000-0000
Call-ID: 0000@handset012013.visited-domain.com
Contact: sip:user@[::FF00:10.11.12.13]
CSeq: 55 INVITE
7) The Incoming Call Gateway queries the HSS to determine the node to use to execute the local services.

8) The HSS responds with the URI of the gateway to contact.

SIP/2.0 302 Redirect
To: <tel:1411>;tag=ABCD-0123
From: <sip:user@home-domain.com>;tag=0000-0000
Call-Id: 0000@handset012013.visited-domain.com
Contact: sip:1411@mgcf.visited-domain.com
CSeq: 55 INVITE
9) Based on the Contact field in the 302 response, the Incoming Call Gateway proxies the INVITE to the media gateway control function.

10) The MGCF generates an IAM and sends it to the PSTN.

11) When an operator answers the call at the directory information bank, an ACM is sent back to the MGCF.

12) The local service node generates a SIP 200 message and sent back along the call/session path.

13) The 200 response is sent per normal SIP response routing rules.

14) See step 13)
15) See step 13)
16) See step 13)
5.7 Local Service Override by User

This scenario is similar to the previous one; however, it differs in one very important way: the user has indicated that he wishes the number analysis or service to be provided by his home service provider. An example of why this may be useful can be derived from the previous situation. In particular, let’s assume that dialing 1411 in the visited area connects a user to a directory information bank that can give phone numbers for that local geographic area only. However, the user’s home service provider can give directory service for anywhere in the United States when the user dials 1411. In the previous example, merely dialing 1411 will activate the local directory service, thereby destructively “masking” the service the user is attempting to use.

In this situation, the mobile terminal should provide a mechanism by which the user can indicate that the service being activated is to be provided by the user’s home network. The tel: URL includes a parameter (tsp) in indicate a telephony service provider to be used. This mechanism may be employed to ensure that the visited CSCF proxy does not attempt to activate a service with the dialled digits, but instead passes them to the user’s home domain unchanged.

The same assertions apply as for the previous section.
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Figure 11 Local Service Override

1) The user dials the information number (1411) and indicates to the handset that he wants to activate a home service (override a local service). Based on this information, the handset generates an INVITE message. Note the tsp parameter on the tel URIs.

INVITE tel:1411;tsp=home-domain.com SIP/2.0
To: <tel:1411;tsp=home-domain.com>
From: <sip:user@home-domain.com>;tag=AAAA-FFFF
Call-ID: 01234@handset012013.visited-domain.com
Contact: <sip:user@[::FF00:10.11.12.13]>
CSeq: 9876 INVITE
2) Based on the presence of a “tsp” tag in the request URI that indicates a domain other than its own, the visited domain proxy leaves the request URI alone, and proxies the message to the home domain. The message remains the same, except for normal Via header handling.

3) The O-ICG queries the HSS with an INVITE message to determine the location of the CI host.

4) The HSS replies with a “302 Redirect” response to indicate the CI host.

5) The O-IGC proxies the INVITE request to the CI host as indicated in the Contact field of the HSS’s 302 response.

6) When the home CI host receives the message, it interprets the presence of a tsp tag in the Request URI pointing to its domain as an indication that it is to do number analysis and possible service activation based on the dialled digits. It recognises 1411 as activating the directory service, and contacts the T-ICG to route to call to an appropriate egress point.

INVITE sip:1411@t-igc.home-domain.com SIP/2.0
To: <tel:1411;tsp=home-domain.com>
From: <sip:user@home-domain.com>;tag=AAAA-FFFF
Call-ID: 01234@handset012013.visited-domain.com
Contact: <sip:user@[::FF00:10.11.12.13]>
CSeq: 9876 INVITE
7) The Incoming Call Gateway queries the HSS to determine the node to use to bridge out to the PSTN/ISDN.

8) The HSS responds with the URI of the gateway to contact.

9) Based on the Contact field in the 302 response, the Incoming Call Gateway proxies the INVITE to the MGCF. 

10)  Based on the information present in the INVITE, the MGC generates an ISUP IAM message and sends it to the PSTN.

11) When an operator at the directory service bank answers, the PSTN sends an ANM message back to the MGC.

12) The MGC translates the ANM into a 200 response to the original INVITE message and sends it back according to normal SIP response routing rules.

SIP/2.0 200 OK
To: <tel:1411;tsp=home-domain.com>
From: <sip:user@home-domain.com>;tag=AAAA-FFFF
Call-ID: 01234@handset012013.visited-domain.com
Contact: <sip:1411@mgc.home-domain.com>
CSeq: 9876 INVITE
13) The response is sent back according to normal SIP response routing rules.

14) See step 13)
15) See step 13)
16) See step 13)
5.8 Emergency Calls

5.8.1 PSTN/ISDN Emergency Center

This scenario demonstrates the short-circuit handling for an emergency call. The user’s home domain is not contacted, as normal services do not apply to emergency calls. Furthermore, due to regulatory requirements in most countries, emergency calls must be completed regardless of whether the phone has a service provider associated with it; consequently, there may be no home domain to contact.

The following assertions apply:

· The phone’s IP address is 1234::1234. Its DNS name is handset1234.visited-domain.com.
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Figure 12 Emergency Call (PSTN/ISDN emergency centre) information flow

This case is similar to the one described in section 17), Except that the local Proxy will make the determination that an emergency number has been called, and will intervene to redirect the call.

1) The user dials the emergency number for the visited domain (e.g. 112). Note that if the phone has no service associated with it, the From and Contact fields will be populated with the physical address of the phone (e.g. “sip:[1234::1234]”)

INVITE tel:112 SIP/2.0
To: <tel:112>
From: <sip:user@home-domain.com>;tag=5678-5678
Call-ID: 99887@handset1234.visited-domain.com
Contact: sip:user@[1234::1234]
2) Upon recognising the call as an emergency call, the visited proxy immediately forwards the call to the local MGCF so it can be sent to the PSTN/ISDN emergency call centre. Note that the home call instance host is never notified of the call.

INVITE sip:112@mgcf.visited-domain.com SIP/2.0
To: <tel:112>
From: <sip:user@home-domain.com>;tag=5678-5678
Call-ID: 99887@handset1234.visited-domain.com
Priority: emergency
Contact: sip:user@[1234::1234]
3) The MGCF maps the incoming INVITE message to an IAM and sends it to the PSTN/ISDN.

4) When the emergency call centre answers, an ANM/ACM message will be sent towards the MGCF.

5) The MGCF converts the ANM/ACM message to a SIP 200 message and forwards it according to normal SIP response routing.

SIP/2.0 200 OK
To: <tel:112>;tag=aaaa-0000
From: <sip:user@home-domain.com>;tag=5678-5678
Call-ID: 99887@handset1234.visited-domain.com
Contact: sip:112@mgcf.visited-domain.com
6) The 200 response is forwarded according to normal SIP response routing.

5.8.2 IPMM Emergency Center
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Figure 13 Emergency Call (IPMM emergency centre) information flow

This scenario is identical to the previous section (5.8.1), Except that the INVITE message is sent directly to an IPMMCN emergency centre (steps 4 and 5 in the previous scenario are excluded).

6 Proposal

This contribution proposes that the service execution model is proposed in this contribution is accepted the working assumption for the IPMMCN domain.  The text to be included in 23.821 can be formulated during the meeting. Further to this, this contribution proposes information flows which can be taken as the basis for further work.

7 Conclusion

This contribution discusses the service execution model where the services are executed in the home network, however there is a proxy in the visited network which can detect locally provided services.  Call flows are shown to support the service execution model.  It is proposed that this service execution model is adopted by 3GPP for the basis of further work.






































































� In practice, this identifier will probably be the user portion of the SIP uri, possibly modified to ensure uniqueness.


� Note that the Incoming Call Gateway is included to conform to the proposed network architecture; it is not necessary for this call flow, and can be removed.


� Note that DNS is not strictly necessary; however, the SIP preferred form of a call ID uses the name, not the IP address, of the originating terminal. It is possible for a handset vendor to choose not to implement DNS.
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* Note that the visited domain HSS in this diagram is not associated with the wireless handset. It

   serves the purpose of identifying which MGCF to contact within the visited network.
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