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Abstract of the contribution: This paper discusses how a UE can select a Trusted WLAN that has S2a connectivity with both the VPLMN and HPLMN.
Discussion
In TR 23.865, the Key Issue #9 documents required functionality, specific to Trusted WLAN, as follows:
“Investigate if enhancements are needed to WLAN network selection that enable, upon operator configuration, a UE to select a WLAN that can provide home routed services via S2a interface.

Investigate if enhancements are needed to WLAN network selection that enable, upon operator configuration, a UE to select a WLAN that can provide both local break out services and home routed services via S2a interface.”
There are two separate aspects to deal with:

· the first aspect is how a roaming UE can have sufficient information to be capable of selecting a WLAN that has S2a connectivity to its HPLMN. Three solutions are proposed in the TR: #14, #15 , #16;
· the second aspect is how a roaming UE can, with the current assumption that either HPLMN WLANSP policy or VPLMN WLANSP policy (not both) applies, how a UE can select a WLAN that has S2a connectivity to both VPLMN and HPLMN. This issue is raised by the common editor’s note of solutions #14, #15 , #16: “It is FFS how in this solution a UE can select a WLAN that has S2a connectivity with both the VPLMN PGW and the HPLMN PGW”
A
Selection of WLAN that has S2a connectivity to HPLMN

For this issue, three solutions are described in TR 23.865:

· Solution #14 (H-ANDSF only provides realms corresponding to S2a connectivity), which assumes that a WLAN can be configured with one set of Realms/SSIDs per PLMN it has S2a connectivity for.

· Solution #15 (H-ANDSF provides UE with an indication on whether S2a connectivity to the HPLMN is required), which assumes a particular coding of the Realm in order to allow the UE to recognize whether the WLAN has S2a connectivity to its Home PLMN or not.
· Solution #16 (Extension of ANQP with per-PLMN S2a connectivity information), which relies on extending the existing list of PLMNs for authentication and specified in TS 24.234 with S2a connectivity information. 
Solution #14 does not require any addition to the specifications, as it makes the implicit assumptions that the H-ANDSF only provides realms and/or SSIDs corresponding to WLANs that have S2a connectivity with that HPLMN.  However, it is expected that it cannot be applicable to all deployments because configuration of one Realm per PLMN may be difficult/not desirable/impossible due to the potential high number of PLMNs. 
Solution #15, which introduces a mechanism that differentiates Realms per service type, would require defining a particular coding and might be difficult to put in practice. 

Solution #16 addresses the limitations of solution #14 without introducing the extra costs of Solution #15. 

Therefore, even if solution #14 can be used in most deployments, it is proposed to specify solution #16 as a way forward in addressing the first aspect of Key Issue #9: “Investigate if enhancements are needed to WLAN network selection that enable, upon operator configuration, a UE to select a WLAN that can provide home routed services via S2a interface.”. 
B
Selection of WLAN with S2a connectivity to both VPLMN and HPLMN

In either solutions #14, #15 or #16, the issue of how to allow S2a connectivity for both VPLMN and HPLMN remains unsolved. 
The Home Operator is always aware of which WLANs have S2a connectivity with its network, due to the necessary roaming agreements. The Visited Operator is also aware of which WLANs have local VPLMN S2a connectivity. 

Therefore, a first alternative is that both H-WLANSP policy rules and V-WLANSP policy rules are used together. But the current assumption is that WLAN selection can only be performed via either Home WLANSP policy rules or Visited WLANSP policy rules. 
1- Assuming that only H-WLANSP policy rules are used

Using solution #14, WLAN selection can be achieved if the WLAN operator assigns specific realm(s) to WLANs with S2a connectivity to both VPLMN and HPLMN: realm11 for PLMN-1, realm 21 for PLMN-2, etc. (realm x0 reserved for S2a connectivity to HPLMN-x but not VPLMN). Those realms can be used by the Home Operator in H-WLANSP policy rules. 
Solution #16 has several benefits over Solution #14, as in solution #16, the WLAN operator can even use the same realm for all its WLANs. WLAN selection can be achieved if each WLAN provides the PLMNs it has S2a connectivity with, via e.g. ANQP. In such case, the Home Operator is not required to know if the WLAN has S2a connectivity with HPLMN or VPLMN: the H-WLANSP policy rules should only contain a flag indicating whether the UE should select a WLAN with S2a connectivity to HPLMN, a WLAN with S2a connectivity to VPLMN, a WLAN with S2a connectivity to both VPLMN and HPLMN, or any WLAN. 

2- Assuming that only V-WLANSP policy rules are used

If the V-WLANSP policy rules are not subscriber dependent, the same realms are proposed to all UEs, and this would not allow differentiating UEs not requiring S2a connectivity from UEs requiring S2a connectivity to HPLMN, to VPLMN or to both. 

A possible way to solve this issue is to have different sets of V-WLANSP policy rules per S2a connectivity type (set-00: no S2a connectivity; set-01: S2a connectivity to VPLMN; set x0: S2a connectivity to PLMN-x; set x1: S2a connectivity to PLMN-x and VPLMN). But this requires that the V-ANDSF server is aware of whether the UE requires S2a connectivity to VPLMN, to HPLMN, to both, or to none; and this information can only be provided by H-ANDSF. 
This information can be provided either as a new leaf of H-WLANSP node, or a new node of H-ANDSF. In order to be sure that there is no contradiction between Home rules and Visited rules, it is proposed: 
· to add a new H-ANDSF node called “S2a connectivity UE’s requirements” with the following leaves: “S2a connectivity to HPLMN: yes/no” and “S2a connectivity to VPLMN: yes/no”;
· that V-WLANSP policy rules are only provided on UE’s request (e.g. when the UE enters the VPLMN under 3GPP coverage). UE’s request to V-ANDSF server contains “S2a connectivity UE’s requirements” provided by H-ANDSF.  V-ANDSF server returns corresponding V-WLANSP policy rules with appropriate realms. Either the realms are specific to WLANs with UE-HPLMN and VPLMN S2a connectivity (solution#14) or there are not and the V-ANDSF server must copy the “S2a connectivity UE’s requirements” into the returned V-WLANSP (solution #16).
Proposal

It is proposed to agree on the above principles and to include above sections A and B into the evaluation section of TR 23.865 for solutions #14, #15, #16, and to add in the conclusions section that: 
a) Solution #16 in clause 6.16 can be used for selecting a WLAN that has S2a connectivity. 
b)
A new node (S2a connectivity UE’s home operator requirements) indicating: “S2a connectivity to HPLMN: yes/no” and “S2a connectivity to VPLMN: yes/no” is added to H-ANDSF. The corresponding policy rule is always used by the UE for obtaining WLANSP policy rules. 
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