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* * * First Change * * * *
6.14
Solution #14: H-ANDSF only provides realms/PLMNs corresponding to S2a connectivity
6.14.1
Description
A simple solution for non roaming case is that, if the Home Operator considers that the UE needs to only select WLANs that have S2a connectivity with the UE's HPLMN, H-ANDSF only provides realms and/or SSIDs corresponding to WLANs that have S2a connectivity with that HPLMN. It is assumed that a WLAN can be configured with one set of Realms/SSIDs per PLMN it has S2a connectivity for.
 In the roaming case, if the Home Operator considers that the UE needs to only select WLANs that support S2a connectivity, in the first place, H-ANDSF should provide V-PLMNs which supports S2a connectivity from HPLMN’s point of view. This could be achieved by adding a new list of trusted PLMNs, or by extending the existing list of Preferred Service Providers List with an indication on whether the WLAN support S2a with the Service Provider PLMN. Secondly, if the current V-PLMN supports S2a, the UE can obtain the trusted relationship information of WLAN access network from the V-ANDSF policy. In order to indicate which WLAN access network supports S2a from VPLMN’s point of view, the Trust Relationship Indicator is added to the WLANSP rules. With such trusted relationship information about the WLAN, the UE will be able to decide and select a trusted WLAN. When V-ANDSF server decides the trusted relationship of WLAN is changed, it sends the trusted relationship information of WLAN to UE. 
 

6.14.2
How to inform the UE that it should select a WLAN with S2a connectivity with its HPLMN?

The Home Operator can wish to configure a UE on whether the UE should select WLANs with S2a connectivity or not. It is therefore necessary for the HPLMN to provide an additional configuration indication to the UE. This additional UE configuration indication could take two values:

· “HPLMN S2a connectivity not required”;
· “HPLMN S2a connectivity required”.
6.14.3
Evaluation

With this solution, the UE can obtain the WLAN which supports home routed services via S2a interface. If all the trusted WLAN provided by the VANDSF can support local break out services simultaneously, the UE can obtain the WLAN supporting both home routed and local break out services via S2a interface.
* * * Next Change * * * *
8
Conclusions

Editor's note:
This clause will provide conclusions and what further specification work is required for WLAN network selection for 3GPP terminals.

This clause contains the agreed conclusions for 3GPP specifications work.

1)
ANDSF policies need to be enhanced to support WLAN selection based on identifiers other than just SSIDs as described in solution #1 in clause 6.1. Realms shall be added as additional identifiers when specifying all WLAN selection policies in ANDSF.

2)
ANDSF policies need to be enhanced to contain WLAN load thresholds in terms of BSS load and WAN metrics for WLAN network selection. If available, Local Operating Environment Information shall be considered, as specified in TS 24.302 [6].
3)
The WLAN selection will be based on a new WLAN Selection Policy (WLANSP) node in ANDSF. WLANSP is described in solution #10 in clause 6.10. The WLANSP node should be specified and be aligned with the HS2.0 Policy node (see the HS2.0 Rel-2 specification) as follows:

a)
The overall structure of the WLANSP node shall be specified by 3GPP.

b)
The WLANSP node should include the following sub-nodes which already exist in the HS2.0 Policy node: PreferredRoamingPartnerList, MinimumBackhaulThreshold, MaximumBSSLoad, SPExclusionList, RequiredProtoPortTuple. These sub-nodes in WLANSP are not specified again but they simply reference the corresponding HS2.0 Policy sub-nodes in the HS2.0 Rel‑2 specification.

NOTE:
The MaximumBSSLoad defined in HS2.0 Rel-2 specification indicates the maximum desired utilization of the air-interface channel and can be used to prevent a UE from selecting an AP whose channel is overly congested with traffic and/or interference. The MinimumBackhaulThreshold defined in HS2.0 Rel-2 specification indicates the minimum desired bandwith of the backhaul in the uplink and downlink direction, and can be used to prevent a UE from selecting an AP that uses a backhaul with very limited bandwidth. The PreferredRoamingPartnerList includes a list of FQDNs.

a)
The following sub-nodes defined in the HS2.0 Rel‑2 specification are not applicable to 3GPP and shall not be included in the ANDSF MO: SubcriptionPriority, SubscriptionParameters, Subscription Remediation, SubscriptionUpdate, AAAServerTrustRoot, Credential, PolicyUpdate.

b)
The WLANSP node can include 3GPP-specific sub-nodes which are not defined in the HS2.0 Rel‑2 specification. Such sub-nodes are required to meet 3GPP-specific requirements for WLAN selection and will be decided during the normative specification work. They could include, for example, sub-nodes that enable selection of non-HS2.0-compliant APs.

4)
A Preferred Service Provider List (PSPL) node will be added to the ANDSF MO that contains a list of service providers preferred by the home operator.
5)
When the UE has valid 3GPP subscription credentials (i.e. a valid USIM) and valid WLANSP policies, the UE will perform WLAN selection based on these policies, the applicable user preferences and the corresponding procedures specified by 3GPP. User preferences take precedence over the WLANSP policies.

6)
WLAN selection shall be done based on solution #10 in clause 6.10.
7)  The discovery of Trusted WLAN shall be done based on solution #14 in clause 6.14.
* * * End of Change * * * *
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