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Abstract of the contribution: This document proposes the removal of ENs in clause 4.2 of TR 23.701 that are related to WebRTC client identity and authentication.
Discussion

Since there already exist requirements and use cases in TS 22.228 related to identity and authentication, it is unnecessary to have additional requirements in this area, although we expect any acceptable solution to fully describe how it satisfies the existing requirements and use cases. 
Further How the user identification is authenticated is not FFS but to be detailed in each of the solution 
Changed Text
4.2 
Architectural Requirements 

Editor’s Note: This clause will define the architectural requirements based on the normative stage-1 requirements defined in TS 22.228. 
The architecture shall fulfil the following requirements:

· WebRTC clients shall have access to the IMS through one or more mediation function(s) for signalling and media.
Editor’s Note: It is FFS if there is a need for a signalling reference protocol.

Editor’s Note: For 3GPP and EPC access, the assumptions of the underlying EPC network usage is FFS (including EPC roaming, LBO, APN handling/selection, access network selection, mobility issues etc).

Editor’s Note: The full set of supported media and media transport (in addition to SRTP transport of audio and video) is still to be decided (e.g., T.140, MSRP and BFCP). 

Editor’s Note: QoS handling for WebRTC is FFS.


The following requirements for the signaling plane between WebRTC and IMS are defined: 

-
The architecture shall support control plane interworking procedures between a WebRTC client and IMS.
-
The architecture shall support negotiation to ensure that RTP streams are not multiplexed onto the same port if entities anchoring the session media path in the IMS domain do not support that capability.

-
The architecture shall support negotiation to ensure that RTP and RTCP flows of an RTP stream are not multiplexed onto the same port if entities anchoring the session media path in the IMS domain do not support that capability. 
-
The architecture shall support negotiation of media plane interworking between WebRTC and IMS.

-
The architecture shall support negotiation of ICE procedures towards the WebRTC client to enable connectivity checks for establishing the media path.
Editors’ Note: The support of multiplexing and trickle ICE for this release is FFS.

Editors’ Note: Enhancements to IMS to support WebRTC specific extensions is FFS.


The following requirements for the media plane between WebRTC and IMS are defined:
-
The architecture shall support transcoding that may be required for audio and video traffic. 
-
The architecture shall support any necessary interworking between media plane security mechanisms provided by WebRTC and IMS.

-
The architecture may support (de)multiplexing of RTP and RTCP flows onto the same port.

-
The architecture shall support STUN for ICE connectivity checking.

-
The architecture shall support STUN for the WebRTC “consent freshness” feature.

NOTE:
Any interworking between disparate media plane procedures will require e2ae procedures.
The architecture shall fulfill the following PCC related impacts for WebRTC media transport:
Editor´s Note: The support of trickle ICE is FFS.

Editor´s Note: The support for PCC extensions for multiplexing of RTP streams is FFS.
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