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Introduction
Introduction of netloc functionality for trusted WLAN raises a number of aspects to be addressed. For example, the S2a procedures need to be extended to carry UE location information. Another aspect is what type of location information should be provided from the TWAN to EPC/IMS. This contribution discusses this latter topic.

When it comes to the nature of the location ID, two different aspects could be discussed:

· Type of information provided

· Granularity of the location ID

Several different types of location information have already been discussed as part of previous SA2 online and offline discussions, e.g. BSSID, SSID, IP addresses, Access Line ID. These will be analysed in further detail below. 
The granularity of the location information provided is also relevant. The location information can e.g. identify each AP individually, or identify a location such as a building, a mall or a residential home independent on the number of APs located at that location. There may be use cases to use a more fine grained (per AP) and coarse grained (e.g. per building) location information. For example, a coarser granularity of location information could mean that that the location database in the operator’s network is smaller and easier to maintain since addition and removal of APs at a location does not need to impact the location database. On the other hand, other use cases and also regulatory and tracing requirements may need identification of individual APs. One could also compare to 3GPP accesses where location information can e.g. be provided as cell identities and/or tracking area identities. 

This paper analyses different potential location information

Nature of Location ID
In this section a number of different types of location information are analysed.
BSSID

The BSSID is the MAC address of the AP as seen by the UE. This information is included on S2a already as part of rel-11, although it is limited to the initial attach procedure and is not provided in other S2a procedures. 

· Pros

· Globally unique

· Already supported in the SIP P-Access-Network-Info header field as per 24.229

· Cons

· BSSID is a MAC address tied to the AP hardware. If an operator replaces a faulty AP, moves an AP to another location, installs a new AP or replaces an AP due to upgrade, all mobile operators that are utilizing the location info from the WLAN operator will need to update the mapping table of BSSIDs to location information. 

· Always identifies an individual AP. Not possible to define coarser granularity location information.
· Conclusion: Since BSSID is included already from rel-11 it makes sense to maintain it also when extending the location information capabilities in rel-12. However, since it is a hardware identity of the AP there is a risk that AP replacements/installations/moves will be a burden to the EPC operators, especially if a Wi-Fi operator is interworking with several mobile operators. 
AP IP address

The IP address of the AP could be provided on S2a. Since the AP IP address is typically a dynamic property of the AP, a static mapping table from AP IP address to location would not suffice. The EPC/IMS would need to get information about AP location from the WLAN operator in some other way than via S2a. If a TISPAN NASS type of infrastructure is deployed, the AP IP address may be received by IMS via AAA signalling to the IMS subsystem. 
· Pros

· Cons

· Requires either static AP IP addresses, or that the mapping between AP IP address and AP location is dynamically provided from the WLAN operator to EPC/IMS

· May not be globally unique depending on if and where NAT is deployed

· Always identifies an individual AP. Not possible to define coarser granularity location information.
· Conclusion: It is not seen as relevant to mandate a wireline/TISPAN IMS infrastructure to accommodate trusted WLAN integration to EPC. 
Geographical location
This ID would carry the geospatial coordinates of the AP (latitude, longitude, altitude). Providing such IE would allow the PLMN to know the physical location of the AP without having a mapping from location ID to physical location. 

Even though TS 23.228 Annex E.8 mentions that some networks may require the geospatial coordinates, this does not seem to be fully implemented in IMS stage 3 and for non-emergency calls the UE may not send geographical information even if available. Also, even though the actual usage of the geolocation information is not described in 23.228, it is not clear if such coordinates can be used to identify a specific base station, or rather a group of base stations.

· Pros

· No need for mapping table from location ID to physical location

· PMIP already supports geolocation (latitude + longitude) as part of the Access Network Identifier (ANI) mobility option [RFC 6757]
· Cons

· Not typically used by IMS

· Not clear how to identify the AP based on geographic coordinates. Multiple APs in close proximity may provide similar geolocation coordinates. This would make it more difficult to identify the AP that really served the UE which may be of interest from regulatory and tracing points of view. 
· Complex to configure AP geospatial location in indoor environments

· Requires altitude parameter to identify base station in e.g. multi-storied buildings. This does currently not seem to be provided in the PMIP ANI option 
· Conclusion: Even though geolocation could be useful in some cases it does not seem to be a suitable parameter for use with netloc as it may not allow identification of the individual AP and is also currently not implemented for NPLI in IMS
Civic location
This ID carries the civic user location information (e.g. a street address, postcode, area code, etc.). This option has similar pros and cons as geolocation. 

Access Line ID 

This ID could be used e.g. in residential DSL scenarios to identify the access line where the UE and AP is located. The format of the Access Line ID is flexible and can e.g. be derived from the DHCPv4 and DHCPv6 options for link ID [RFC3046, RFC4649]. The format of this field is typically a string of variable length that can contain e.g. a virtual circuit number, router interface number, Remote Access Server port number etc. 

· Pros

· Configurable ID, does not necessarily change with HW replacements

· Flexible format. Can be used to carry different types of location ID.

· Cons

· Not globally unique. Would need to be amended with a TWAN Operator ID
· Primarily targeted to residential DSL scenarios
· Conclusion: The access line ID can be a suitable way to carry UE location information. However, since the format is anyway flexible it would be beneficial generalize the concept somewhat to allow a more broad usage than limiting it to scenarios with “Access Line ID”. This is further discussed below.
Generalized WLAN User Location Information 

The Access-Line-ID is general in the sense that it allows different type of line IDs to be provided. However, the name of the attribute (Access-Line-ID) indicates that it is related to residential/DSL access. Also, there is no guarantee that the information is globally unique. To accommodate these drawbacks two other location information parameters can be defined by 3GPP for use on S2a: 

· TWAN Operator ID

· WLAN Location ID
The TWAN Operator ID represents the TWAN operator and could e.g. be a mnc+mcc, an IEEE OUI or the domain name of the entity that operates the WLAN access network.    
The WLAN Location ID contains more detailed location information and needs to be unique within the scope of the TWAN Operator ID. It is proposed that the WLAN Location ID  contains an Area ID and an Access Point ID (AP ID). The Area ID + AP ID identify an Access Point within a TWAN Operator ID. The Area ID could be used to indicate the location of a group of geographically related APs but since WiFi does not have a native area concept (like e.g. Tracking Area) it will be up to each deployment to define, as deemed relevant, the Area ID. The detailed format of the Location ID is to be defined by stage 3, but one possibility would be to have 4 octets in total for Area ID + AP ID. This would align with the 4-octet cell identity part of the CGI, SAI and ECGI.
It should be noted that this is not a proposal to introduce a new native IEEE parameter for WLAN. Instead the TWAN maps existing (native) location information that may be available, such as Access-Line ID, BSSID, AP IP address or other information available to TWAN, into the WLAN Location ID. How this is done is out of scope to 3GPP.
· Pros

· Configurable ID, does not change with HW replacements which simplifies operator mapping to location. 
· Format could be aligned with the CGI, SAI and ECGI to simplify re-use of mapping mechanisms in the 3GPP domain.

· Allows different granularity of the location information

· Cons

· Added requirement to TWAN operator to support a new ID. This comes however as part of the S2a GTP/PMIP protocol and should thus be a minor addition

· Conclusion: The WLAN Location ID and WLAN Operator ID allow flexible and unique location information that address different deployment scenarios and use cases.

Proposal
It is proposed that TWAN will support to provide a WLAN User Location Information as described above, in addition to existing BSSID and SSID elements. 

Based on the pre-meeting conference call, it is assumed that a 23.402 CR will be submitted. Instead of having multiple overlapping CRs input to the meeting, below is CR text for TS 23.402 that captures our proposal. 
16.1.x
Access Network information reporting in case of a TWAN Access

In order for an Application (e.g. the P-CSCF) to be able to determine the NPLI (Network Provided Location Information) of an UE in case of a TWAN access, the TWAN should report over S2a TWAN related Access Network Information at PDN connection establishment, at bearer creation / modification / release and at PDN connection release. Such TWAN related Access Network Information is also called “TWAN Identifier”.
The TWAN identifier may also contain a TWAN Operator Identifier (realm) in order for the Application to determine the domain corresponding to the TWAN related Access Network Information being provided.
When such information is available at the TWAN, the TWAN related Access Network Information (reported over S2a, Gx, ..) should include the BSSID (see IEEE Std 802.11-2007 [64]) of the AP to which the UE is attached and/or the identifier of Access Line serving the AP  to which the UE is attached and/or a WLAN Location Identifier. The WLAN Location Identifier contains an Area ID and an Access Point ID where the TWAN Operator Identifier, Area ID and AP ID together uniquely identify the AP serving the UE. The Area ID and AP ID are provided on S2a by the TWAG based on configuration. In any case, the TWAN related Access Network Information shall include the SSID of the access point to which the UE is attached. 

NOTE: 
The TWAN may map existing (native) location information that may be available, such as Access-Line ID, BSSID, AP IP address or other information available to TWAN, into Area ID and AP ID. How this is done is out of scope to 3GPP. 
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